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1
Decision/action requested

It is proposed to discuss the proposal and agree the way forward.
2
References

S5-191262: " Management Service discovery "

S5-191259: "Domain names for MnS"
S5-191260: "DN to URI mapping"

S5-192228: "CR 32.158 Correct the DN to URI mapping rules"

RFC 2782: "A DNS RR for specifying the location of services (DNS SRV)"
RFC 6763: " DNS-Based Service Discovery"
RFC 5785: " Defining Well-Known Uniform Resource Identifiers (URIs)"
RFC 2136: "Dynamic Updates in the Domain Name System (DNS UPDATE)"

RFC 3007: " Secure Domain Name System (DNS) Dynamic Update "

3
Rationale

MnS are based on IP, TCP and HTTP. For these protocals a huge infrasctructure base with related services like DNS exists. Service discovery in this environment is not a new problem. SA5 should not specify solutions for MnS discovery without taking existing solutions into account.

It is therefore proposed to hold on for a moment and study the following aspects before agreing any CRs to be implemented in specifications:

· Collect a complete set of use cases, prferebaly in a first step in plain English not using the use case template to enbale focusing on the relevant aspects

· Study possible solutions for these use cases whilst using standard IT approaches

· Alternative SA5 hand crafted solutions should be studied as well

Only after SA5 got the whole picture concreate CRs should be created and approved.

This approach is suggested for Rel-15 and Rel-16 content. There should not be any difference in the solutions for Rel-15 and Rel-16, whilst Rel-15 can be a subset of Rel-16 of course.
4
Detailed proposal

4.1
Introduction

In the spirit of the rationale this contribution discusses use cases and possible solutions. This contribution is an update of S5-191262.
4.2
Use cases and possible solutions
4.2.1 Use cases related to MnS provider discovery by a MnS consumer
The first set of use cases is related to a MnS consumer wishing to get information about MnS providers.

Use Case 1: MnS consumer wants to find out the names of available MnS instances for a given type
A MnS consumer wishes to receive alarms or configure the network. To this end it needs to find out in a first step the names of available MnS instances of a given service type (e.g. ProvMnS, FaultMnS). With name is meant typically the FQDN of a server offering the service. The FQDN needs to be resolved into an IP address. 
Possible Solution for use case 1:

It should be investigated if DNS can be used as a solution, namely the usage of the SRV RR (RFC 2782, RFC 6763) should be studied. The SRV RR has the form
_service._proto.name. TTL class SRV priority weight port target.

· service: the symbolic name of the desired service.
· proto: the transport protocol of the desired service; this is usually either TCP or UDP.

· name: the domain name for which this record is valid, ending in a dot.

· TTL: standard DNS time to live field.

· class: standard DNS class field (this is always IN).

· priority: the priority of the target host, lower value means more preferred.

· weight: A relative weight for records with the same priority, higher value means more preferred.

· port: the TCP or UDP port on which the service is to be found.

· target: the canonical hostname of the machine providing the service, ending in a dot.

and allows to return a list FQDNs for a requested service type. The IP address may be returned as well, or the FQDN is resolved in a second step.

Note that to interact with a MnS the URI of this MnS is needed. The FQDN represents only the authority component of a URI, but not the path component. The path component may be empty, and the FQDN is all we need. But if the root of the MnS is somewhere else in the server’s namespace - for example "http://example.com/3GPPManagement" - the path pointing to that root, "/3GPPManagement", is required as well.
It is simply possible to reinforce one path in the standard. If this is not done, then there must be some means to find out this path component.
IETF has specified in RFC 5785 a so called well known URI "/.well-known/" and a GET on e.g. "http://www.example.com/.well-known/3GPP" could return the path segment "/3GPPManagement".
Using DNS and the well known URI a solution for this use case could be provided using well established IT concepts only. Details are ffs.
Use case 2: MnS consumer wants to know the capabilities of a given MnS instance
The MnS consumer found out the URI of a MnS instance he wishes to communicate with. In addition to that he wants to know the capabilities of the MnS instance, e.g. which optional features are supported.
Solution for use case 2:

A dedicated resource can be added that holds this information. With a simple GET the MnS consumer can then retrieve capability information.
Use case 3: MnS consumer wants to know theURI for a given DN
A MnS consumer knows the DN of a MOI, but not its URI. For example, when a MnS receives an alarm notification in which the alarmed resource is identified by the DN, and the MnS wishes to drill down into the alarmed resource by e.g. reading some MOI attributes, it cannot do that with the DN. It needs to know the URI.
Possible Solution for use case 3:
Contribution S5-191260 discusses one possibility to map a DN to a URI, supposed the FQDN of a MnS is constructed according to the approach described in contribution S5-191259.

Use case 4: MnS consumer wants to know the management scope of a specific MnS instance

Management scope means all managed object instances (object diagram) that can be accessed trough the MnS instance.

Possible Solution for use case 4:

The MnS consumer can make a simple GET on the local root of the object diagram and scope all contained objects. 
4.2.2
Use cases related to advertisement of new MnS providers
The second set of use cases is about the handling of newly instantiated MnS producers that need to be made known to the system.

Use cases are ffs.

When studing possible solutions RFC 2136 "Dynamic Updates in the Domain Name System (DNS UPDATE)" and RFC 3007 " Secure Domain Name System (DNS) Dynamic Update " may be relevant.

