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1
Decision/action requested

Please discuss and endorse
2
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[3]
3GPP TS 28.625: "Telecommunication management; State Management Data Definition Integration Reference Point (IRP); Information Service (IS) "
3
Rationale

3GPP TS 23.501 [3] defines the 5G System Architecture as a Service Based Architecture, i.e. a system architecture in which the system functionality is achieved by a set of NFs providing services to other authorized NFs to access their services.
A NF service is one type of capability exposed by a NF (NF Service Producer) to other authorized NF (NF Service Consumer) through a service based interface. A NF service may support one or more NF service operation(s). See clause 7 of 3GPP TS 23.501 [3].

Network Functions may offer different functionalities and thus different NF services. Each of the NF services offered by a Network Function shall be self-contained, acted upon and managed independently from other NF services offered by the same Network Function (e.g. for scaling, healing).
SA5 NRM need improvement to support Administrative, Operational and Usage state of NF Service. 

4
Detailed proposal

4.1 State Machine of a Managed Service

Note: Only subset of Administrative State, Operational State and Usage State are considered based on current status of SBA in SA2. Other states are FFS.
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1. Create a service object instance

2. Unlock a service, Administrative State of the service will change from Lock to Unlock, Operational and Usage States keep no change.
3. A service was enabled once the service was deployed, configured, Operational State of the service will change from disable to enable, Administrative and Usage States keep no change.
4. When the Administrative State is Unlock and Operational State is Enable, the first user uses the service, Usage State of the service will change from Idle to Active, Administrative and Operational States keep no change.
5. When the Administrative State is Unlock and Operational State is Enable, the last user quits the service, Usage State of the service will change from Active to Idle, Administrative and Operational States keep no change.

6. When the Administrative State is Unlock and Operational State is Enable, a new user uses the service or old user quits the service, Usage State, Administrative and Operational States keep no change.
7. A service was disabled once the resource of the service was withdrawn, e.g. the service was terminated, Operational State of the service will change from enable to disable, Usage State of the service will change to Idle, Administrative keeps no change.
8. Lock a service, Administrative State of the service will change from Unlock to Lock, Usage State of the service will change to Idle, Operational keeps no change.
4.2 Define State Attributes in ManagedService IOC in generic NRM (TS 28.622) 
4.2.1 ManagedService IOC Definition

4.2.2 Attribute
	Attribute Name
	Support Qualifier
	isReadable 
	isWritable
	isInvariant
	isNotifyable

	administrativeState
	M
	T
	T
	T
	T

	operationalState
	M
	T
	F
	T
	T

	usageState
	M
	T
	F
	T
	T


4.3 Add imported information entities in TS 28.622 to import state related attributes definition from TS 28.625 
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