

	
3GPP TSG-SA5 Meeting #124 	S5-192338
Taipei,Taiwan 25 February -1 March 2019										Revision of S5-192228
	CR-Form-v11.4

	CHANGE REQUEST

	

	
	32.158
	CR
	0002
	rev
	1
	Current version:
	15.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	X
	Core Network
	X



	

	Title:	
	Correct the DN to URI mapping rules

	
	

	Source to WG:
	[bookmark: _GoBack]Nokia, Nokia Shanghai Bell

	Source to TSG:
	S5

	
	

	Work item code:
	REST_SS
	
	Date:
	2019-02-19

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	Th rules for mapping a DN to a URI and vice versa is not defined.

	
	

	Summary of change:
	The rule for mapping a DN to a URI and vice versa is defined

	
	

	Consequences if not approved:
	A DN cannot be mappded to aURI and vice versa. This mapping is essential for the network management to work.

	
	

	Clauses affected:
	3.2, 4.2.1, 4.2.1a (new), 4.2.2, 4.2.3, 4.4

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	



Page 1



	1st modified section



[bookmark: _Toc532836849]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
CRUD	Create, Retrieve, Update, Delete
DC	Domain Component
DN	Distinguished Name
DNS	Domain Name Service
FQDN	Fully Qualified Doman Name
HTTP	Hypertext Transfer Protocol
JSON	JavaScript Object Notation
LDN	Local Distinguished Name
MnS	Management Service
REST	REpresentational State Transfer
RPC	Remote Procedure Call
TCP	Transmission Control Protocol
URI	Uniform Resource Identifier

	End of 1st modified section



	2nd modified section



[bookmark: _Toc532836857]4.2.1	Managed object naming
According to TS 32.300 [3] aThe Distinguished Name (DN) is used in 3GPP as global identifier forto uniquely identify a managed object instance. within a specific name space. TheA DN is a comma (",") separated list the concatenation of Relative Distinguished Names (RDNs). Each managed object instance has an associated RDN. The sequence of RDNs is governed by name containment relationships in the UML class diagram describing the modelled network. The RDN consists of a naming attribute name and value. They are separated by an equal sign ("="). The naming attribute name is the class name of the manged object instance.
In addition to the RDNs associated to a managed object instance the DN has one or multiple RDNs on the left side whose naming attribute name is "DC" (Domain Component). The value of this special RDN is a Fully Qualified Domain Name (FQDN). It is allowed to split the FQDN into its components and use one RDN for each component.
DNs are independent of the used protocol technology and cannot be used for routing purposes.
The DN concept is described in detail in TS 32.300 [3] A RDN is a name value pair. The name is the naming attribute of the managed object, which is equal to the class name of the managed object.
The following is an example of a DN for a cell.
DN = "DC=operatorA.com,subNetwork=south,managedElement=a,eNBFunction=1,cell=1"
4.2.1a	Global and local namespaces
A DN in the global name space is globally unique and starts with the RDN of the global root. A DN in a local name space starts with the RDN of the local root and is unique only within this name space. A DN in a local namespace is also referred to as Local Distinguished Name (LDN). The DN of the local root relative to the global root is called DN prefix. The concatenation of DN prefix and LDN is equal to the globally unique DN of a managed object.A DN is a global identifier and starts with the RDN of the global root. A name of a manged object instance may be defined also in a local name space starting with the RDN of the local root. The name in a local namespace is also referred to as Local Distinguished Name (LDN).
The local root can be either an instance of "ManagedElement" or an instance of "SubNetwork". These objects have a DN-prefix defined. The LDN for a "ManagedElement" instance, together with its DN-prefix, is the DN of the "ManagedElement" instance. The LDN for a "SubNetwork" instance, together with its DN-prefix, is the DN of the "SubNetwork" instance.
For example, if the local root is a "ManagedElement" instance, then the LDN of the cell instance is
LDN = "managedElement=a,eNBFunction=1,cell=1"
and the DN prefix of the "ManagedElement" is
DN-prefix = "DC=operatorA.com,subNetwork=south"
If the local root is a "SubNetwork" instance, then the LDN of the cell instance is
LDN = "subNetwork=south,managedElement=a,eNBFunction=1,cell=1"
and the DN prefix of the "SubNetwork" is
DN-prefix = "DC=operatorA.com"
The local root is typically the root of the network resource model representing the managed network.
[bookmark: _Toc532836858]4.2.2	Resource identification
HTTP uses a subset of the generic Uniform Resource Identifier (URI) scheme (RFC 3986 [4]) defined in RFC 7230 [5] for target resource identification.
http-URI = "http:" "//" authority path-abempty [ "?" query ] [ "#" fragment ]
The path component is an absolute path (one that starts with a single slash character) or empty.
The origin server is identified by the authority component, which includes a host identifier and an optional path TCP port. The hierarchical path component and optional query component serve as an identifier for a potential target resource within that origin server’s name space. The optional fragment component allows for indirect identification of a secondary resource.
The host identifier is either an IP address or an indirect identifier such as a FQDN to be resolved with DNS.
[bookmark: _Toc532836859]4.2.3	Mapping of DNs to URIs
DNs are used as the universal and protocol technology independent identifier for managed object instances. DNs have no meaning on HTTP protocol level, where resources representing managed object instances are identified using the URI. 
A HTTP client wishing to interact with a resource on some HTTP server needs to know the URI of this resource. In many cases the DN of the managed object instance is known but not the URI of the corresponding resource. For this reason, it is beneficial if the DN can be mapped to an URI based on a standard rule thus avoiding the need to maintain mapping tables.
This mapping rule is as follows:
The DN prefix is mapped semantically to the authority component of the URI. The syntax of the DN prefix is modified to match the syntax of the authority component.
The LDN is mapped semantically to the path component of the URI. The syntax of the LDN is modified to match the syntax of the path component.
When mapping a LDN tThe slash equal sign "=/" shall be used as delineator between the naming attribute name and naming attribute value when constructing a RDN. The naming attribute name shall be equal to the class name.
URI-RDN = "/"{namingAttributeName} "=/" {namingAttributeValue}
The URI-LDN is the concatenation of URI-RDNs separated as well by a slash "/".
URI-LDN = *( "/" RDN )
For example, the LDN
LDN = "subNetwork=south,managedElement=a,eNBFunction=1,cell=1"
maps to
URI-LDN = "/subNetwork=south/managedElement=a/eNBFunction=1/cell=1"
and the LDN
LDN = "managedElement=a,eNBFunction=1,cell=1"
to
URI-LDN = "/managedElement=a/eNBFunction=1/cell=1"
When constructing the authority part from the DN prefix, it shall be reformatted according to the name conventions applying to FQDNs. For example, the DN prefix
DN-prefix = "DC=operatorA.com"
maps to
URI-DN-prefix = "operatorA.com"
and the DN prefix
DN-prefix = "DC=operatorA.com,subNetwork=south"
to
URI-DN-prefix = "south.subNetwork.operatorA.com"
The complete URIs for the examples are
http://operatorA.com/subNetwork=south/managedElement=a/eNBFunction=1/cell=1
http://south.subNetwork.operatorA.com/managedElement=a/eNBFunction=1/cell=1
The constructed URI-DN-prefix is a FQDN that can be registered into a name resolution service such as DNS. The sole presence of a constructed FQDN does not mean it can be resolved to an IP address and there is a server listening at that address.
This framework for contructing a URI from the DN assumes that the registered FQDN of the HTTP server supporting the resource identified by the URI is the domain name constructed from the DN prefix. If the registered domain name is different, then the authority component of constructed URI cannot be resolved into an IP address.
The entity mapping the DN to a URI needs to know which part of the DN shall be mapped into the URI, i.e. the DN prefix of the "ManagedElement" instance or the DN prefix of the "SubNetwork" instance.
The leftmost part of the path component may include one or more path segments ("label")
http://operatorA.com/{label}/subNetwork=south/.../cell=1
allowing to structure the resource hierarchy, for example
http://operatorA.com/3GPPmanagemen/ProvMnS/v1500/subNetwork=south/.../cell=1
The character set allowed in DNs is much bigger than the character set allowed in the path component and authority component of a URI. Care needs to be taken when selecting the naming attribute names und values that the mapping from a DN to a URI does not become impossible as a consequence of not mappable characters.
The LDN is mapped to the rightmost part of the path component of URIs. The DN prefix is mapped to the remainder of the path component and to the authority.
URIs ending with a naming attribute value identify a document resource representing a managed object instance.
URIs ending with a naming attribute name (class name) identify a collection resource representing all managed object instances (document resources) of this class directly below the collection resource.
In the following example the DN prefix is identical to the URI authority component, the network resource model has at its root an instance of class SubNetwork.
http://operator.com/subnetwork/south/managedelement/abc
The DN prefix may include, besides the authority component, additional RDNs.
http://operator.com/country/germany/subnetwork/south/managedelement/abc
or additional path segments.
http://operator.com/germany/subnetwork/south/managedelement/abc
	[bookmark: _Toc532836860]End of 2nd modified section



	3rd modified section



[bookmark: _Toc532836861]4.4	URI structure
URIs identifying resources representing managed object instances shall follow a common structure given by
URI = http://{FQDN}/{rootURI-prefix}/{MnSName}/{MnSVersion}/{URI-LDNresourcepath}
URI-prefix = {MnSRoot}/{MnSName}/{MnSVersion}
where:
{MnSRoot}	indicates the scheme ("http" or "https"), the host name and optional port, and an optional prefix path. 
{FQDN}	indicates the FQDN constructed from the DN prefix.
{root}	indicates an optional root for structuring the resource hierarchy.
{MnSName}	indicates the MnS name.
{MnSVersion}	indicates the version of the MnS.
{URI-LDN}	indicates the resource path constructed from the LDN.

	End of 3rd modified section




