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	Reason for change:
	Unclear definition of what data is counted in IP-CAN bearer / session charging. The use of “user plane payload” within GTP-U tunnelling can be interpreted in more than one way. For IP-CAN bearer charging & IP-CAN Session charging, the inner IP packets of GTP-U tunnel should be counted, i.e. IP packets length. In some scenarios this isn’t equal to T-PDU with tailing filling bytes after IP packets in T-PDU.
TS29.281, clause 4.2.1	GTP-U Tunnel description has defined “inner IP packet in a GTPv1-U packet (T-PDU) is either
-	An IP packet sent to the UE/MS in the downlink direction over one or more tunnels from the external network identified by the APN. 
-	An IP packet sent from a UE/MS in the uplink direction over one or more tunnels to the external network identified by the APN. “ 
Above inner IP packet of GTP-U tunnel description match with IP-CAN bearer / Session & service data flow concept.

	
	

	Summary of change:
	Change “the user plane payload” for tunnelling to refer to “inner IP packets”.  

	
	

	Consequences if not approved:
	[bookmark: _GoBack]Both user IP payload & non-IP payload (via PGW SGi PtP tunnel to external DN) are carried by inner IP datagram inside the GTPv1-U tunnel. The data volume counted for IP-CAN bearer charging & IP-CAN Session charging may mismatch with service data flow counting for Flow based Charging.
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[bookmark: _Toc516561969]5.2.1.10.1	IP-CAN bearer charging
For the purpose of interoperator charging, the P-GW collects charging information per user per IP-CAN bearer. 
In case the P-GW is not aware of IP-CAN bearers, i.e. in case of PMIP based connectivity, P-GW collects charging information per IP-CAN session as it would be one IP-CAN bearer. IP-CAN bearer charging allows the P-GW to collect charging information related to data volumes sent to and received by the UE/MS, categorised by the QCI and ARP applied to the IP-CAN bearer. The user can be identified by MSISDN and/or IMSI, while the IP-CAN bearer can be determined by a unique identifier generated by the P-GW when creating an IP-CAN bearer. This identifier is forwarded to the S-GW/ePDG/ TWAG/SGSN so as to allow correlation of S-GW/ePDG/ TWAG/SGSN IP-CAN bearer CDRs with the matching P-GW charging information in the BD.
The amount of data counted for the IP-CAN bearer shall be the user plane inner IP packetspayload at the tunnelling (e.g. GTP-u, GRE Tunnel) interface. Time metering is started when IP-CAN bearer is activated.
NOTE 1:	The control plan address of the P-GW, together with the unique charging identifier assigned by the P-GW, enables the correlation of charging information. The control plane IP address of SGSN or P-GW (acting as GGSN) is the IP address used at Gn/Gp interface. 
The control plane IP address of S-GW or P-GW is the IP address used at S5/S8 interface. 
The control plane IP address of ePDG or P-GW is the IP address used at S2b interface. 
The control plane IP address of TWAG or P-GW is the IP address used at S2a interface.
When Charging per IP-CAN session is active and measurements for IP-CAN bearers are captured in the same CDR as FBC measurements, the following chargeable events are defined:
-	Start of the default bearer for an IP-CAN session when single access is used or start of the first default bearer for a multi-access PDN connection(i.e., when NBIFOM is accepted by PCRF). 
Upon encountering this event, a new CDR for the IP-CAN session is created and the data volume counts 
(i.e., uplink and downlink) are started and captured for the IP-CAN bearer.
NOTE 2:	Start of the default bearer or start of the first default bearer for an IP-CAN session is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR. 
-	Addition of access to a PDN connection. 
Additional volume counts are started and captured for IP-CAN bearers of the access. New SGSN/S-GW/ePDG/TWAG address is added to data for the IP-CAN bearer in the CDR.
-	Start of a dedicated bearer for an IP-CAN session. 
Additional volume counts are started and captured for the dedicated bearer.
-	End of dedicated bearer in the P-GW. 
The counters and time stamps for the IP-CAN bearer are closed and resulting container added to the CDR. 
-	Removal of access from a multi-access PDN connection. 
The counters and time stamps for the IP-CAN bearers of the removed access are closed and resulting containers added to CDR.
-	Access of a multi-access PDN connection becomes unusable. 
The counters and time stamps for the IP-CAN bearers of the unusable access are closed and resulting containers added to the CDR.
-	Access of a multi-access PDN connection becomes usable. 
New volume counts are started and captured for all bearers of the access that has become usable. These may not be the same as those that were previously active when the access became unusable due to changes in PCC Rules. 
-	End of IP-CAN session (i.e. end of the default bearer for a single access PDN connection or end of the last default bearer for a multi-access PDN connection) in the P-GW. 
The counters and time stamps for all IP-CAN bearers and the resulting containers added to the CDR. The CDR is closed.
NOTE 3:	The End of IP-CAN session event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.
-	Serving node (e.g. SGSN/S-GW/ePDG/TWAG) change in the P-GW. 
New SGSN/S-GW/ePDG/TWAG address is added to data for the IP-CAN bearer in the CDR.
-	Expiry of an operator configured time limit for keeping a CDR open. 
This event closes all counters. The resulting containers are added to the CDR and the CDR is closed. 
A new CDR is opened if the IP-CAN session is still active.
NOTE 4:	The expiry of an operator configured time limit for keeping a CDR open event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.
-	Expiry of an operator configured time limit per IP-CAN bearer. 
The counters and time stamps for the IP-CAN bearer are closed and added to the CDR. A new IP-CAN bearer traffic volume container is opened if the IP-CAN bearer is still active.
-	Expiry of an operator configured data volume limit per IP-CAN session. 
This event closes the CDR and a new one is opened if the IP-CAN session is still active.
NOTE 5:	The expiry of an operator configured data volume limit per IP-CAN session event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.
-	Expiry of an operator configured data volume limit per IP-CAN bearer. 
The counters and time stamps are closed and added to the CDR. A new IP-CAN bearer traffic volume container is opened if the IP-CAN bearer is still active.
-	Change of charging condition specific to APN-AMBR change. 
This event closes the CDR, and a new one is opened if the IP-CAN session is still active.
-	Change of charging condition specific to IP-CAN bearer modification QoS change. 
When this event is encountered, all counts and time stamps for the modified bearer are captured and new counts and time stamps for the specific bearer are started. 
-	Change of charging condition. 
IP-CAN bearer modification except QoS change (e.g. SGSN change, S-GW change, user location change, user CSG information change, change of UE presence in Presence Reporting Area(s) , change of 3GPP PS Data Off status), or tariff time change. When this event is encountered, all current configured counts and time stamps are captured and new counts and time stamps for all active bearers are started. 
IP-CAN bearer modification except QoS change events are associated with one access of a multi-access PDN connection and all counts associated with affected access are identified with the specific event. All counts associated with the other access of a multi-access PDN connection are identified as an indirect change of charging condition.
Editor’s Note: The handling of  "Serving PLMN Rate Control change", "APN Rate Control change" events when charging per IP-CAN session applies is FFS.
NOTE 7:	The change of charging condition event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR. 
Editor’s Note: whether the special case of user location reporting on dedicated bearer release triggers a change of charging condition for the IP-CAN session is ffs.
-	Intersystem change (e.g. change of radio interface from GSM to UMTS, RAT change) for any connected access visible in the P-GW. 
This event closes the CDR, and a new one is opened if the IP-CAN session is still active.
NOTE 8:	The intersystem change event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.
-	PLMN change visible in the P-GW. This event closes the CDR. 
A new one is opened if the IP-CAN session is still active.
NOTE 9:	The PLMN change event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.
-	MS Timezone change visible in the P-GW. This event closes the CDR. 
A new one is opened if the IP-CAN session is still active.
NOTE 10:	The MS Timezone change event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.
-	Expiry of an operator configured limit of number of charging condition changes per IP-CAN session. 
This event closes the CDR, and a new one is opened if the IP-CAN session is still active.
NOTE 11:	The expiry of an operator configured limit of number of charging condition changes event is a shared event for FBC in clause 5.2.1.10.2 for the single shared CDR.
Management intervention may also force trigger a chargeable event.
NOTE 12:	For non-IP type PDN connection, the following do not apply:
-	Addition of access to a PDN connection;
-	Start of a dedicated bearer for an IP-CAN session;
-	End of dedicated bearer in the P-GW;
-	Removal of access from a multi-access PDN connection;
-	Access of a multi-access PDN connection becomes unusable;
-	Access of a multi-access PDN connection becomes usable.
	Second change


[bookmark: _Toc516562032]5.3.1.1	IP-CAN bearer charging
IP-CAN bearer online charging is achieved by FBC online charging, see clause 5.3.1.2. When the IP-CAN bearer is online charged by means of FBC, the quota handling shall also be based on the use of a Rating Group/Service Identifier. 
The value of this IP-CAN bearer specific Rating Group/Service Identifier shall be vendor specific.
The amount of data counted with IP-CAN bearer specific Rating Group/Service Identifier shall be the user plane inner IP packetspayload at the tunnelling (e.g. GTP-u, GRE Tunnel) interface. Time metering is started when IP-CAN bearer is activated.
NOTE 1:	P-GW is aware of bearers in case of GTP based connectivity. In case of any other PMIP based connectivity, P-GW is aware of IP-CAN sessions only. If P-GW is not aware of IP-CAN bearers, P-GW collects charging information per IP-CAN session as it would be just one IP-CAN bearer.
NOTE 2: 	The control plane IP address of SGSN or P-GW (acting as GGSN) is the IP address used at Gn/Gp interface. 
	The control plane IP address of  S-GW or P-GW is the IP address used at S5/S8 interface. 
The control plane IP address of ePDG or P-GW is the IP address used at S2b interface.
The control plane IP address of TWAG or P-GW is the IP address used at S2a interface.
	Third change


[bookmark: _Toc516562042]5.3.1.6.1	IP-CAN bearer charging
IP-CAN bearer online charging is achieved by FBC online charging, see clause 5.3.1.6.2. When the IP-CAN session is online charged by means of FBC, the quota handling shall also be based on the use of a Rating Group. The value of this IP-CAN bearer specific Rating Group or combination of the Rating Group and Service Identifier shall be vendor specific. 
The amount of data counted with IP-CAN bearer specific Rating Group/Service Identifier shall be the user plane inner IP packetspayload at the tunnelling (e.g. GTP-u, GRE Tunnel) interface. Time metering is started when IP-CAN session is activated. 
All bearers in the IP-CAN session are included in the single vendor-specific Rating Group/Service Identifier.
NOTE 1:	P-GW is aware of bearers in case of GTP based connectivity. In case of any other PMIP based connectivity, P-GW is aware of IP-CAN sessions only. If P-GW is not aware of IP-CAN bearers, P-GW collects charging information per IP-CAN session as it would be just one IP-CAN bearer.
NOTE 2: 	The control plane IP address of SGSN or P-GW (acting as GGSN) is the IP address used at Gn/Gp interface. 
The control plane IP address of S-GW or P-GW is the IP address used at S5/S8 interface. 
The control plane IP address of ePDG or P-GW is the IP address used at S2b interface. 
The control plane IP address of TWAG or P-GW is the IP address used at S2a interface.
NOTE 3:	The vendor-specific Rating Group/Service Identifier may be configurable through the use of a predefined PCC rule in the P-GW.
	End of changes




