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9.2.1
Introduction
The IS notifications are mapped to SS equivalents according to table 9.2.1-1.
Table 9.2.1-1: Mapping of IS notifications to SS equivalents
	IS operations
	HTTP Method
	Resource URI
	SQ

	notifyNewAlarm
	POST
	/notificationSink
	M

	notifyNewSecurityAlarm
	POST
	/notificationSink
	M

	notifyAckStateChanged
	POST
	/notificationSink
	M

	notifyClearedAlarm
	POST
	/notificationSink
	M

	
	
	
	

	notifyChangedAlarm
	POST
	/notificationSink
	M
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9.3.2.8.3
HTTP methods

9.3.2.8.3.1
POST

This method shall support the URI query parameters specified in table 9.3.2.8.3.1-1.

Table 9.3.2.8.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	Description
	Qualifier

	n/a
	n/a
	n/a
	n/a


This method shall support the request data structures specified in table 9.3.2.8.3.1-2 and the response data structures and response codes specified in table 9.3.2.8.3.1-3.
Table 9.3.2.8.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	Description
	SQ

	notifyNewAlarm-NotifType
	Type in case a notifyNewAlarm notification is sent
	M

	notifyNewSecurityAlarm-NotifType
	Type in case a notifyNewSecurityAlarm notification is sent
	M

	notifyAckStateChanged-NotifType
	Type in case a notifyAckStateChanged notification is sent
	M

	notifyClearedAlarm-NotifType
	Type in case a notifyClearedAlarm notification is sent
	M

	
	
	

	notifyChangedAlarm-NotifType
	Type in case a notifyChangedAlarm notification is sent
	M
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9.4.1
General

Table 9.4.1-1: Data types defined in this specification

	Data type
	Reference
	Description

	General types
	
	

	dateTime-Type
	
	Date and time

	float-Type
	
	Float type

	long-Type
	
	Long type

	uri-Type
	
	Type of an URI

	Types used in paths
	
	

	alarmId-PathType
	
	Used in the path to identify an alarm resource

	subscriptionId-PathType
	
	Used in the path to identify a subscription resource

	Types in query parts
	
	

	alarmIdAndPerceivedSeverityList-QueryType
	9.4.2.1
	Used in the query part of HTTP PATCH on /alarms to identify the alarms to be acknowledged

	alarmIdList-QueryType
	9.4.2.2
	Used in HTTP PATCH on /alarms to identify the alarms to be cleared or unacknowledged

	alarmAckState-QueryType
	9.4.4.4
	Used in the query part of HTTP GET on /alarms to discriminate alarms to be returned or counted

	consumerReferenceId-QueryType
	9.4.4.2
	Used in the query part of HTTP DELETE on /Subscriptions to delete all subscriptions made with a specific consumerReferenceId

	filter-QueryType
	9.4.4.2
	Used in the query part of HTTP GET on /alarms to discriminate alarms to be returned or counted

	href-QueryType
	9.4.4.2
	Used in the query part of HTTP GET on /alarms to identify the base object of the tree for partial alarm alignment

	perceivedSeverity-QueryType
	9.4.2.3
	Used in the query part in HTTP POST on /alarms/{alarmId} when acknowledging an alarm to indicate the perceived severity the alarm to acknowledge shall have, otherwise the alarm shall not be acknowledged

	Types used in request bodies
	
	

	
	
	

	patchAcknowledgeAlarms-RequestType
	9.4.2.5
	Used in the request message body of HTTP PATCH to acknowledge alarms

	patchUnacknowledgeAlarms-RequestType
	9.4.2.6
	Used in the request message body of HTTP PATCH to unacknowledge alarms

	patchClearAlarms-RequestType
	9.4.2.7
	Used in the request body of HTTP PATCH to clear alarms

	subscription-RequestType
	9.4.2.8
	Used in the request body of HTTP POST on /subscriptions to create alarm notification subscriptions

	Types used in response bodies
	
	

	alarms-ResponseType
	9.4.2.9
	Used in the response body of HTTP GET on /alarms to return complete alarm information

	alarmsCount-ResponseType
	9.4.2.10
	Used in the response body of HTTP GET on /alarms to return alarm counts per perceived severity

	
	
	

	error-ResponseType
	9.4.2.12
	Used in the response body of multiple HTTP methods on multiple resources in case of error

	failedAlarms-ResponseType
	9.4.2.13
	Used in the response body of multiple HTTP methods to indicate error reasons per alarm id

	subscription-ResponseType
	9.4.2.14
	Used in the response body of HTTP POST on /subscriptions to create alarm notification subscriptions

	Types used for resources
	
	

	alarm-ResourceType
	9.4.2.15
	Representation of an alarm resource

	
	
	

	subscription-ResourceType
	9.4.2.17
	Representation of a subscription resource

	Types used in notifications
	
	

	notifyNewAlarm-NotifType
	9.4.2.18
	Used in the request body of HTTP POST for the notification type notifyNewAlarm

	notifyAckStateChanged-NotifType
	9.4.2.19
	Used in the request body of HTTP POST for the notification type notifyAckStateChanged

	notifyClearedAlarm-NotifType
	9.4.2.20
	Used in the request body of HTTP POST for the notification type notifyClearedAlarm

	
	
	

	notifyChangedAlarm-NotifType
	9.4.2.22
	Used in the request body of HTTP POST for the notification type notifyChangedAlarm

	
	
	

	
	
	

	
	
	

	
	
	

	Types referenced by the definitions above
	
	

	ackState-Type
	9.4.4.4
	Acknowledgement state, see clause 6.2.1.5.1

	ackSystemId-Type
	9.4.4.2
	Identifier of a system acknowledging an alarm, see clause 6.2.1.5.1

	ackUserId-Type
	9.4.4.2
	Identifier of a user acknowledging an alarm, see clause 6.2.1.5.1

	additionalText-Type
	9.4.4.2
	Allows a free form text description to be reported as defined in ITU-T Rec. X. 733 [7]

	alarmId-Type
	9.4.4.2
	Alarm identifier, see clause 6.2.1.5.1

	alarmIdAndPerceivedSeverity-Type
	9.4.3.1
	

	alarmListAlignmentRequirement-Type
	9.4.4.5
	Indicating if alarm list alignment is required or not

	alarmsCountType
	9.4.3.2
	

	alarmType-Type
	9.4.4.6
	Alarm type as defined in ITU-T Rec. X. 733 [7]

	attributeNameValuePair-Type
	9.4.3.3
	Attribute name and attribute value pair

	attributeValueChange-Type
	9.4.3.4
	Attribute name with its old value and new value

	backedUpStatus-Type
	9.4.4.2
	Indicating if the object emitting the alarm has been backed up as defined in ITU-T Rec. X. 733 [7]

	backUpObject-Type
	9.4.4.2
	Indicating the backup object of the alarmed object as defined in ITU-T Rec. X. 733 [7]

	clearSystemId-Type
	9.4.4.2
	Identifier of a system clearing an alarm, see clause 6.2.1.5.1

	clearUserId-Type
	9.4.4.2
	Identifier of a user clearing an alarm, see clause 6.2.1.5.1

	correlatedNotification-Type
	9.4.3.5
	Describes the correlated notifications of a single source

	filter-Type
	9.4.4.2
	Filter of a subscription resource

	header-Type
	9.4.3.6
	Notification header

	indicationType
	9.4.4.7
	

	notificationId-Type
	9.4.4.2
	Notification identifier as defined in ITU-T Rec. X. 733 [7]

	notificationType-Type
	9.4.4.8
	Notification type (notifyNewAlarm, etc.)

	perceivedSeverity-Type
	9.4.4.9
	Perceived severity of an alarm as defined in ITU-T Rec. X. 733 [7]

	probableCause-Type
	9.4.4.2
	Probable cause of an alarm as defined in ITU-T Rec. X.733 [7]

	proposedRepairActions-Type
	9.4.4.2
	Used if the cause is known and the system being managed can suggest one or more solutions to fix the problem causing the alarm as defined in ITU-T Rec. X. 733 [7]

	
	
	

	rootCauseIndicator-Type
	9.4.4.2
	Indicates if this event is the root cause of the events captured by the notifications whose identifiers are in the related correlatedNotifications attribute, see clause 6.2.1.5.1

	securityAlarmDetector-Type
	9.4.4.2
	Identity of the detector of the security alarm, see clause 6.2.1.5.1

	serviceProvider-Type
	9.4.4.2
	Identifies the service-provider whose service is requested by the serviceUser and the service request provokes the generation of the security alarm, see clause 6.2.1.5.1

	serviceUser-Type
	9.4.4.2
	Identifies the service-user whose request for service provided by the serviceProvider led to the generation of the security alarm, see clause 6.2.1.5.1

	specificProblem-Type
	9.4.4.2
	Identifies further refinements to the Probable cause of the alarm as defined in ITU-T Rec. X. 733 [7]

	systemDN-Type
	9.4.4.2
	System DN

	thresholdInfo-Type
	9.4.3.7
	Provides additional information for threshold crossing alarms as defined in ITU-T Rec. X. 733 [7]

	thresholdLevel-Type
	9.4.3.8
	Used in the definition of thresholdInfo-Type as defined in ITU-T Rec. X. 733 [7]

	trendIndication-Type
	9.4.4.10
	Severity trend of the alarmed object as defined in ITU-T Rec. X. 733 [7]
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9.4.4.2
Simple data types

Table 9.4.3.2-1: Simple data types
	Type name
	Type definition
	Description

	alarmId-PathType
	string
	Used in the path to identify an alarm??

	subscriptionId-PathType
	string
	

	filter-QueryType
	string
	Used in the query part of HTTP GET on /alarms to discriminate alarms to be returned or counted

	href-QueryType
	string
	Used in the query part of HTTP GET on /alarms to identify the base object of the tree for partial alarm alignment

	consumerReferenceId-QueryType
	uri-Type
	Used in the query part of HTTP DELETE on /subscriptions to delate all subscriptions made with a specific consumerReferenceId

	ackSystemId-Type
	string
	Identifier of the system that acknowledged or unacknowledged an alarm

	ackUserId-Type
	string
	Identifier of the user that acknowledged or unacknowledged an alarm

	additionalText-Type
	string
	Allows a free form text description to be reported as defined in ITU-T Rec. X. 733 [7]

	alarmId-Type
	string
	Alarm identifier, see clause 6.2.1.5.1

	backedUpStatus-Type
	boolean
	Indicating if the object emitting the alarm has been backed up as defined in ITU-T Rec. X. 733 [7]

	backUpObject-Type
	uri-Type
	Indicating the backup object of the alarmed object as defined in ITU-T Rec. X. 733 [7]

	clearSystemId-Type
	string
	Identifier of a system clearing an alarm, see clause 6.2.1.5.1

	clearUserId-Type
	string
	Identifier of a user clearing an alarm, see clause 6.2.1.5.1

	filter-Type
	string
	Filter of a subscription resource

	notificationId-Type
	long
	Notification identifier as defined in ITU-T Rec. X. 733 [7]

	probableCause-Type
	string
	Probable cause of an alarm as defined in ITU-T Rec. X. 733 [7]

	proposedRepairActions-Type
	string
	Used if the cause is known and the system being managed can suggest one or more solutions to fix the problem causing the alarm as defined in ITU-T Rec. X. 733 [7]

	
	
	

	rootCauseIndicator-Type
	boolean
	Root cause indicator see

	securityAlarmDetector-Type
	string
	Identity of the detector of the security alarm, see clause 6.2.1.5.1

	serviceProvider-Type
	string
	Identifies the service-provider whose service is requested by the serviceUser and the service request provokes the generation of the security alarm, see clause 6.2.1.5.1

	serviceUser-Type
	string
	Identifies the service-user whose request for service provided by the serviceProvider led to the generation of the security alarm, see clause 6.2.1.5.1

	specificProblem-Type
	string
	Specific problem of an alarm as defined in ITU-T Rec. X. 733 [7]

	systemDN-Type
	string
	Type of the System DN
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9.4.4.8
Enumeration notificationType-Type

Table 9.4.4.8-1: Enumeration notificationType-Type
	Enumeration value
	Description

	notifyNewAlarm
	Notification type is notifyNewAlarm

	notifyAckStateChanged
	Notification type is notifyAckStateChanged

	notifyClearedAlarm
	Notification type is notifyClearedAlarm

	
	

	notifyChangedAlarm
	Notification type is notifyChangedAlarm
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