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1
Decision/action requested

Discuss and approve the text proposal.
2
References

[1]

3GPP TR 28.804 v0.0.0
3
Rationale
This proposal aims to add tenant management concept into the TR 28.804.
4
Detailed proposal

We propose to add the following text in TR 28.804 [1].
	1st change


4
Concepts and background

4.X
Tenant and tenant management
Tenant in 3GPP management system represents a management service consumer who share a common access to the same set of services with other service consumers. 

In typical tenancy architecture, a software application is designed to provide every tenant a dedicated share of the instance – this may include share of network management, user management, communication service management and individual functional and non-functional part of the instance. In the context of network slicing, a tenant is the customer of the network slice service provider. Usually the tenant can be eMBB user or vertical industry users (e.g. consuming bundle of communication services). The tenant, for example, utilizes the network slice instance (NSI) to provide communication services to its end users. In such scenario, some typical NSI requirements for tenancy support are isolation, reliability, security, resource scalability, etc.
For supporting tenant management in 3GPP management system, different levels of communication service and network slice management capability exposures may be needed. Some options can be observed as follows:

· Option 1 exposure: tenant utilizing communication service instance(s);

· Option 2 exposure: tenant utilizing and managing communication service instance(s); 

· Option 3 exposure: tenant managing network slice instance(s); 

· Option 4 exposure: tenant managing network slice subnet instance(s); 

· Option 5 exposure: tenant managing NF(s).
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