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	First change


5.1.1.2
Input parameters 

	Parameter Name
	Support Qualifier
	Information Type / Legal Values
	Comment

	managedObjectClass
	M
	class
	This parameter specifies the class of the new managed object instance. 

	managedObjectInstance
	M
	DN
	This parameter specifies the instance of the managed object that is to be created and registered. This is a full DN according to 3GPP TS 32.300 [5].

	referenceObjectInstance
	O
	SS dependant
	This parameter may have a null value. When this parameter is supplied, it shall specify an existing instance of a managed object, called the reference object, of the same class as the new object to be created. Attribute values associated with the reference object instance are assigned to the attributes of the new managed object, except for those specified by the attributeListIn parameter.

	attributeListIn
	M
	LIST OF SEQUENCE< attribute name, attribute value>
	This parameter may have a null value. When this parameter is supplied, it contains a list of name/value pairs specifying attribute identifiers and their values to be assigned to the new managed object. These values override the values for the corresponding attributes derived from either the reference object (if the referenceObjectInstance parameter is supplied) or the default value set specified in the definition of the managed object's class.  


	Second change


6.1.1.3.1
Definition

The authorized consumer invokes this operation to request the service provider to provide either the complete list of AlarmInformation instances in the AlarmList or only a part of this list (partial alarm alignment).

The parameters baseObjectClass and baseObjectInstance are used to identify the part of the alarm list to be returned. If they are absent, then the complete alarm list shall be provided (full alarm alignment). If they identify a particular class instance, then only a) the AlarmInformation instances related to this class instance and b) the AlarmInformation instances related to the subordinate class instances of this class instance shall be provided (partial alarm alignment). An instance-a is said to be subordinate to instance-b if the DN of the latter is part of the DN of the former.

There are two modes of operation. One mode is synchronous. In this mode, the list of AlarmInformation instances in AlarmList is returned synchronously with the operation. The other mode is asynchronous. In this mode, the list of AlarmInformation instances is returned via alarm notifications. In asynchronous mode of operation, the only information returned synchronously is the status of the operation. A method allowing to abort an ongoing alarm alignment process shall be available in the asynchronous mode. The mode of operation to be used is determined by means outside the scope of specification. To use asynchronous mode, the authorized consumer shall have established a subscription via the subscribe operation.

	Third change


6.2.1.3.1.2
Attribute

	Attribute name
	Support Qualifier

	alarmId
	M

	notificationId 
	M

	alarmRaisedTime
	M

	alarmClearedTime
	M

	alarmChangedTime
	O

	eventType
	M

	probableCause
	M

	perceivedSeverity
	M

	rootCauseIndicator
	O

	specificProblem
	O

	backedUpStatus
	O

	trendIndication
	O

	thresholdInfo
	O

	stateChangeDefinition
	O

	monitoredAttributes
	O

	proposedRepairActions
	O

	additionalText
	O

	additionalInformation
	O(see note 4)

	ackTime
	M

	ackUserId
	M

	ackSystemId
	O

	ackState
	M

	clearUserId
	O (see note 2)

	clearSystemId
	O (see note 2)

	serviceUser
	O (see note 3)

	serviceProvider
	O (see note 3)

	securityAlarmDetector
	O (see note 3)

	NOTE 1:
Void.

NOTE 2:
These attributes and qualifiers are applicable only if the management service producer supports clearAlarms() (they are absent if clearAlarms() is not supported).

NOTE 3:
These attributes shall be supported if the management service producer emits notifyNewAlarm that carries security alarm information.

NOTE 4:
This attribute is optionally populated whenever vendor specific attributes are needed.
A specific condition for this optional population is when an alarm presented by the Management system (e.g. Management system user interface) has different values of perceived severity, and / or alarm type, compared with the values presented to the Itf-N.


	Forth change


8.1.8
Operation unSubscribe
In case a single subscription shall be cancelled the IS operation parameters are mapped to SS equivalents according to table X.1.3-1 and table X.1.3-2.

Table 8.1.8-1: Mapping of IS operation input parameters to SS equivalents (HTTP DELETE)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	consumerReference
	n/a
	n/a
	n/a
	n/a

	subscriptionId
	path
	/{subscriptionId}
	string
	M


Table 8.1.8-2: Mapping of IS operation out parameters to SS equivalents (HTTP DELETE)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	status
	response status codes
	n/a
	n/a
	M


Note:
The case that multiple subscriptions (i.e. all subscriptions made with the same consumerReference) shall be cancelled is not addressed in the present document.
	Fifth change


9.1.5
Operation acknowledgeAlarms
In case a single alarm shall be acknowledged the IS operation parameters are mapped to SS equivalents according to table 9.1.5-1 and table 9.1.5-2.

Table 9.1.5-1: Mapping of IS operation input parameters to SS equivalents (HTTP PATCH)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	alarmInformationAndSeverityReferenceList
	path

query
	/{alarmId}

perceivedSeverity
	alarmId-PathType

perceivedSeverity-QueryType
	M

O

	ackUserId
	request body
	ackUserId
	ackUserId-Type
	M

	ackSystemId
	request body
	ackSystemId
	ackSystemId-Type
	O


Table 9.1.5-2: Mapping of IS operation output parameters to SS equivalents (HTTP PATCH)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	badAlarmInformationReferenceList
	response body
	error
	failedAlarms-ResponseType
	M

	status
	response status codes
	n/a
	n/a
	M


The message flow for acknowledging a single alarm is as follows:

1. The Service Consumer sends a HTTP PATCH request to the Service Provider.

The URI identifies the "…/alarms/{alarmId}" alarm resource to be acknowledged.

The query part shall carry the "perceivedSeverity" parameter with the value of the alarm to be acknowledged.

The request message body contains a merge patch document. The document shall patch the "ackState" and "ackUserId" property of the identified alarm resource, and may patch the "ackSystemId" property. The patch document is defined by "patchAcknowledgeAlarms-Type".

2. The Service Provider sends a HTTP PATCH response to the Service Consumer.

On success "204 No Content" shall be returned. The response message body shall be empty.

On failure, an appropriate error code shall be returned. The response message body shall return the alarmId, together with failure reason. The JSON document carried in the response shall comply to the "failedAlarms-Type" schema.

In case multiple alarms shall be acknowledged the IS operation parameters are mapped to SS equivalents according to table 9.1.5-3 and table 9.1.5-4.

Table 9.1.5-3: Mapping of IS operation input parameters to SS equivalents (HTTP PATCH)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	alarmInformationAndSeverity

ReferenceList
	path

query


	/alarms

alarmId


	n/a

alarmIdAndPerceivedSeverityList-QueryType 
	M

M



	ackUserId
	request body
	ackUserId
	ackUserIdType
	M

	ackSystemId
	request body
	ackSystemId
	ackSystemIdType
	O


Table 9.1.5-4: Mapping of IS operation output parameters to SS equivalents (HTTP PATCH)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	badAlarmInformationReferenceList
	response body
	error
	failedAlarms-ResponseType
	M

	status
	response status codes
	n/a
	n/a
	M


The message flow for acknowledging multiple alarms is as follows:

1. The Service Consumer sends a HTTP PATCH request to the Service Provider.

The URI identifies the "…/alarms" collection resource.

The query part identifies the alarm resources of the collection to be acknowledged, for "example "…/alarms?alarmId=5&alarmId=7c".

The request message body contains a merge patch document. The document shall patch the "ackState" and "ackUserId" property of the identified alarm resources, and my patch the "ackSystemId" property. The patch document is defined by "patchAcknowledgeAlarms-RequestType".

2. The Service Provider sends a HTTP PATCH response to the Service Consumer.

On success "200 OK" shall be returned. The response message body shall be empty.

On failure, an appropriate error code shall be returned. The response message body shall return a list with the alarmId's that did not exist or were identifying alarms that could not be acknowledged, together with the failure reasons. The JSON document carried in the response shall comply to the "failedAlarms-Response Type" schema.

	Sixth change


9.1.7
Operation clearAlarms
In case a single alarm shall be cleared the IS operation parameters are mapped to SS equivalents according to table 9.1.7-1 and table 9.1.7-2.

Table 9.1.7-1: Mapping of IS operation input parameters to SS equivalents (HTTP PATCH)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	alarmInformationReferenceList
	path
	/{alarmId}
	alarmId-QueryType
	M

	clearUserId
	request body
	clearUserId
	clearUserId-Type
	M

	clearSystemId
	request body
	clearSystemId
	clearSystemId-Type
	O


Table 9.1.7-2: Mapping of IS operation output parameters to SS equivalents (HTTP PATCH)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	badAlarmInformationReferenceList
	response body
	n/a
	failedAlarms-ResponseType
	M

	status
	response status codes
	n/a
	n/a
	M


The message flow for clearing a single alarm is as follows:

1. The Service Consumer sends a HTTP PATCH request to the Service Provider.

The URI identifies the "…/alarms/{alarmId}" alarm resource.

The query part is absent.

The request message body contains a merge patch document. The document shall patch the "clearUserId" property, may patch the "clearSystemId" property and shall patch the "perceivedSeverity" property of the identified alarm resource represented by an "alarmInformation" object. The patch document is defined by "patchClearAlarms-RequestType".

2. The Service Provider sends a HTTP PATCH response to the Service Consumer.

On success "204 No content" shall be returned. The response message body shall be empty.

On failure, an appropriate error code shall be returned. The response message body shall return the alarmId that did not exist or was identifying an alarm that could not be cleared together with a failure reason. The JSON document carried in the response shall comply to the "failedAlarms-ResponseType" schema.

In case multiple alarms shall be cleared the IS operation parameters are mapped to SS equivalents according to table 9.1.7-3 and table 9.1.7-4.

Table 9.1.7-3: Mapping of IS operation input parameters to SS equivalents (HTTP PATCH)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	alarmInformationReferenceList
	path

query
	/alarms

alarmId
	n/a

alarmId-QueryType
	M

M

	clearUserId
	request body
	clearUserId
	clearUserId-Type
	M

	clearSystemId
	request body
	clearSystemId
	clearSystemId-Type
	O


Table 9.1.7-4: Mapping of IS operation output parameters to SS equivalents (HTTP PATCH)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	badAlarmInformationReferenceList
	response body
	error
	failedAlarms-ResponseType
	M

	status
	response status codes
	n/a
	n/a
	M


The message flow for clearing multiple alarms is as follows:

1. The Service Consumer sends a HTTP PATCH request to the Service Provider.

The URI identifies the "…/alarms" collection resource.

The query part identifies the alarm resources of the collection for alarms to be cleared, for "example "…/alarms?alarmId=5&alarmId=7c".

The request message body contains a merge patch document. The document shall patch the "clearUserId" property, may patch the "clearSystemId" property and shall patch the "perceivedSeverity" property of the identified alarm resources represented by "alarmInformation" objects. The patch document is defined by "patchClearAlarms-RequestType".
2. The Service Provider sends a HTTP PATCH response to the Service Consumer.

On success "200 OK" shall be returned. The response message body shall be empty.

On failure, an appropriate error code shall be returned. The response message body shall return a list with the alarmId's that did not exist or were identifying alarms that could not be cleared, together with the failure reasons. The JSON document carried in the response shall comply to the "failedAlarms-ResponseType" schema.

	End of changes


