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1
Decision/action requested

The group is asked to discuss and approve the contribution.
2
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Rationale

A revision of the work item ‘Study on integration of ONAP DCAE and 3GPP management architecture’ has been agreed at SA#80, so as to address 5G network management instead of pre-5G. Hence TR 28.900 shall be updated accordingly. 

This pCR proposes to update clause 6.3 by replacing text related to pre-5G network management architecture and principles with 5G network management services.
4
Detailed proposal

	1st modified section
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6.3
Handling of alarm / event notifications


6.3.1
ONAP DCAE VES Fault Field

In ONAP, VES defines the fault domain for fault (alarm) notifications. Fault domain allows expansion, users can increase their own specific fault (alarm) related information.
VES fault fields schema is given in table 6.3.1-1 (cf. [18]).

	Name
	Required
	Type
	Format
	Properties
	Description

	alarmAdditionalInformation
	No
	array of field
	 
	 
	additional alarm information

	alarmCondition
	Yes
	string
	 
	 
	alarm condition reported by the device

	alarmInterfaceA
	No
	string
	 
	 
	card, port, channel or interface name of the device generating the alarm

	eventCategory
	No
	string
	 
	 
	Event category, for example: license, link, routing, security, signaling

	eventSeverity
	Yes
	string
	 
	{‘enum’: [‘CRITICAL’, ‘MAJOR’, ‘MINOR’, ‘WARNING’, ‘NORMAL’]}
	event severity

	eventSourceType
	Yes
	string
	 
	 
	type of event source; examples: card, host, other, port, portThreshold, router, slotThreshold, switch, virtualMachine, virtualNetworkFunction

	faultFieldsVersion
	Yes
	number
	 
	 
	version of the faultFields block

	specificProblem
	Yes
	string
	 
	 
	short description of the alarm or problem

	vfStatus
	Yes
	string
	 
	{‘enum’: [‘Active’, ‘Idle’, ‘Preparing to terminate’, ‘Ready to terminate’, ‘Requesting termination’]}
	virtual function status enumeration


Table 6.3.1-1: ONAP DCAE VES Collector - Fault fields schema 

NOTE: ONAP DCAE VES Collector - Common fault fields schema Table attribution [18].

The VES Collector is a RESTful collector for processing JSON messages; an example of a fault fields, in JSON, is given below (cf. [13]):

"faultFields": {

            "alarmAdditionalInformation": [

                {

                    "name": "somestring",

                    "value": "somestring"

                },

                {

                    "name": "somestring",

                    "value": "somestring"

                }

            ],

            "alarmCondition": "somestring",

            "alarmInterfaceA": "somestring",

            "eventCategory": "somestring",

            "eventSeverity": "CRITICAL",

            "eventSourceType": "somestring",

            "faultFieldsVersion": 1,

            "specificProblem": "somestring",

            "vfStatus": "Active"

        }

NOTE: ONAP DCAE VES Collector - Common fault fields example in JSON Text attribution [13].

6.3.2
3GPP alarm supervision
The 3GPP fault supervision information model defines the AlarmInformation in TS 28.532 [x] – clause 6.2.1.3.1. 


6.3.3
Comparison

Comparison of ONAP fault field and 3GPP fault supervision AlarmInformation field：
	ONAP

Fault events fields
	Potential mapping to 3GPP TS 28.532 [x]) – clause 6.2.1.3
 Generic fault supervision management service 
AlarmInformation fields

	alarmAdditionalInformation (optional): additional alarm information.
	Similar to additionalText and/or additionalInformation.


	alarmCondition (required): alarm condition reported by the device.
	Nothing similar in Generic fault supervision management service  AlarmInformation fields.

	alarmInterfaceA (optional): card, port, channel or interface name of the device generating the alarm.
	Nothing similar in Generic fault supervision management service AlarmInformation fields.

	eventCategory (optional): Event category, for example: license, link, routing, security, signaling
	Similar to eventType.



	eventSeverity (required): event severity:CRITICAL, MAJOR, MINOR, WARNING, NORMAL
	Similar to perceivedSeverity.

The legal values of perceivedSeverity include: CRITICAL, MAJOR, MINOR, WARNING, INDETERMINATE, CLEARED. 

	eventSourceType (required): type of event source; examples: card, host, other, port, portThreshold, router, slotThreshold, switch, virtualMachine, virtualNetworkFunction
	Nothing similar in Generic fault supervision management service AlarmInformation fields.

	faultFieldsVersion(required): version of the faultFields block
	Nothing similar in Generic fault supervision management service AlarmInformation fields.

	specificProblem (required): short description of the alarm or problem
	Similar to specificProblem and/or probableCause.

	vfStatus(required): virtual function status enumeration
	Nothing similar in Generic fault supervision management service AlarmInformation fields.


