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1
Decision/action requested

The group is asked to discuss and approve the contribution.
2
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Rationale

A revision of the work item ‘Study on integration of ONAP DCAE and 3GPP management architecture’ has been agreed at SA#80, so as to address 5G network management instead of pre-5G. Hence TR 28.900 shall be updated accordingly. 

This pCR proposes to update clause 6.2 by replacing text related to pre-5G network management architecture and principles with 5G network management services.
4
Detailed proposal
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6.2
Communication principles


6.2.1
ONAP DCAE

In ONAP (cf. [16]), VNFs use REST calls to push measurement data to the DCAE VES Collector. The VES Collector validates, filters, and packages the received measurement data, and publishes the data to other components of the ONAP architecture. All VNF instances are provisioned with VES Collector address(es) so as to be able to send alarm notifications, event notifications, etc. to the VES Collector. ONAP does not offer subscribe / notify mechanism between DCAE / VES Collector and VNFs. Consequently, all possible notifications that can be issued by VNFs are to be sent out to the VES Collector.

Whatever the type of notifications sent to the VES Collector, they must all have a common header, whose schema is given in table 6.2.1.1 (cf. [12]).


	Name
	Required
	Type
	Format
	Properties
	Description

	domain
	Yes
	string
	 
	{‘enum’: [‘fault’, ‘heartbeat’, ‘measurementsForVfScaling’, ‘mobileFlow’, ‘other’, ‘sipSignaling’, ‘stateChange’, ‘syslog’, ‘thresholdCrossingAlert’, ‘voiceQuality’]}
	the eventing domain associated with the event

	eventId
	Yes
	string
	 
	 
	event key that is unique to the event source

	eventName
	Yes
	string
	 
	 
	unique event name

	eventType
	No
	string
	 
	 
	for example - applicationVnf, guestOS, hostOS, platform

	internalHeaderFields
	No
	internalHeaderFields
	 
	 
	 

	lastEpochMicrosec
	Yes
	number
	 
	 
	the latest unix time aka epoch time associated with the event from any component–as microseconds elapsed since 1 Jan 1970 not including leap seconds

	nfNamingCode
	No
	string
	 
	 
	4 character network function type, aligned with vnf naming standards

	nfcNamingCode
	No
	string
	 
	 
	3 character network function component type, aligned with vfc naming standards

	priority
	Yes
	string
	 
	{‘enum’: [‘High’, ‘Medium’, ‘Normal’, ‘Low’]}
	processing priority

	reportingEntityId
	No
	string
	 
	 
	UUID identifying the entity reporting the event, for example an OAM VM; must be populated by the ATT enrichment process

	reportingEntityName
	Yes
	string
	 
	 
	name of the entity reporting the event, for example, an EMS name; may be the same as sourceName

	sequence
	Yes
	integer
	 
	 
	ordering of events communicated by an event source instance or 0 if not needed

	sourceId
	No
	string
	 
	 
	UUID identifying the entity experiencing the event issue; must be populated by the ATT enrichment process

	sourceName
	Yes
	string
	 
	 
	name of the entity experiencing the event issue

	startEpochMicrosec
	Yes
	number
	 
	 
	the earliest unix time aka epoch time associated with the event from any component–as microseconds elapsed since 1 Jan 1970 not including leap seconds

	version
	Yes
	number
	 
	 
	version of the event header


Table 6.2.1.1: ONAP DCAE VES Collector - Common event header schema

NOTE: ONAP DCAE VES Collector - Common event header schema Figure attribution [12].

The VES Collector is a RESTful collector for processing JSON messages; an example of a notification header, in JSON, is given in [13]:

{

    "event": {

        "commonEventHeader": {

            "domain": "fault",

            "eventId": "somestring",

            "eventName": "somestring",

            "eventType": "somestring",

            "internalHeaderFields": {},

            "lastEpochMicrosec": 1,

            "nfNamingCode": "somestring",

            "nfcNamingCode": "somestring",

            "priority": "High",

            "reportingEntityId": "somestring",

            "reportingEntityName": "somestring",

            "sequence": 1,

            "sourceId": "somestring",

            "sourceName": "somestring",

            "startEpochMicrosec": 1,

            "version": 1

        },

NOTE: ONAP DCAE VES Collector - Common event header example in JSON Text attribution [13].

6.2.2
3GPP 5G management framework
In the 3GPP 5G management framework, as specified in TS 28.533 [8], management services may generate notifications of events about occurrences within the network. Different kinds of events carry different kinds of information. For instance, a new alarm (as specified in TS 28.545 [11]) is one possible kind of event; an object creation (as specified in TS 28.531 [10]) is another possible kind of event.

Information of an event is carried in a notification. A management service producer  may emit notifications. Authorized consumers receive notifications.  Management service producers capable to emit notifications offer the following capabilities:

# Notification mechanism subscription: management service producers provide authorized consumers with the capabilities to subscribe and unsubscribe to their notifications. A consumer can specify the types of notifications thet the producer should emit to the consumer during subscription, to specify filtering criteria that shall be applied by the notification mechanism;

# Subscription control: the management service provider may provide to a consumer with capabilities to control its subscriptions;

# Notification control: in principle, notifications are forwarded to the consumer as soon as they are available;




	
	
	

	
	
	

	
	
	

	
	
	





	
	
	

	
	
	





	
	
	





6.2.3
Comparison

The table below provides a high-level mapping between the ONAP common event header fields (in first column) and the 3GPP 5G management services notifications fields with similar functions (in second column).

	ONAP

Fields common to all events
	Potential mapping to notification parameters in 3GPP TS 28.532 [9])

Notification parameters

	domain (required): the eventing domain associated with the event.
	Nothing similar in notification parameters.



	eventId (required): event key that is unique to the event source.
	Similar to notificationId.

	eventName (required): unique event name
	eventName could be mapped to notificationType.

Actual values of notificationType are specified on a per notification type basis. Example: in 3GPP TS 28.532 [9], the following actual notificationType values are specified: “notifyNewAlarm”, "notifyChangedAlarm", "notifyFileReady", "notifyFilePreparationError", etc.

	eventType (optional): for example: applicationVnf, guestOS, hostOS, platform
	Nothing similar in notification parameters.

Note: NFVI related event types are out of the scope of the present document.

	internalHeaderFields (optional)
	No definition of this field could be found.

	lastEpochMicrosec (required): the latest unix time aka epoch time associated with the event from any component as microseconds elapsed since 1 Jan 1970 not including leap seconds
	See eventTime, which does not distinguish the start time of the event from its end time.

	nfNamingCode (optional): 4 character network function type, aligned with vnf naming standards
	Nothing similar in notification parameters.

	nfcNamingCode (optional): 3 character network function component type, aligned with vfc naming standards
	Nothing similar in notification parameters.

	priority (required): processing priority
	Nothing similar in notification parameters.

	reportingEntityId (optional): UUID identifying the entity reporting the event, for example an OAM VM. 
	Similar to systemDN.

	reportingEntityName (required): Name of the entity reporting the event, for example, an EMS name.  May be the same as the sourceName.  
	Nothing similar in notification parameters.

	sequence (required): Ordering of events communicated by an event source instance (or 0 if not needed)
	Nothing similar in notification parameters.

	sourceId (optional): UUID identifying the entity experiencing the event issue
	Similar to objectInstance.

	sourceName (required): Name of the entity experiencing the event issue
	Nothing similar in notification parameters.

	startEpochMicrosec (required): The earliest unix time aka epoch time associated with the event from any component as microseconds elapsed since 1 Jan 1970 not including leap seconds
	See eventTime, which does not distinguish the start time of the event from its end time.

	version (required): version of the event header
	Nothing similar in notification parameters.


