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	First change


B.2
Diameter Overload AVPs

When a PCC functional element determines the need to request a reduction in the traffic it is handling due to an overload condition, it shall include the OC-OLR AVP in answer messages, as defined in IETF RFC 7683 [403].
	Second change


B.2.1
OC-OLR AVP
The OC-OLR AVP (AVP code 623) is of type Grouped. It has been extended compared to the IETF RFC 7683 [403].

It has the following ABNF grammar:

OC-OLR :: = < AVP Header: 623 >

  < OC-Sequence-Number >

  < OC-Report-Type >

   [ OC-Reduction-Percentage ]

   [ OC-Validity-Duration ]
* [ OC-Specific-Reduction ]
* [ AVP ]
	Third change


B.2.2
OC-Rating-Group AVP

The OC-Rating-Group AVP (AVP code xyz), is of type Unsigned32. It contains the charging key (defined in TS 23.203 [218]) that the overload control is applied to, i.e. which Rating Groups should be restricted.
	Fourth change


B.2.3
OC-Request-Type AVP

The OC-Request-Type AVP (AVP code xyz), is of type Enumerated. It contains the CC-Request-Type (defined in IETF RFC 4006 [402]) that the overload control be applied to, i.e. which types of request that should be restricted. It has the following values:

1
INITIAL_REQUEST

2
UPDATE_REQUEST
3
TERMINATION_REQUEST
4
EVENT_REQUEST
	Fifth change


B.2.4
OC-Specific-Reduction AVP

The OC-Specific-Reduction AVP (AVP code xyz) is of type Grouped. It details the for which Rating Group and/or type of requests the reduction, due to overload, should be applied.
It has the following ABNF grammar:

OC-Specific-Reduction :: = < AVP Header: xyz >

* [ OC-Rating-Group ]

* [ OC-Request-Type ]

   [ OC-Reduction-Percentage ]

* [ AVP ]
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