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1
Decision/action requested

Agree with the proposed modification.
2
References

[1]
3GPP TS 28.xyz V0.1.0

[2]
3GPP TR 32.158

3
Rationale

This contribution proposes to add RESTful solution of notifyAlarmlistRebuilt, notifyCorrelatedNotificationChanged and notifyAckStateChanged notifications.
4
Detailed proposal

	1st modified section


9.1.1
Introduction

The IS operations are mapped to SS equivalents according to table 9.1.1-1.

Table 9.1.1-1: Mapping of IS operations to SS equivalents

	IS operations
	HTTP Method
	Resource URI
	Qualifier

	getAlarmList
	GET
	/alarms
	M

	getAlarmCount
	GET
	/alarms
	O

	setComment
	POST
	/alarms or /alarms/{alarmId}/comment
	O

	acknowledgeAlarms
	PATCH
	/alarms or /alarms/{alarmId}
	M

	unacknowledgeAlarms
	PATCH
	/alarms or /alarms/{alarmId}
	M

	clearAlarms
	PATCH
	/alarms or /alarms/{alarmId}
	M

	subscribe
	POST
	{apiRoot}/fs/v1/subscription
	M


The IS notifications are mapped to SS equivalents according to table 9.1.1-2.

Table 9.1.1-2: Mapping of IS notifications to SS equivalents

	IS notifications
	HTTP Method
	Resource URI
	Qualifier

	notifyAlarmListRebuilt
	POST
	/{notification_sink}
	M

	notifyCorrelatedNotificationChanged
	POST
	/{notification_sink}
	M

	notifyAckStateChanged
	POST
	/{notification_sink}
	M

	
	
	
	

	
	
	
	

	
	
	
	


The mapping of IS operation and notification parameters to SS equivalents is specified in the following subclauses.

	Next modified section


9.1.x
Notification  notifyAlarmListRebuilt
The IS notification parameters are mapped to SS equivalents according to table 9.1.x-1 and table 9.1.x-2.

Table 9.1.x-1: Mapping of IS notification input parameters to SS equivalents (HTTP POST)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	objectClass
	Request body
	objectClass
	string
	M

	objectInstance
	Request body
	objectInstance
	string
	M

	notificationId
	Request body
	notificationId
	string
	M

	eventTime
	Request body
	timestamp
	string
	M

	notificationType
	Request body
	notificationType
	constant string "notifyAlarmListRebuilt"
	M

	Reason
	Request body
	reason
	string
	M


Table 9.1.x-2: Mapping of IS notification output parameters to SS equivalents (HTTP POST)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	n/a
	response status codes
	n/a
	n/a
	M


The message flow is as follows:
1) If an event occurs that matches the filtering criteria which are part of the subscription, the provider generates a notification that includes information about the event, and sends it in the body of a POST request to the URI which the provider has registered as part of the subscription request. 
2) The consumer acknowledges the successful delivery of the notification by returning a "204 No Content" Response.
	Next modified section


9.1.y
Notification  notifyCorrelatedNotificationChanged
The IS notification parameters are mapped to SS equivalents according to table 9.1.y-1 and table 9.1.y-2.

Table 9.1.y-1: Mapping of IS notification input parameters to SS equivalents (HTTP POST)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	objectClass
	Request body
	objectClass
	string
	M

	objectInstance
	Request body
	objectInstance
	string
	M

	notificationId
	Request body
	notificationId
	string
	M

	eventTime
	Request body
	eventTime
	string
	M

	systemDN
	Request body
	systemDN
	string
	C

	notificationType
	Request body
	notificationType
	constant string "notifyCorrelatedNotificationChanged"
	M

	correlatedNotifications
	Request body
	correlatedNotifications
	string
	M

	alarmId
	Request body
	alarmId
	string
	M

	rootCauseIndicator
	Request body
	rootCauseIndicator
	string
	O


Table 9.1.y-2: Mapping of IS notification output parameters to SS equivalents (HTTP POST)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	n/a
	response status codes
	n/a
	n/a
	M


The message flow is as follows:
1) If an event occurs that matches the filtering criteria which are part of the subscription, the provider generates a notification that includes information about the event, and sends it in the body of a POST request to the URI which the provider has registered as part of the subscription request. 
2) The consumer acknowledges the successful delivery of the notification by returning a "204 No Content" Response.
	Next modified section


9.1.z
Notification  notifyAckStateChanged
The IS notification parameters are mapped to SS equivalents according to table 9.1.z-1 and table 9.1.z-2.

Table 9.1.z-1: Mapping of IS notification input parameters to SS equivalents (HTTP POST)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	objectClass
	Request body
	objectClass
	string
	M

	objectInstance
	Request body
	objectInstance
	string
	M

	notificationId
	Request body
	notificationId
	string
	M

	eventTime
	Request body
	eventTime
	string
	M

	notificationType
	Request body
	notificationType
	constant string "notifyAckStateChanged"
	M

	probableCause
	Request body
	probableCause
	string
	M

	perceivedSeverity
	Request body
	perceivedSeverity
	string
	M

	alarmType
	Request body
	alarmType
	string
	M

	alarmId
	Request body
	alarmId
	string
	M

	ackState
	Request body
	ackState
	string
	M

	ackUserId
	Request body
	ackUserId
	string
	M

	ackSystemId
	Request body
	ackSystemId
	string
	O


Table 9.1.z-2: Mapping of IS notification output parameters to SS equivalents (HTTP POST)

	IS operation parameter name
	SS parameter location
	SS parameter name
	SS parameter type
	Qualifier

	n/a
	response status codes
	n/a
	n/a
	M


The message flow is as follows:
1) If an event occurs that matches the filtering criteria which are part of the subscription, the provider generates a notification that includes information about the event, and sends it in the body of a POST request to the URI which the provider has registered as part of the subscription request. 
2) The consumer acknowledges the successful delivery of the notification by returning a "204 No Content" Response.
	Next modified section


9.3.2.x
Resource /{notification sink}
9.3.2.x.1
Description
This resource represents a notification endpoint of alarms.

The API producer can use this resource to send notifications related to alarms to a subscribed API consumer, which has provided the URI of this resource during the subscription process.
9.3.2.x.2
URI

Resource URI: /{notification_sink}.
The resource URI variables a defined in the following table.

Table 9.3.2.x.2-1: URI variables

	Name
	Definition

	notification_sink
	String identifying the URI of this resource provided during the subscription process


9.3.2.x.3
HTTP methods

9.3.2.x.3.1
POST
This method shall support the URI query parameters specified in the following table.

Table 9.3.2.x.3.1-1: URI query parameters supported by the POST method on this resource

	Name
	Data type
	Description
	Qualifier

	n/a
	
	
	


This method shall support the request data structures specified in the following tables.

Table 9.3.2.x.3.1-2: Data structures supported by the POST Request Body on this resource

	Data type
	Description
	Qualifier

	notifyAlarmListRebuiltType
	Informs that the alarm list has been rebuilt by the provider.
	M

	notifyAckStateChangedType
	Informs that the acknowledgement state has been changed
	M

	notifyCorrelatedNotificationChangedType
	Informs that the set of CorrelatedNotification has been created, updated or removed.
	M

	notifyClearedAlarmType
	Informs that an alarm has been cleared.
	M

	notifyChangedAlarmType
	Informs that the perceivedSeverity attribute value of an alarm has been changed.
	M

	notifyNewAlarmType
	Informs that a new AlarmInformation has been added in the AlarmList.
	M


This method shall support the response data structures and response codes specified in the following table.

Table 9.3.2.x.3.1-3: Data structures supported by the POST Response Body on this resource 
	Data type
	Response

codes
	Description
	Qualifier

	n/a
	204 No Content.
	In case of success the response body shall be empty.
	M


	Next modified section


9.4.2.x
Type notifyAlarmListRebuiltType
	Attribute name
	Cardinality
	Data Type
	Description

	notificationId
	1
	Identifier
	Identifier of this notification. 

	notificationType
	1
	Notification Type
	Discriminator for the different notification types.

Shall be set to "notifyAlarmListRebuilt" for this notification type.

	eventTime
	1
	DateTime
	Date-time of the generation of the notification.

	objectClass
	1
	ObjectType
	This data is a structured data type to carry an alarm information.

	objectInstance
	1
	Identifier
	Identifier that identifies an object instance.

	Reason
	1
	string
	It carries the reason why the system has rebuilt the AlarmList.


	Next modified section


9.4.2.y
Type notifyCorrelatedNotificationChangedType
	Attribute name
	Cardinality
	Data Type
	Description

	objectClass
	1
	ObjectType
	This data is a structured data type to carry an alarm information.

	objectInstance
	1
	Identifier
	Identifier that identifies an object instance.

	notificationId
	1
	Identifier
	Identifier of this notification.

	eventTime
	1
	DateTime
	Date-time of the generation of the notification.

	systemDN
	1
	Identifier
	It carries the DN of service providers.

	notificationType
	1
	 Notification Type
	Discriminator for the different notification types.

Shall be set to "notifyCorrelatedNotificationChanged" for this notification type.

	correlatedNotifications
	1..N
	List of identifier
	It carries the set of CorrelatedNotification related to this AlarmInformation.

	alarmId
	1
	Identifier
	It carries the alarmId of the related alarminformation.

	rootCauseIndicator
	1
	string
	It carries the rootCauseIndicator of the related alarminformation. 


	Next modified section


9.4.2.z
Type notifyAckStateChangedType
	Attribute name
	Cardinality
	Data Type
	Description

	objectClass
	1
	ObjectType
	This data is a structured data type to carry an alarm information.

	objectInstance
	1
	Identifier
	Identifier that identifies an object instance.

	notificationId
	1
	Identifier
	Identifier of this notification.

	eventTime
	1
	DateTime
	Date-time of the generation of the notification.

	notificationType
	1
	Notification Type
	Discriminator for the different notification types.

Shall be set to "notifyAckStateChanged" for this notification type.

	probableCause
	1
	string
	It qualifies alarm and provides further information than eventType.

	perceivedSeverity
	1
	string
	It indicates the relative level of urgency for operator attention.  

	alarmType
	1
	string
	The notification structure defined by this table is applicable if this parameter indicates "Communications Alarm", "Processing Error Alarm", "Environmental Alarm". "Quality Of Service Alarm" or "Equipment Alarm".

	alarmId
	1
	Identifier
	It identifies one AlarmInformation in the AlarmList.

	ackState
	1
	string
	It identifies the Acknowledgement State of the alarm.

	ackUserId
	1
	string
	It identifies the last user who has changed the Acknowledgement State.

	ackSystemId
	1
	string
	It identifies the system (the authorized consumer) that last changed the ackState of an alarm, i.e. acknowledged or unacknowledged the alarm.


	Next modified section


9.4.3.6
Enumeration:  NotificationType
Table 9.4.3.6-1: Enumeration  NotificationType
	Enumeration value
	Description

	notifyAlarmListRebuilt
	This interface supports notifing the alarm list rebuilding information if part or all of AlarmList has been rebuilt.

	notifyAckStateChanged
	This interface indicates two types of AckStateChanged alarm, which are acknowledged alarm and unacknowledged alarm respectively. The capability of acknowledging alarms is vendor defined.

	notifyCorrelatedNotificationChanged
	The set of CorrelatedNotification has been created, updated or removed.  The subscribed consumers are notified of this fact if the changes satisfy the current filter constraint of their subscription.

	notifyClearedAlarm
	This interface notifies the alarm clearing information if it satisfies filter constraint in AlarmInformation. The notification shall satisfy all filter constrarint and notify in the notifyNewAlarmNotification.

	notifyChangedAlarm
	The subscribed consumer is notified regarding changes in AlarmInformation in AlarmList. 

	notifyNewAlarm
	A new AlarmInformation has been added in the AlarmList. The subscribed consumers are notified of this fact if the added AlarmInformation satisfies the current filter constraint of their subscription


	End of modifications


