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4.2.1 
1
Decision/action requested

Discuss and approve the text proposal.
2
References

[1]
3GPP TS 28.530 Management and orchestration of networks and network slicing; Concept, use cases and requirements v 1.0.0.
3
Rationale

This contribution proposes to address the following Editor’s Note:
Change#1: Regarding "Editor’s note: the subnetwork shall be included for support of 5GS without the network slice feature." in clause 3.1.
Cuurrently REQ-5GNS-CON-08 in clause 5.1.1 and use case for communication services using network with or without slicing in clause 5.4.10 already mentioned network without slicing.
So we propose to remove the Editor’s Note.
Change#2: Regarding " Editor's note: It's FFS if any additional roles for 5G network need to be defined." In clause 4.8.
We propose to remove it as it’s the end of the R15.

Change#3: Regarding " Editor's note: Whether to make a detailed scenario (network slice as a service, network slices as NOP internals) limitation on the CON-01 and CON-03 is FFS." in clause 5.1.2.
It is not necessary to make scenario limitation on CON-01 and CON-03, these two requirements describe two capabilities of 3GPP management system, so we propose to remove it.

Change#4: Regarding " Editor's note 2: whether the actions are automatically or manually is FFS." in clause 5.4.9.

These actions (e.g. scale in/out, modification, etc.) should allow both options, automatically or manually, so we propose to remove it.

Change#5: Regarding " Editor's note: the detailed information of network capability and configuration is FFS, the definition needs revisiting according to the discussion of information element of NSST. "
Currenly the Network Slice Subnet NRM is already defined in TS 28.532, so it proposes to remove the Editor’s Note and update the definition of NSST.
4
Detailed proposal

It proposes to make the following changes in TS 28.532 [2]
	First Changes


3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

network slice subnet: a representation of the management aspects of a set of Managed Functions and the required resources (e.g. compute, storage and networking resources).

network slice subnet instance: an instance of Network Slice Subnet representing the management aspects of a set of Managed Function instances and the used resources (e.g. compute, storage and networking resources).

network slice: Defined in 3gpp TS 23.501 v1.4.0 [3].

network slice instance: Defined in 3GPP TS 23.501 V1.4.0 [3].

Network Slice Subnet Template (NSST): subset of attributes' values used for creation of instances of Network Slice Subnet Information Object Class.

Note: Network Slice Subnet Information Obejct Class describes the structure (i.e. contained components and connectivity between them) and configuration of a network slice subnet, as well as network capability.


	Next Changes


3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

CSC
Communication Service Customer

CSP
Communication Service Provider

DN
Data Network

MNO
Mobile Network Operator



NOP
Network Operator

NSaaS
Network Slice as a Service
NSaasC
Network Slice as a Service Customer

NSaaSP
Network Slice as a Service Provider


NSC
Network Slice Customer

NSI
Network Slice Instance
NSP
Network Slice Provider

NSS
Network Slice Subnet

NSSI
Network Slice Subnet Instance


NSST
Network Slice Subnet Template

TN
Transport Network
	Next Changes


4.8
Roles related to 5G networks and network slicing management
In the context of next generation networks, responsibilities regarding operations have to be clearly defined and assigned to roles. The roles related to 5G networks and network slicing management include:

-
Communication Service Customer (CSC): Uses communication services.

-
Communication Service Provider (CSP): Provides communication services. Designs, builds and operates its communication services. The CSP provided communication service can be built with or without network slice. 
-
Network Operator (NOP): Provides network services. Designs, builds and operates its networks to offer such services.

-
Network Equipment Provider (NEP): Supplies network equipment to network. For sake of simplicity, VNF Supplier is considered here as a type of Network Equipment Provider. This can be provided also in the form of one or more appropriate VNF(s).

-
Virtualization Infrastructure Service Provider (VISP): Provides virtualized infrastructure services. Designs, builds and operates its virtualization infrastructure(s). Virtualization Infrastructure Service Providers may also offer their virtualized infrastructure services to other types of customers including to Communication Service Providers directly, i.e. without going through the Network Operator.

-
Data Centre Service Provider (DCSP): Provides data centre services. Designs, builds and operates its data centres.

-
NFVI Supplier: Supplies network function virtualization infrastructure to its customers.

-
Hardware Supplier: Supplies hardware.
Depending on actual scenarios:

-
each role can be played by one or more organizations simultaneously;

-
an organization can play one or several roles simultaneously (for example, a company can play CSP and NOP roles simultaneously).
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Figure 4.8.1: High-level model of roles
In case of Network Slice as a Service (NSaaS) (cf. clause 4.1.6), the Communication Service Provider (CSP) role can be refined into NSaaS Provider (NSaaSP) role – or, in short, Network Slice Provider (NSP) - and the Communication Service Customer (CSC) role can be refined into NSaaS Customer (NSaaSC) role – or, in short, Network Slice Customer (NSC). A NSC can, in turn, offer its own communication services to its own customers, being thus CSP at the same time.
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5.1.2
Network slicing management

REQ-3GPPMS-CON-01 The 3GPP management system shall have the capability to create a new or use an existing network slice instance according to the communication service requirements. 
REQ-3GPPMS-CON-02 The 3GPP management system shall have the capability to translate the communication service requirements to network slice related requirements.

REQ-3GPPMS-CON-03 The 3GPP management system shall have the capability to create a new or use an existing network slice instance according to the network slice related requirements.
NOTE: 
The network slice related requirements include requirements such as: area traffic capacity, charging, coverage area, degree of isolation, end-to-end latency, mobility, overall user density, priority, service availability, service reliability, UE speed.


REQ-3GPPMS -CON-04 The 3GPP management system shall be able to create a network slice instance. 

REQ-3GPPMS -CON-05 The 3GPP management system shall have the capability to monitor the network slice related data and provide the agreed data to an authorized consumer. 
REQ-3GPPMS -CON-06 The 3GPP management system shall be able to create a network slice subnet instance. 

REQ-3GPPMS-CON-07 The 3GPP management system shall be able to evaluate the feasibility of providing a new NSI which does not impact with the existing NSI(s)
REQ-3GPPMS-CON-08 The 3GPP management system should have the capability of re-allocating the resources of NSIs according to the priority.
REQ-3GPPMS-CON-09 The 3GPP management system shall be able to manage the NSI lifecycle.

REQ-3GPPMS-CON-10 The 3GPP management system shall be able to provide link requirements related to the network slice (e.g. topology, QOS parameters) to the appropriate management system that handles the TN part related to the slice (e.g. via NFV MANO).
REQ-3GPPMS-CON-11 The 3GPP management system shall be able to report performance measurement data of a network slice instance to the NOP.  

REQ-3GPPMS-CON-12 The 3GPP management system shall be able to report performance measurement data of a network slice subnet instance to the NOP.
REQ-3GPPMS-CON-13 The 3GPP management system shall be able to report fault management data of a network slice instance.
REQ-3GPPMS-CON-14 The 3GPP management system shall be able to report fault management data of a network slice subnet instance.

REQ-3GPPMS-CON-15 The 3GPP management system shall be able to activate a network slice instance.

REQ-3GPPMS-CON-16 The 3GPP management system shall be able to de-activate a network slice instance.

REQ-3GPPMS-CON-17 The 3GPP management system shall be able to modify a network slice instance.

REQ-3GPPMS-CON-18 The 3GPP management system shall be able to terminate a network slice instance.

REQ-3GPPMS-CON-19 The 3GPP management system shall be able to activate a network slice subnet instance. 

REQ-3GPPMS-CON-20 The 3GPP management system shall be able to modify a network slice subnet instance. 

REQ-3GPPMS-CON-21 The 3GPP management system shall be able to de-activate a network slice subnet instance. 

REQ-3GPPMS-CON-22 The 3GPP management system shall be able to terminate a network slice subnet instance. 
REQ-3GPPMS-CON-23
The 3GPP management system shall support slice capacity management.

REQ-3GPPMS -CON-24
The 3GPP management system shall support inter-slice orchestration (e.g., orchestrated provisioning of multiple slices and resolving issues on quality, fault, and anomaly, among multiple slices).

REQ-3GPPMS -CON-25
The 3GPP management system shall support collection and analysis of the status and events of the network slice instance resources for the purpose of fault management.

REQ-3GPPMS -CON-26
The 3GPP management system shall support collection and analysis of the status and events of the network slice instance resources for the purpose of performance management.
REQ-3GPPMS-CON-27 The 3GPP management system shall have the capability of exposing network slice management data for network slice as a service to the authorized consumer.
REQ-3GPPMS -CON-28 The 3GPP management system shall have the capability to differentiate communication services provided by a single NSI when the NSI is used to support multiple communication services. 
REQ-3GPPMS -CON-29 The 3GPP management system shall have the capability to  perform network slice instance related operations (e.g., performance monitoring) considering requirements for each communication service when the network slice instance is used to support multiple communication services.

REQ-3GPPMS-CON-30 The 3GPP management system shall be able to to expose the network slice management services such as performance management, fault supervision and provisioning management to the authorized consumer based on the mutual agreement between consumer and operator.

REQ-3GPPMS-CON-31 The 3GPP management system shall have the capability to expose, based on the mutual agreement between consumer and operator, the network slice assurance services to the authorized consumers.

REQ-3GPPMS-CON-32 The 3GPP management system shall have the capability to expose, based on the mutual agreement between consumer and operator, the network slice control and configuration services to the authorized consumers and to resolve potential conflicts
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5.4.9
Manage network slice with agreed performance

	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To manage network slice instance with agreed performance to CSP
	

	Actors and Roles
	A Communication Service Provider (CSP) requests the Network Operator (NOP) to provide a network slice instance
	

	Telecom resources
	3GPP management system
	

	Assumptions
	
	

	Pre-conditions
	The NOP has the capability to manage network slices.
	

	Begins when 
	A set of service requirements (e.g. business scenario, isolation, throughput, latency, coverage, etc.) have been provided by the CSP.
	

	Step 1 (M)
	NOP creates a customized network slice instance with performance that meet CSP's requirements.
	

	Step 2 (M)
	NOP make use of 3GPP management system to monitor the NSI performance.  
	

	Step 3 (M)
	When NOP detects that the monitored NSI performance does not meet the agreed performance requirement, the NOP requests the 3GPP management system to execute some actions (e.g. scale in/out, modification, etc.), so that the NSI performance requirements are fulfilled.

NOTE: 
The step 2 and 3 are executed continuously until the "ends when".


	

	Ends when
	The network slice instance is terminated.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The network slice instance performance requirements requested by CSP are fulfilled.
	

	Traceability
	
	


	End


