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Decision/action requested

Agree with the proposed modification.
2
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Rationale

This contribution proposes to add RESTful Solution of subscribe operation.
4
Detailed proposal

	1st modified section


5
Management Service definition stage 3
5.1
Introduction

5.2
Mapping of operations

5.2.1
Introduction

Table 5.2.1-1: Mapping of IS operations to SS equivalent
	IS operation
	HTTP Method
	Resource URI
	Qualifier

	subscribe
	POST
	{apiRoot}/fs/v1/subscribe
	M


5.2.2
Operation  subscribe
The authorized management service consumer invokes this operation to establish subscription to receive network events via notifications, under the filter constraint specified in this operation.
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Figure 5.2.2-1: sequence diagram of subscribe
The procedure is listed as follows:
1) The consumer (notification subscriber) sends a HTTP POST request to the provider. The subscriber shall indicate in the message body the data structure of type "SubscriptionRequest". This data structure contains filtering criteria and a client side URI to which the provider will subsequently send notifications about events that match the filter.
2) The provider creates a new subscription for notifications related to fault management, and a resource that represents this subscription.

3) The provider returns the HTTP POST response. The successful subscription shall be returned with “201 Created”. The message body carries the representation of the created subscription resource. On failure, the appropriate error code shall be returned. The response massage body may provide additional error information. 
5.2.3
Operation <Operation 2>

 5.3
Resources

This clause defines resources and methods provided by the fault supervision related interfaces.
5.3.1
Resource structure
All resource URIs of the API shall use the base URI specification defined in clause annex A. The string "fs" shall be used to represent {apiName}. The {apiVersion} shall be set to "v1" for the present specification.  Table below lists the individual resources defined, and the applicable HTTP methods.
Table 5.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP Method
	Support Qualifier
	Comment

	alarms
	{apiRoot}/fs/v1/alarms
	GET
	M
	Get alarm list

	subscribe
	{apiRoot}/fs/v1/subscribe
	POST
	M
	Subscribe to notifications


5.3.2
Resource definitions

5.3.2.1
Resource subscribe
5.3.2.1.1
Description
This resource represents subscriptions. The consumer can use this resource to subscribe to alarm notifications.
5.3.2.1.2
URI

The resource URI is:

{apiRoot}/fs/v1/subscribe

This resource shall support the resource URI variables defined in annex A.
5.3.2.1.3
HTTP methods

5.3.2.1.3.1
POST
The POST method creates a new subscription.

This method shall follow the provisions specified in the tables below, request and response data structures, and response codes

	 operation
	HTTP Method
	Resource URI
	Qualifier

	subscribe
	POST
	{apiRoot}/fs/v1/subscribe
	M


Request Body

	Data type
	Cardinality
	DATATYPE
	Description

	SubscriptionRequest
	1
	SubscriptionRequest
	Details of the subscription to be created, as defined in clause 5.4.2.


Response body
	Data type
	Cardinality
	RESPONSE CODE
	Description

	SubscriptionId
	1
	201 created
	The subscription was created successfully.The response body shall contain a representation of the created subscription resource.

	ProblemDetails
	1
	4xx/5xx
	On failure, the appropriate error code shall be returned as defined in clause annex A.


5.3.2.1.3.2
PUT
This method is not supported.
5.3.2.1.3.3
PATCH
This method is not supported.
5.3.2.1.3.4
DELETE
This method is not supported.
5.3.2.1.3.3
GET
FFS
5.3.2.1
Resource <Resource 2>
5.4
Data type definitions
5.4.1
General

This clause defines the request and response data structures of the fault supervision related interfaces. 

Table 5.4.1-1: Data types defined in this specification
	Data type
	Reference
	Description

	ProblemDetails
	5.4.2.1
	This type represents the additional details of HTTP errors.

	SubscriptionRequest
	5.4.2.2
	This type represents a subscription request related to notifications about faults.

	FilterInfo
	5.4.2.3
	This type defines the information of the filter.

	SubscriptionId
	5.4.2.4
	This type represents the identifier of the subscription resource.

	PerceivedSeverityType
	5.4.3.3
	This type defines the perceived severity of an alarminformation.

	EventType
	5.4.3.4
	This type defines the event type of an alarminformation.

	ObjectClass
	5.4.3.5
	This type represents a structured data type. 


Table 5.4.1-2: Data types imported
	Data type
	Reference
	Description

	
	
	


5.4.2
Structured data types



5.4.2.1
Type ProblemDetails
	 Attribute name
	Data type
	Cardinality
	Description

	type
	URI
	0..1
	A URI reference according to IETF RFC 3986 [x] that identifies the problem type. It is encouraged that the URI provides human-readable documentation for the problem (e.g. using HTML) when dereferenced. When this member is not present, its value is assumed to be "about:blank".

	 title
	string
	0..1
	A short, human-readable summary of the problem type. It should not change from occurrence to occurrence of the problem, except for purposes of localization. If type is given and other than "about:blank", this attribute shall also be provided.

	status
	Integer
	1
	The HTTP status code for this occurrence of the problem.

	detail
	string
	1
	A human-readable explanation specific to this occurrence of the problem.


5.4.2.2
Type SubscriptionRequest
This type represents a subscription request related to notifications about faults. It shall comply with the provisions defined in table below:
	 Attribute Name
	Cardinality
	DATATYPE
	Description

	filter
	0.1
	FilterInfo
	Filter settings for this subscription, to define the subset of all notifications this subscription relates to. A particular notification is sent to the subscriber if the filter matches, or if there is no filter.

	callbackUri
	1
	URI
	The URI of the endpoint to send the notification to.


5.4.2.3
Type FilterInfo
	 Attribute name
	Cardinality
	DATATYPE
	Description

	Object class
	0-N
	Object Type
	This data is a structured data type to carry an alarm information.

	Object instance
	0-N
	Identifier
	Identifier that identifies a object instance.

	perceivedseverity
	0-N
	PerceivedSeverity Type
	Match alarms with a perceived severity listed in this attribute.

	EventType
	0-N
	EventType
	Match alarms with an event type listed in this attribute.


 5.4.2.4
Type SubscriptionId
	 Attribute name
	Cardinality
	DATA TYPE
	Description

	SubscriptionId
	1
	Identifier
	Identifier of this subscription resource.


5.4.3
Simple data types and enumerations

5.4.3.1
Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.

5.4.3.2
Simple data types

Table 5.4.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	
	
	


5.4.3.3
Enumeration  PerceivedSeverityType
Table 5.4.3.3-1: Enumeration  PerceivedSeverityType
	Enumeration value
	Description

	CRITICAL
	The Critical severity level indicates that a service affecting condition has occurred and an immediate corrective action is required. (Recommendation ITU-T X. 733 [a]).

	MAJOR
	The Major severity level indicates that a service affecting condition has developed and an urgent corrective action is required. (Recommendation ITU-T X. 733 [a]).

	MINOR
	The Minor severity level indicates the existence of a non-service affecting fault condition and that corrective action should be taken in order to prevent a more serious (for example,service affecting) fault.  (Recommendation ITU-T X. 733 [a]).

	WARNING
	The Warning severity level indicates the detection of a potential or impending service affecting fault, before any significant effects have been felt.  (Recommendation ITU-T X. 733 [a]).

	INDETERMINATE
	The Indeterminate severity level indicates that the severity level cannot be determined.(Recommendation ITU-T X. 733 [a]).

	CLEARED
	The Cleared severity level indicates the clearing of one or more previously reported alarms. (Recommendation ITU-T X. 733 [a]).


5.4.3.4
Enumeration  EventType
Table 5.4.3.4-1: Enumeration  EventType
	Enumeration value
	Description

	COMMUNICATIONS_ALARM
	An alarm of this type is associated with the procedure and/or process required conveying information from one point to another(Recommendation ITU-T X. 733 [a]).

	PROCESSING_ERROR_ALARM
	An alarm of this type is associated with a software or processing fault(Recommendation ITU-T X. 733 [a]).

	ENVIRONMENTAL_ALARM
	An alarm of this type is associated with a condition related to an enclosure in which the equipment resides(Recommendation ITU-T X. 733 [a]).

	QOS_ALARM
	An alarm of this type is associated with degradation in the quality of a service (Recommendation ITU-T X. 733 [a]).

	EQUIPMENT_ALARM
	An alarm of this type is associated with an equipment fault (Recommendation ITU-T X. 733 [a]).


5.4.3.5
Enumeration  ObjectClass
Table 5.4.3.5-1: Enumeration  ObjectClass
	Enumeration value
	Description

	NSSI
	The  indicates that the consumer is ready to subscribe alarm information about network slice subnet level. 

	NS
	The  indicates that the consumer is ready to subscribe alarm information about network service level. 

	NF
	The  indicates that the consumer is ready to subscribe alarm information about network function level. 
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Annex A (normative) URI structure and supported content formats
This clause specifies the URI prefix and the supported formats applicable to the APIs defined in the present document.

All resource URIs of the APIs shall have the following prefix:

{apiRoot}/{apiName}/{apiVersion}/

where:

{apiRoot} indicates the scheme ("http" or "https"), the host name and optional port, and an optional prefix path.

{apiName} indicates the interface name in an abbreviated form. The {apiName} of each interface is defined in the clause specifying the corresponding interface.

{apiVersion} indicates the current version of the API and is defined in the clause specifying the corresponding interface.

For HTTP requests and responses that have a body, the content format JSON (see IETF RFC 7159 [z]) shall be supported. The JSON format shall be signalled by the content type "application/json".
Annex B (normative) Common error situations

401 Unauthorized: If the request contains no access token even though one is required, or if the request contains an authorization token that is invalid (e.g. expired or revoked), the API producer should respond with this response. The details of the error shall be returned in the WWW-Authenticate HTTP header, as defined in IETF RFC 6750 [y] and IETF RFC 7235 [16]. The ProblemDetails structure may be provided.

403 Forbidden: If the API consumer is not allowed to perform a particular request to a particular resource, the API producer shall respond with this response code. The "ProblemDetails" structure shall be provided. It should include in the "detail" attribute information about the source of the problem, and may indicate how to solve it.

404 Not Found: If the API producer did not find a current representation for the resource addressed by the URI passed in the request, or is not willing to disclose that one exists, it shall respond with this response code. The "ProblemDetails" structure may be provided, including in the "detail" attribute information about the source of the problem, e.g. a wrong resource URI variable.

405 Method Not Allowed: If a particular HTTP method is not supported for a particular resource, the API producer shall respond with this response code. The "ProblemDetails" structure may be omitted in that case.

406 Not Acceptable: If the "Accept" HTTP header does not contain at least one name of a content type that is acceptable to the API producer, the API producer shall respond with this response code. The "ProblemDetails" structure may be omitted in that case.

422 Unprocessable Entity: If the payload body of a request contains syntactically correct data (e.g. well-formed JSON) but the data cannot be processed (e.g. because it fails validation against a schema), the API producer shall respond with this response code. The "ProblemDetails" structure shall be provided, and should include in the "detail" attribute more information about the source of the problem.
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