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1
Decision/action requested

The group is proposed to discuss and agree on proposed text
2
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3
Rationale

In case of Network Slice as a Service (NSaaS), the Communication Service Provider (CSP) role can be refined into NSaaS Provider (NSaaSP) role – or, in short, Network Slice Provider (NSP). The Communication Service Customer (CSC) role can be refined into NSaaS Customer (NSaaSC) role – or, in short, Network Slice Customer (NSC). A NSC can, in turn, offer its own communication services to its own customers, being thus CSP at the same time. 

When an operator B acts as NSP and another operator A acts as both NSC and CSP, there are several architecture options for management coordination between multiple operators mentioned in TR 28.801[2] Clause 7.2. Exposure Governance Management Function (EGMF) can expose derivation of management services from Management Functions in Operator B to the Management Functions in Operator A.

4
Detailed proposal

	Change to TS 28.533


X.
Management cooperation between multiple operators

When the CSP or the operator acting as both CSP and NSP consume the management services exposed by EGMF, a unique exposure governace identifier helps EGMF to expose different derivation of management services provided by MFs from other operator(s). The EGMF should check whether the consumer of the management service is authorized to access the exposed management service according to identified exposure governance that reflects the agreement upon the limits of exposure and non-management pre-requisites, such as trust relationships between operators.
 Editor’s note: The detailed information of exposure governace identifier is FFS.

There are following architecture options for provision and management of an end-to-end NSI across multiple operators:

· Management services in network and network slice management layer are exposed to CSP through EGMF of each operator;

· Management services in network and network slice management layer are exposed through EGMF to an operator which acts as both CSP and NSP for the other operators;

· Management services in subnetwork and network slice subnet management layer are exposed through EGMF to an operator which acts as both CSP and NSP for the other operators;

· Management services in network function management layer are exposed through EGMF to an operator which acts as both CSP and NSP for the other operators.

	End


