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Decision/action requested

Discuss and approve the text proposal
2
References

[1]
Draft 3GPP TS 28.531: "Management of network slicing in mobile networks Concepts, use cases and requirements v0.4.0".
3
Rationale

3GPP TS 28.531 [1] includes a UC to check the feasibility of provisioning a network slice instance to determine whether the network slice instance (NSI) requirements can be satisfied (e.g., in terms of resources) in Clause 5.1.6. Step-3 of Clause 5.1.6 mentions feasibility check is also required for a network slice subnet instance (NSSI), e.g., when it is the constituent of a network slice instance. Checking the feasibility of NSSI is the duty of NSS management service provider, and requires messaging with other management service providers, such as MANO. This contribution proposes to add a use case for checking the feasibility of an NSSI. 
4
Detailed proposal

It is proposed to make the following changes to TS 28.531 [1].

	Start of changes


5.1.X
Network slice subnet feasibility check

	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To check the feasibility of provisioning a network slice subnet instance (NSSI)  to determine whether NSSI requirements can be satisfied (e.g., in terms of resources)
	

	Actors and Roles
	Network slice subnet management service consumer. For example, when a network slice subnet instance is to be provided as a constituent of a network slice instance.
	

	Telecom resources
	Network slice subnet instance
Network slice management service provider. For example, NSSMF plays the role of network slice management service provider.
	

	Assumptions
	Network slice subnet management service consumer has decided to check the feasibility of provisioning a NSSI based on, for example, internal decision or to facilitate an external service requests.
	

	Pre-conditions
	Network slice subnet requirements have been derived or received by network slice subnet management service consumer.
	

	Begins when 
	Network slice subnet management service provider receives the request to provision a NSSI according to the network slice requirements.
	

	Step 1 (M)
	Network slice subnet management service provider identifies the network slice subnets constituents according to the requirements, e.g., network services to be requested from MANO. 
	

	Step 2 (O)
	For the purpose of checking the feasibility of provisioning a network slice subnet(s) of the network slice instance, network slice subnet management service provider(s) may obtain information from the network (e.g., load level information, resource usage information from management data analytics services).
	

	Step 3 (M)
	Network slice subnet management service provider sends enquiries with reservation requests to other management providers (e.g., MANO) to determine availability of network constituents, e.g., network services, network functions. If some of the responses are negative, network slice subnet management service provider may send enquiries to different management providers. 
	

	Ends when 
	Feasibility check results have been provided to network slice subnet management service consumer. If provisioning NSSI is feasible, information about reserved resources may also be provided.
	

	Exceptions
	One of the mandatory steps fails.
	

	Post-conditions
	N/A
	

	Traceability 
	
	


	Second change 


5.1.6
Network slice feasibility check

	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To check the feasibility of provisioning a network slice instance to determine whether the network slice instance (NSI) requirements can be satisfied (e.g., in terms of resources)
	

	Actors and Roles
	Network slice management service consumer. For example, CSMF or CSP providing NSaaS plays the role of network slice management service consumer.
	

	Telecom resources
	Network slice instance
Network slice management service provider. For example, NSMF plays the role of network slice management service provider.
	

	Assumptions
	Network slice management service consumer has decided to check the feasibility of provisioning a network slice instance based on, for example, internal decision or to facilitate an external service requests.
	

	Pre-conditions
	Network slice requirements have been derived or received by network slice management service consumer.
	

	Begins when 
	Network slice management service provider receives the request to provision a network slice instance according to the network slice requirements.
	

	Step 1 (M)
	Network slice management service provider identifies the network slice subnets according to the requirements. 
	

	Step 2 (M)
	Network slice management service provider fulfils feasibility of provisioning a network slice by requesting the network slice subnets service provider(s) regarding the availability of resources.
	

	Step 3 (M)
	Network slice subnet management service provider(s) checks the feasibility of provisioning a slice subnet(s) by analysing network constituents to ensure that their capabilities, e.g., resources, management services, etc. are adequate to provision network slice instance, satisfying all requirements without impacting existing services. For the purpose of checking the feasibility of provisioning a network slice subnet(s) of the network slice instance, network slice subnet management service provider(s) may obtain information from the network (e.g., load level information from the NWDAF). 
	5.1.X Network slice subnet feasibility check

	Ends when 
	Feasibility check results have been provided to network slice management service consumer.
	

	Exceptions
	One of the mandatory steps fails.
	

	Post-conditions
	N/A
	

	Traceability 
	REQ-NSM_NSSM-FUN-12, REQ-NSM_NSSM-FUN-13, REQ-NSM_NSM-FUN-8.
	


	End of changes


