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	Reason for change:
	Although UE access to IMS is specified in TS 23.228 for IP-Connectivity Access Network when using non-3GPP untrusted WLAN and Trusted WLAN (TWAN), it is not clear that corresponding locations are also specified for IMS charging.  


	
	

	Summary of change:
	Refer to 24.229 clause 7.2A.4 for P-Access-Network-Info header, to include extensions for untrusted WLAN: UE-local-IP-address, UDP-source-port, TCP-source-por, and ePDG-IP-address.

Details the fields which are relevant for trusted and untrusted WLAN.
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5.1.3.1.2
Access Network Information

Holds the content of one of the SIP P-header "P-Access-Network-Info". In SIP, as per RFC 7315 [404], the content of the "P-Access-Network-Info" header is known as the access-net-spec. When multiple access-net-spec values are transported in a single P-Access-Network-Info header in comma-separated format, then only one access-net-spec value is included.

The SIP "P-Access-Network-Info" header syntax is specified in TS 24.229 [210] clause 7.2A.4. 
For access types and access classes associated to trusted WLAN access: the i-wlan-node-id field contains the BSSID, and when available, the operator-specific-GI field contains the Geographical Identifier.  

For access types and access classes associated to untrusted WLAN access, the i-wlan-node-id field contains the BSSID, and UE local IP address, ePDG IP Address, and TCP source port, UDP source port are contained in corresponding dedicated fields.
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