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1	Decision/action requested
The group is asked to discuss and agree on the proposal text.
2	References
[1]	3GPP TS 23.530: "Management of 5G networks and network slicing; Concepts, use cases and requirements v0.6.0". 
3	Rationale
The use case of exposure of network slice management capability is in clause 5.4.12 of 3GPP TS 28.530 [1]. The corresponding requirements are missing.
This proposal aims to propose some requirements for exposure of network management capability based on the use case accordingly.
4	Detailed proposal
It is proposed to make the following changes to TS 28.530 [1].
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REQ-3GPPMS-CON-01 The 3GPP management system shall have the capability to create a new or use an existing network slice instance according to the communication service requirements. 
REQ-3GPPMS-CON-02 The 3GPP management system shall have the capability to translate the communication service requirements to network slice related requirements.
REQ-3GPPMS-CON-03 The 3GPP management system shall have the capability to create a new or use an existing network slice instance according to the network slice related requirements.
NOTE: 	The network slice related requirements include requirements such as: area traffic capacity, charging, coverage area, degree of isolation, end-to-end latency, mobility, overall user density, priority, service availability, service reliability, UE speed.
Editor's note: Whether to make a detailed scenario (network slice as a service, network slices as NOP internals) limitation on the CON-01 and CON-03 is FFS.
REQ-3GPPMS -CON-04 The 3GPP management system shall be able to create a network slice instance. 
REQ-3GPPMS -CON-05 The 3GPP management system shall have the capability to monitor the network slice related data and provide the agreed data to an authorized consumer. 
REQ-3GPPMS -CON-06 The 3GPP management system shall be able to create a network slice subnet instance. 
REQ-3GPPMS-CON-07 The 3GPP management system shall be able to evaluate the feasibility of providing a new NSI which does not impact with the existing NSI(s)
REQ-3GPPMS-CON-08 The 3GPP management system should have the capability of re-allocating the resources of NSIs according to the priority.
REQ-3GPPMS-CON-09 The 3GPP management system shall be able to manage the NSI lifecycle.
REQ-3GPPMS-CON-10 The 3GPP management system shall be able to provide link requirements related to the network slice (e.g. topology, QOS parameters) to the appropriate management system that handles the TN part related to the slice (e.g. via NFV MANO).
REQ-3GPPMS-CON-11 The 3GPP management system shall be able to report performance measurement data of a network slice instance to the NOP.  
REQ-3GPPMS-CON-12 The 3GPP management system shall be able to report performance measurement data of a network slice subnet instance to the NOP.
REQ-3GPPMS-CON-13 The 3GPP management system shall be able to report fault management data of a network slice instance.
REQ-3GPPMS-CON-14 The 3GPP management system shall be able to report fault management data of a network slice subnet instance.
REQ-3GPPMS-CON-15 The 3GPP management system shall be able to activate a network slice instance.
REQ-3GPPMS-CON-16 The 3GPP management system shall be able to de-activate a network slice instance.
REQ-3GPPMS-CON-17 The 3GPP management system shall be able to modify a network slice instance.
REQ-3GPPMS-CON-18 The 3GPP management system shall be able to terminate a network slice instance.
REQ-3GPPMS-CON-19 The 3GPP management system shall be able to activate a network slice subnet instance. 
REQ-3GPPMS-CON-20 The 3GPP management system shall be able to modify a network slice subnet instance. 
REQ-3GPPMS-CON-21 The 3GPP management system shall be able to de-activate a network slice subnet instance. 
REQ-3GPPMS-CON-22 The 3GPP management system shall be able to terminate a network slice subnet instance. 
REQ-3GPPMS-CON-23	The 3GPP management system shall support slice capacity management.
REQ-3GPPMS -CON-24	The 3GPP management system shall support inter-slice orchestration (e.g., orchestrated provisioning of multiple slices and resolving issues on quality, fault, and anomaly, among multiple slices).
REQ-3GPPMS -CON-25	The 3GPP management system shall support collection and analysis of the status and events of the network slice instance resources for the purpose of fault management.
REQ-3GPPMS -CON-26	The 3GPP management system shall support collection and analysis of the status and events of the network slice instance resources for the purpose of performance management.
REQ-3GPPMS-CON-27 The 3GPP management system shall have the capability of exposing network slice management data for network slice as a service to the authorized consumer.
REQ-3GPPMS -CON-28 The 3GPP management system shall have the capability to differentiate communication services provided by a single NSI when the NSI is used to support multiple communication services. 
REQ-3GPPMS -CON-29 The 3GPP management system shall have the capability to  perform network slice instance related operations (e.g., performance monitoring) considering requirements for each communication service when the network slice instance is used to support multiple communication services.
REQ-3GPPMS-CON-XX1 The 3GPP management system shall have the capability to expose the network slice management capability which includes performance management, fault supervision and provisioning management to the authorized consumer through network slice as a service.
REQ-3GPPMS-CON-XX2 The network slice management capability exposed by the 3GPP management system to the authorized consumer should support operational isolation which means that the consumers could have independent monitoring, control, configuration capability of the network slice instance.
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	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To expose limited network slice management capability to a Communication Service Customer (CSC) consuming Network Slice as a Service (NSaaS) based on mutual agreement.
	

	Actors and Roles
	CSC consuming NSaaS
CSP offering NSaaS service
	

	Telecom resources
	3GPP management system
NSI
	

	Assumptions
	Network slice management capability of 3GPP management system can be partially exposed to the CSC consuming NSaaS according to the pre-defined agreements. 
	

	Pre-conditions
	Level of management exposure has been agreed upon and the CSP offering the NSaaS service is aware of it.
	

	Begins when 
	The CSC consuming NSaaS wants to get certain management capability to manage the network slice instance, e.g., PM, FM, CM, based on the mutual agreement between CSC and CSP.
	

	Step 1 (M)
	The CSC consuming NSaaS sends requests to the 3GPP management system for the exposure of management capability of network slice instance.
	

	Step 2 (M)
	The 3GPP management system provides the CSC consuming NSaaS with the requested capability via appropriate methods, e.g., exposing network slice management service to the CSC.
	

	Ends when
	The network slice management capability is provided.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The limited network slice management capability has been exposed to the CSC consuming NSaaS.
	

	Traceability
	REQ-3GPPMS -CON-XX1, REQ-3GPPMS -CON-XX2FFS
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