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Rationale

The terminology in 28.531 related to the management services, is not consistent. For example, “NetworkSliceSubnetAllocation” must be a subset of the Network slice subnet management, but both of them are called “services”. 
In view of the terminology discussion in SA5, seems reasonable to use the following two terms only:
•
Network slice management service or NSM service

•
Network slice subnet management service or NSSM service
This is in line with the Requirements in 5.2 that are using only these two terms.
The table below shows how this change can be implemnted
	Clause
	Term
	Suggested resolution

	5.1.4
	NetworkSliceSubnetAllocation service
	Change to “[Allocation operation of  the] NSS management service” 

	5.1.5
	Network slice subnet management service
	No change

	5.1.6
	Network slice management service
	No change

	5.1.7
	NetworkSliceActivation service
	Change to “[Activation operation of the] NS management service”

	5.1.8
	NetworkSliceActivation service
	Change to “[De-activation operation of the] NS management service”

	5.1.9
	NetworkSliceConfiguration service
	Change to “[Configuration operation of the] NSS management service”

	5.1.10
	NetworkSliceSubnetActivation service
	Change to “[Activation operation of  the] NSS management service”

	5.1.11
	NetworkSliceSubnetActivation service
	Change to “[De-activation operation of  the] NSS management service”

	5.1.12
	NetworkSliceSubnetConfiguration service
	Change to “[Configuration operation of the] NSSI management service”

	5.1.13
	NSS management service
	No change

	5.1.14
	Network slice management service
	No change

	5.1.15
	NSS management service
	No change

	5.1.16
	NF creation service
	Change to “[Create/Instatiate operation of the] NF LCM service” 

	5.1.17
	NF configuration service
	No change

	5.1.18
	network creation service
	Change to “[Create operation of the] subnet management service”

	5.1.19
	network configuration service
	Change to “subnet configuration service” or “subnet management service”


Additional minor clarifications are made in the text of the affected chapters.
4
Detailed proposal

	1st modified section


5.1.4
Network slice subnet instance termination
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To check and potentially terminate an existing NSSI which is no longer needed
	

	Actors and Roles
	Network slice subnet management service consumer. For example, NSMF plays the role of network slice subnet management service consumer.
	

	Telecom resources
	Network slice subnet instance
Network slice subnet management service provider. For example, NSSMF plays the role of network slice subnet management service provider.
	

	Assumptions
	N/A
	

	Pre-conditions
	N/A
	

	Begins when 
	Network slice subnet management service provider receives network slice subnet related request from its authorized consumer indicating that an existing NSSI is no longer needed.
	

	Step 1 (M)
	Based on the network slice subnet related request, network slice subnet management service provider decides whether the NSSI can be terminated. 

If the decision is not to terminate the NSSI (e.g., the NSSI is shared or network slice subnet management service provider decides to keep the NSSI for later use), the network slice subnet management service provider provides feedback to the authorized consumer. The use case is completed, skip all remaining steps.
	

	Step 2 (M)
	If the NSSI consists of constituents NSSIs that are not managed directly by the network slice subnet management service provider, the network slice subnet management service provider sends request to other network slice subnet management service provider indicating that the constituents NSSIs are no longer needed for the NSSI.
	

	Step 3 (M)
	If the NSSI is associated with NS instance, network slice subnet management service provider disassociates the NS instance with the NSSI to be terminated, and network slice subnet management service provider may trigger corresponding NS instance related request to NFVO indicating that the NS instance is no longer needed for the NSSI.
	

	Step 4 (M)
	If there exists transport network within the NSSI, network slice subnet management service provider may indicate that the transport network is no longer needed to support the NSSI.
	

	Step 5 (M)
	Network slice subnet management service provider sends response to its consumer.
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The NSSI has been terminated.
	

	Traceability 
	REQ-NSM_NSSM-FUN-8
	


Editor’s Note: The name of the service in this use case needs to be revisited to align with the 5G network management architecture.

	2nd modified section


5.1.7
Network slice instance activation

	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To activate an existing network slice instance which is in inactive state
	

	Actors and Roles
	Network slice management service consumer. For example, CSMF or CSP providing NSaaS plays the role of network Slice management service consumer.
	

	Telecom resources
	Network slice instance
Network slice management service provider. For example, NSMF plays the role of network slice management service provider.
	

	Assumptions
	N/A
	

	Pre-conditions
	An NSI has already been created and it is inactive.
	

	Begins when 
	The network slice management service provider decides to activate an NSI based on the received network slice related request from its authorized consumer.
	

	Step 1 (M)
	Network slice management service provider checks that whether NSSIs associated with the NSI are all in active state, if there is an inactive NSSI, network slice management service provider requests network slice subnet management service provider to activate the corresponding NSSI. 
	Network slice subnet activation use case

	Step 2 (M)
	Network slice management management service provider receives response from network slice subnet management management service provider indicating that the NSSI is active.
	

	Step 3 (M)
	Network slice management management service provider sets the state of the NSI as active and sends response to its authorized consumer.
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	An NSI has been activated.
	

	Traceability 
	REQ-NSM_NSM–FUN-4
	


5.1.8
Network slice instance deactivation

	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To deactivate an existing network slice instance which is in active state. 
	

	Actors and Roles
	Network slice management service consumer. For example, CSMF or CSP providing NSaaS plays the role of network slice management service consumer.
	

	Telecom resources
	Network slice instance
Network slice management service provider. For example, NSMF plays the role of network slice management service provider.
	

	Assumptions
	N/A
	

	Pre-conditions
	NSI has already been created and it is active. 
	

	Begins when 
	The network slice management service provider decides to deactivate an NSI based on the received network slice related request from its authorized consumer.
	

	Step 1 (M)
	The network slice management service provider stops the NSI serving its subscribers 
	

	Step 2 (M)
	The network slice management service provider sends request to NetworkSliceSubnetActivation service provider indicating that the NSSI associated with the NSI is not required because the NSI is deactivated.

 Network slice subnet management service provider receives the request and decides if the NSSI will be deactivated.
	Network slice subnet deactivation use case

	Step 3 (M)
	The network slice subnet management service provider sends response to  network slice subnet management service provider with the information if the NSSI is deactivated. 
	

	Step 4 (M)
	Network slice management service provider records the state of NSSIs as active or inactive and set the NSI state as inactive.
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	An NSI has been deactivated.
	

	Traceability 
	REQ-NSM_NSM–FUN-5
	


5.1.9
Network slice instance modification
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To modify an existing network slice instance
	

	Actors and Roles
	Network slice management service consumer. For example, CSMF or CSP providing NSaaS plays the role of Network slice management  service consumer.
	

	Telecom resources
	Network slice instance
Network slice management service provider. For example, NSMF plays the role of Network slice management service provider.
	

	Assumptions
	N/A
	

	Pre-conditions
	N/A. 
	

	Begins when 
	The network slice management service provider receives request from its authorized  consumer with new sets of network slice related requirements and decides to modify an existing NSI.
	

	Step 1 (M)
	The network slice management service provider identifies the NSSI(s) of the NSI to be modified and generates network slice subnet related requirements for the NSSI(s). 
	

	Step 2 (M)
	The Network slice management service provider sends requests to network slice subnet management service provider with new sets of network slice subnet related requirements.

The Network slice management service provider receives request and decides whether the NSSI needs to be modified.
	Network slice subnet instance modification use case

	Step 3 (M)
	Network slice management service provider receives the response from network slice subnet management service provider. If the NSSI modification request cannot be satisfied by the network slice subnet management service provider, Network slice management service provider may re-generate the network slice subnet related requirements for the NSSI and go to step 2, or Network slice management service provider may decide that the modification request cannot be satisfied.
	

	Step 4 (M)
	The Network slice management service provider sends response to its authorized consumer.
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The NSI is modified.
	

	Traceability 
	REQ-NSM_NSM-FUN-6
	


Editor’s Note: The name of the service in this use case needs to be revisited to align with the 5G network management architecture.

5.1.10
Network slice subnet instance activation

	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To activate an existing network slice subnet instance which is in inactive state.
	

	Actors and Roles
	NetworkSliceSubnetActivation service consumer. For example, NSMF or NSSMF plays the role of  network slice subnet management service consumer.
	

	Telecom resources
	Network slice subnet instance
Network slice subnet management service provider. For example, NSSMF plays the role of the  network slice subnet management service provider.
	

	Assumptions
	N/A
	

	Pre-conditions
	An NSSI has already been created and it is inactive.
	

	Begins when 
	The  network slice subnet management service provider decides to activate an NSSI based on the received network slice subnet related request from its authorized consumer.
	

	Step 1 (M)
	The  network slice subnet management service provider identifies inactive constituents (e.g. NSSI, NF) of the NSSI and decides to activate those constituents. 
	

	Step 2 (M)
	If the constituent of NSSI is managed directly by the  network slice subnet management service provider,  network slice subnet management service provider activates the NSSI constituent directly.
	

	Step 3 (M)
	If an NSSI constituent is managed by other  network slice subnet management service provider,  network slice subnet management service provider requests other  network slice subnet management service provider to activate the constituent NSSI.
	

	Step 4 (M)
	If an NSSI constituent is an NF managed by NF related management service provider, the  network slice subnet management service provider request NF related management service provider to activate the NF (e.g., activate the NF in sleep mode, turn on the ports). 
	

	Step 5 (M)
	Network slice subnet management service provider receives response indicating that NSSI constituents are all activated.
	

	Step 6 (M)
	Network slice subnet management service provider sets the state of the network slice subnet instance as active and sends response to its authorized consumer.
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	An NSSI has been activated.
	

	Traceability 
	REQ-NSM_NSSM–FUN-9
	


5.1.11
Network slice subnet instance deactivation

	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To deactivate an existing network slice subnet instance which is in active state.
	

	Actors and Roles
	Network slice subnet management service consumer. For example, NSMF or NSSMF plays the role of Network slice subnet management service consumer.
	

	Telecom resources
	Network slice subnet instance
Network slice subnet management service provider. For example, NSSMF plays the role of Network slice subnet management service provider.
	

	Assumptions
	N/A
	

	Pre-conditions
	An NSSI has already been created and is in active state.
	

	Begins when 
	The  network slice subnet management service provider decides to deactivate an NSSI based on the received network slice subnet related request from its authorized customer.
	

	Step 1 (M)
	The  network slice subnet management service provider identifies the NSSI constituents that need to be deactivated.
	

	Step 2 (M)
	If the constituent of NSSI is managed directly by the  network slice subnet management service provider,  network slice subnet management service provider deactivates the NSSI constituent directly.
	

	Step 3 (M)
	If an NSSI constituent is managed by other  network slice subnet management service provider, the  network slice subnet management service provider request other  network slice subnet management service provider to deactivate the constituent NSSI.
	

	Step 4 (M)
	If an NSSI constituent is managed by NF related management service provider,  network slice subnet management service provider requests NF related management service provider to deactivate the NF.
	

	Step 5 (M)
	 network slice subnet management service provider receives response indicating that corresponding NSSI constituents are deactivated or not deactivated (e.g., shared constituents cannot be deactivated).
	

	Step 6 (M)
	 network slice subnet management service provider sets the state of the network slice subnet instance as inactive and send response to its authorized consumer. 
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	A network slice subnet instance has been deactivated.
	

	Traceability 
	REQ-NSM_NSSM–FUN-10
	


5.1.12
Network slice subnet instance modification
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To modify an existing network slice subnet instance
	

	Actors and Roles
	Network slice subnet management service consumer. For example, NSMF or NSSMF plays the role of network slice subnet management service consumer.
	

	Telecom resources
	Network slice subnet instance
Network slice subnet management service provider. For example, NSSMF plays the role of network slice subnet management service provider.
	

	Assumptions
	N/A
	

	Pre-conditions
	N/A 
	

	Begins when 
	The network slice subnet management service provider receives request from its authorized consumer with new sets of network slice subnet related requirements and decides to modify an existing NSSI.
	

	Step 1 (M)
	The network slice subnet management service provider identifies the NSSI constituents as well as the transport network (TN) part within the NSSI that needs to be modified, and generates new sets of requirements for the NSSI constituents and transport network if needed.
	

	Step 2 (M)
	The network slice subnet management service provider checks whether the requirements for the identified NSSI constituents managed by itself could be satisfied, and then triggers the modification of the corresponding NSSI constituents if needed. 
	

	Step 3 (M)
	If the NSSI consists of constituent NSSI managed by other network slice subnet management service provider, and the constituent NSSI is identified to be modified, the network slice subnet management service provider sends modification request to other network slice subnet management service provider which manages the constituent NSSI with new sets of constituent NSSI requirements.
	Network slice subnet instance modification use case

	Step 4 (M)
	If the NS instance associated with the NSSI needs to be modified, the network slice subnet management service provider derives the new sets of NS related requirements and triggers corresponding NS instance request to NFVO with Os-Ma-nfvo interface as described in clause 6.4.3 in TS 28.525 [2].
	TS 28.525 [2] Clause 6.4.3 NS instance use cases

	Step 5 (M)
	If the related TN part of the NSSI is identified to be modified, the network slice subnet management service provider derives new sets of requirements for the TN part and coordinates with the corresponding TN management system.
	

	Step 6 (M)
	The network slice subnet management service provider generates the modification result based on the received response and send response to its authorized consumer.
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The NSSI is modified.
	

	Traceability 
	REQ-NSM_NSSM-FUN-11
	


	End of modified sections


