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1
Discussion

This is a pCR to TS 32.254 refinement on Northbound API charging description.
2
References

[1]
3GPP TS 32.254 " Telecommunication management; Charging management; Exposure function Northbound Application Program Interfaces (APIs) charging".     

3
Rationale

This pCR proposes to Refinement on Northbound API charging description for NAPS in TS 32.254 "Telecommunication management; Charging management; Exposure function Northbound Application Program Interfaces (APIs) charging ". 
4
Detailed proposal

Propose to incorporate the following change into the skeleton for TS 32.254[1].   
	First change


3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1]. 

AS
Application Server

BD
Billing Domain

CDF
Charging Data Function

CGF
Charging Gateway Function

CTF
Charging Trigger Function

IE
Information Element

SCEF
Service Capability Exposure Function

SCS
Services Capability Server
SGSN
Serving GPRS Support Node
RCAF
RAN Congestion Awareness Function
	Next change


5.1.1
Northbound API procedures 

All procedures that operate across the T8 reference point, as specified in 3GPP TS 23.682 [243] and TS 29.122[230],are proposed as the following:
-
Monitoring

-
Resource management of Background Data Transfer


-
Changing the chargeable party at session set up or during the session

-
Non-IP Data Delivery

-
Device Triggering

-
Group Message Delivery

-
Reporting of Network Status

-
Communication Pattern Parameters Provisioning

-
PFD Management

-
Enhanced Coverage Restriction Control

-
Network Parameter Configuration

-
Setting up an AS session with required QoS

-
MSISDN-less Mobile Originated SMS
The following clauses describe the trigger conditions and simplified message flows for Event Based Charging(IEC/ECUR), as specified in 3GPP TS 32.299[50].


	Next change


5.2.2.1
Triggers for charging events from SCEF

When a charging event is reported to the CDF, it includes the details such as SCEF address, charging information with corresponding charging events to the CDF. 

The trigger conditions specified in Table 5.2.2.1.1 are applicable for charging information collection.

Table 5.2.2.1.1: Triggers for Charging Data Request from SCEF

	message
	Triggering conditions

	Charging Data Request[Event]
	T8 transaction creation via HTTP POST

	
	T8 transaction update via HTTP PATCH message,HTTP PUT message received by SCEF

	
	T8 transaction termination via HTPP DELETE



	Next change


6.1.3.2
Exposure Function API charging data (EA-SCE-CDR)

Exposure function API record shall be produced for each API invocation to the SCEF. The fields in the record are specified in table 6.1.3.2.1.

Table 6.1.3.2.1: Exposure function API from SCEF charging data (EA-SCE-CDR)

	Field
	Category
	Description

	Record Type 
	M
	SCEF exposure function API record.

	Retransmission
	Oc
	This parameter, when present, indicates that information from retransmitted Accounting Requests has been used in this CDR.

	Service Context Id
	OM
	This parameter indicates the CDR is applicable to exposure function API service.

	Node Id
	OMM
	Name of the recording entity.

	SCEF ID
	M
	This parameter holds the identity of the SCEF used for this API invocation.

	SCEF Address
	Oc
	This parameter holds the IP address of SCEF.

	API Identifier
	M
	This field holds the identity of API for each API invocation.

	TLTRI
	Oc
	This field holds the T8 Long Term Transaction Reference ID.

	TTRI
	Oc
	This field holds the T8 Transaction Reference ID.

	SCS/AS Address
	M
	This field holds the IP address of SCS/AS

	Event Timestamp
	M
	This field holds the time stamp of the event reported.

	API Invocation Timestamp 
	Oc
	This field holds the time stamp when the API invocation request is submitted to the SCEF from SCS/AS.

	API Direction
	Oc
	This field holds the direction to indicate the API invocation or API notification.

	API Network Service Node
	Oc
	This field holds the identifier of the network element (e.g. SGSN, RCAF) that triggers the API notification as defined in TS 23.682[243].

	API Content
	Oc
	This field holds the API content (e.g. location, Monitoring Type) used in the T8 transaction for the API invocation request,if available.

	API Size
	Oc
	This field holds the size of API payload.

	API Result Code
	Oc
	This field holds the result of API Invocation.

	External Identifier
	Oc
	This field holds the external Identifier identifying the served party associated to the IMSI or MSISDN or External Group ID, if available.

	Local Record Sequence Number
	OM
	Consecutive record number created by this node. The number is allocated sequentially including all CDR types.

	
	
	

	Record Extensions
	Oc
	A set of network operator/manufacturer specific extensions to the record. Conditioned upon the existence of an extension.



	Next changes


6.3.1.1
Exposure Function API charging information assignment for Service Information

The components in the Service Information that are used for Exposure Function API charging can be found in table 6.3.1.1.1. 

Table 6.3.1.1.1: Service Information used for Exposure Function API charging

	Information Element
	Category
	Description

	Service Information
	OM
	This is a structured field and holds the 3GPP specific parameter as defined in TS 32.299 [50]. 

	Subscriber Identifier
	OM
	This field contains the identification of the user (i.e. SCS Identifier).

	IMS Information
	OM
	This is a structured field and holds IMS specific parameters. 
The complete structure is defined in TS 32.260 [20].

	Node Functionality
	Oc
	This IE Identifies the type of record.

	Exposure Function API Information
	OM
	This is a structured field and holds the Exposure Function API specific parameters. 
The details are defined in clause 6.3.1.2.


6.3.1.2
Definition of the Exposure Function API Information 

Exposure Function API specific charging information is provided within the Exposure Function API Information. The fields of the Exposure Function API Information are indicated with the SCEF from which the information is sent.

The detailed structure of the Exposure Function API Information can be found in table 6.3.1.2.1.

Table 6.3.1.2.1: Structure of the Exposure Function API Information

	Information Element
	Category
	Description

	External Identifier
	Oc
	This parameter holds the external Identifier identifying the served party associated to the IMSI or MSISDN or External Group ID, if available 

	SCEF ID
	Oc
	This parameter holds the Diameteridentity of the SCEF used for API invocation.

	SCEF Address
	Oc
	This parameter holds the IP address of SCEF.

	API Identifier
	OM
	This parameter holds the identity of API 

	SCS/AS Address
	OM
	This parameter holds the IP address of SCS/AS which invoke the API via T8 interface 

	TTRI
	Oc
	This parameter holds T8 Transaction Reference ID which refers to transactions (e.g. Set Chargeable Party Request followed by Set Chargeable Party Response, NIDD Submit, etc.) between the SCEF and the SCS/AS when using T8 interface.

	TLTRI
	Oc
	This parameter holds T8 Long Term Transaction Reference ID is which refers to long term transaction (e.g. NIDD Configuration, Group Message Request, Monitoring Event configuration) between the SCEF and the SCS/AS when using T8 interface.

	Event Timestamp
	M
	This field holds the time stamp of the event reported.

	API Invocation Timestamp
	Oc
	This parameter holds the time stamp when API Invocation request was submitted to the SCEF from SCS/AS .

	API Direction
	Oc
	This field holds the direction to indicate the API invocation or API notification.

	API Network Service Node
	Oc
	This field holds the identifier the network element (e.g. SGSN, RCAF) that triggers the API notification, as defined in 23.682[243].

	API Content
	Oc
	This parameter holds the API content (e.g.location, Monitoring Type) used in the T8 transaction for the the API invocation request,if available.

	API Size
	Oc
	This parameter holds size of API payload.

	API Result Code
	Oc
	This parameter holds the result of API Invocation.


6.3.2
Detailed message format for offline charging

The following clause specifies per Operation Type the charging data that are sent by SCEF for Exposure Function API offline charging. 

The Operation Types are listed in the following order: S (Start)/I (Interim)/S (Stop)/E (Event). Therefore, when all Operation Types are possible it is marked as SISE. If only some Operation Types are allowed for a node, only the appropriate letters are used (i.e. SIS or E) as indicated in the table heading. The omission of an Operation Type for a particular field is marked with "-" (i.e. SI-E). Also, when an entire field is not allowed in a node the entire cell is marked as "-". 

Table 6.3.2.1 illustrates the basic structure of the supported fields in the Charging Data Request message for Exposure Function API offline charging. 

Table 6.3.2.1: Supported fields in Charging Data Request message
	Information Element
	Node Type
	SCEF

	
	Supported Operation Types
	S/I/S/E

	Session Identifier
	---E

	Originator Host
	---E

	Originator Domain
	---E

	Destination Domain
	---E

	Operation Type
	---E

	Operation Number
	---E

	Operation Identifier
	---E

	User Name
	---E

	Destination Host
	---E

	Operation Interval
	---E

	Origination State
	---E

	Origination Timestamp
	---E

	Proxy Information
	---E

	Route Information
	---E

	Operation Token
	---E

	Subscriber Identifier
	---E

	Node Functionality
	---E

	External Identifier
	---E

	SCEF ID
	---E

	SCEF Address
	---E

	TTRI
	---E

	TLTRI
	---E

	API Identifier
	---E

	SCS/AS Address
	---E

	Event Timestamp
	---E

	API Invocation Timestamp
	---E

	API Direction
	---E

	API Network Service Node
	---E

	API Content
	---E

	API Size
	---E

	API Result Code
	---E


Table 6.3.3.2 illustrates the basic structure of the supported fields in the Charging Data Response message for Exposure function API offline charging.

Table 6.3.3.2: Supported fields in Charging Data Response message
	Information Element
	Node Type
	SCEF

	
	Supported Operation Types
	S/I/S/E

	Session Identifier
	---E

	Operation Result
	---E

	Originator Host
	---E

	Originator Domain
	---E

	Operation Type
	---E

	Operation Number
	---E

	Operation Identifier
	---E

	Operation Interval
	---E

	Error Reporting Host
	---E

	Origination State
	---E

	Origination Timestamp
	---E

	Proxy Information
	---E

	Session Identifier
	---E


6.3.3
Detailed message format for online charging

The Operation types are listed in the following order: I [initial] /U [update]/ T [terminate]/E [event]. Therefore, when all Operation types are possible it is marked as IUTE. If only some Operation types are allowed for a node, only the appropriate letters are used (i.e. IT or E) as indicated in the table heading. The omission of an Operation type for a particular field is marked with "-" (i.e. I-E). Also, when an entire field is not allowed in a node the entire cell is marked as "-".

Table 6.3.3.1 illustrates the basic structure of the supported fields in the Debit / Reserve Units Request for exposure function API online charging. 
Table 6.3.3.1: Supported fields in Debit / Reserve Units Request message 

	Information Element
	Service Type
	SCEF

	
	Supported Operation Types
	I/U/T/E

	Session Identifier
	---E

	Originator Host
	---E

	Originator Domain
	---E

	Destination Domain
	---E

	Operation Identifier
	---E

	Operation Token
	---E

	Operation Type
	---E

	Operation Number
	---E

	Destination Host
	---E

	User Name
	---E

	Origination State
	---E

	Origination Timestamp
	---E

	Subscriber Identifier
	---E

	Termination Cause
	---E

	Requested Action
	---E

	Multiple Operation
	---E

	Multiple Unit Operation
	---E

	Proxy Information
	---E

	Route Information
	---E

	Service Information
	---E

	Service Information with IMS,API Invocation Information

	Node Functionality
	---E

	SCEF Node
	---E

	SCEF Address
	---E

	SCS/AS Adress 
	---E

	API Identifier
	---E

	TTRI
	---E

	TLTRI
	---E

	Event Timestamp
	---E

	API Invocation Timestamp
	---E

	API Direction
	---E

	API Network Service Node
	---E

	API Content
	---E

	API Size
	---E

	API Result Code
	---E

	External Identifier
	---E


6.4
Bindings for Northbound API offline charging 

This clause aims to describe the mapping between the Service Information fields, AVPs, IEs and CDR parameters for exposure function API online and offline charging.

Table 6.4.1 describes the mapping of the Diameter Accounting AVP, IEs and CDR to the CDR parameters of EA-SCE-CDR. 

Table 6.4.1: Bindings of CDR Parameters, Information Elements and AVPs
	CDR Parameter
	Information Element
	AVP

	Service Context Id
	Service Context Id
	Service-Context-Id

	
	Service Information
	Service-Information

	
	IMS Information
	IMS-Information

	Record Type
	Node Functionality
	Node-Functionality

	
	API invocation Information
	API-invocation-Information

	External Identifier
	External Identifier
	External-Identifier

	SCEF ID
	SCEF ID
	SCEF-ID

	SCEF Address
	SCEF Address
	SCEF-Address

	SCS/AS Address
	SCS/AS Address
	SCS/AS- Address

	API Identifier
	APIIdentifier
	API-Identifier

	TTRI
	TTRI
	TTRI

	TLTRI
	TLTRI
	TLTRI

	Event Timestamp
	Event Timestamp
	Event-Timestamp

	API Invocation Timestamp
	API Invocation Timestamp
	API-Invocation-Timestamp

	API Direction
	API Direction
	API-Direction

	API Network Service Node
	API Network Service Node
	API-Network-Service-Node

	API Content
	API Content
	API-Content

	API Size
	API Size
	API-Size

	API Result Code
	API Result Code
	API-Result-Code
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