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Decision/action requested

Approve the proposed text.
2
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3
Rationale

This contribution proposes to add the definitions of the interfaces of AlarmListReading services in draft TS 28.546.
4
Detailed proposal

	1st modified section


5.X
NetworkSliceAlarmListReading
5.X.1

getAlarmList
5.X.1.1
Definition
The authorized consumer invokes this operation to request the service provider to provide either the complete list of AlarmInformation instances in the AlarmList or only a part of this list (partial alarm alignment).
There are two modes of operation. One mode is synchronous. In this mode, the list of AlarmInformation instances in AlarmList is returned synchronously with the operation. The other mode is asynchronous. In this mode, the list of AlarmInformation instances is returned via alarm notifications. In asynchronous mode of operation, the only information returned synchronously is the status of the operation. A method allowing to abort an ongoing alarm alignment process shall be available in the asynchronous mode. The mode of operation to be used is determined by means outside the scope of specification. To use asynchronous mode, the authorized consumer must have established a subscription via the subscribe operation.

5.X.1.2
Input Parameters
	Parameter Name
	Support Qualifier
	Information Type / Legal Values
	Comment

	alarmAckState
	O
	ENUM (all alarms, all active alarms, all active and acknowledged alarms, all active and unacknowledged, all Cleared and unacknowledged alarms, all unacknowledged)
	It carries a constraint. The AlarmIRP shall apply it on AlarmInformation instances in AlarmList when constructing its output parameter AlarmInformationList.

	filter
	O
	N/A
	It carries a filter constraint. 

If the filter is present, the service provider shall apply it on AlarmInformation instances in AlarmList when constructing its output parameter AlarmInformationList.

If the filter is not present, all of the AlarmInformation instances included by the scope are selected.


5.X.1.3
Output Parameters
	Parameter Name
	Support Qualifier
	Matching Information / 

Information Type / Legal Values
	Comment

	alarmInformationList
	M


	List of AlarmInformation.
	It carries the requested AlarmInformation instances.

Case when synchronous mode of operation is used:

(a) The service provider shall apply the constraints expressed in alarmAckState and filter to AlarmInformation instances when constructing this output parameter.

Case when asynchronous mode of operation is used (i.e. this output parameter is conveyed via notifications):

(a) If the filter parameter is present, the service provider shall apply the constraint when constructing this output parameter. Furthermore, if the alarmAckState constraint is present, the service provider shall apply that constraint as well. The filter constraint, if any, that is currently active in the notification channel is not used for the construction of this output parameter. 

(b) If the filter parameter is absent, the service provider shall apply the filter constraint currently active in the notification channel when constructing this output parameter. If the alarmAckState constraint is present, the service provider shall apply that constraint as well.

	status
	M
	ENUM (OperationSucceeded, OperationFailed)
	If all the AlarmInformation are returned, status = OperationSucceeded.

If operation is failed, status = OperationFailed.


One alarm service provider is related to at most one AlarmList. The alarm service provider assigns an identifier, called alarmId, to each AlarmInformation in the AlarmList. An alarmId unambiguously identifies one AlarmInformation in the AlarmList.
The following table gives the definition of AlarmInformation.

Table 5.X.1.3.1 Definition of AlarmInformation

	Parameter Name
	Support Qualifier
	Information Type / Legal Values
	Comment

	alarmId
	M
	
	It identifies one AlarmInformation in the AlarmList. 

	notificationId 
	M
	
	It identifies the notification that carries the AlarmInformation. 

	alarmRaisedTime
	M
	All values indicating valid time.
	It indicates the date and time when the alarm is first raised by the alarmed resource. 

	alarmClearedTime
	M
	All values indicating valid time.
	It indicates the last date and time when the AlarmInformation is changed by the alarmed resource. Changes to AlarmInformation caused by invocations of the IRPManager would not change this date and time. 

	alarmChangedTime
	O
	All values indicating valid time.
	It indicates the date and time when the alarm is Cleared.

	eventType
	M
	See XX?.
	It indicates the type of event. See XX? for information on event type.

	probableCause
	M
	See YY?.
	It qualifies alarm and provides further information than eventType. See YY? for a complete listing.

	perceivedSeverity
	M
	Critical, Major, Minor, Warning, Indeterminate, Cleared: see ITU-T Recommendation X.733 [X]. This IRP does not recommend the use of indeterminate.
	It indicates the relative level of urgency for operator attention.  

	rootCauseIndicator
	O
	“Yes”, “No”
	It indicates that this AlarmInformation is the root cause of the events captured by the notifications whose identifiers are in the related CorrelatedNotification instances.

	specificProblem
	O
	Provided by vendor.
	It provides further qualification on the alarm than probableCause. This attribute value shall be single-value and of simple type such as integer or string. See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.2.

	backedUpStatus
	O
	All values that carry the semantics of backedUpStatus defined by ITU-T X.733 [X] clause 8.1.2.4.
	It indicates if an object has a back up. See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.4.

	trendIndication
	O
	"Less severe", "no change", "more severe": see definition in ITU-T Recommendation X.733 [X] clause 8.1.2.6.
	It indicates if some observed condition is getting better, worse, or not changing.

	thresholdInfo
	O
	
	It indicates the crossed threshold information such as:

· The identifier of the monitored attribute whose value has crossed a threshold, 

· The threshold settings, 

· The observed value that have crossed a threshold, etc. 

See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.7.

	stateChangeDefinition
	O
	
	It indicates MO attribute value changes. See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.10.

	monitoredAttributes
	O
	
	It indicates MO attributes whose value changes are being monitored. See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.11.

	proposedRepairActions
	O
	
	It indicates proposed repair actions. See definition in ITU-T Recommendation X.733 [2] clause 8.1.2.12.

	additionalText
	O
	
	It can contain further information on the alarm. It carries semantics that is outside the scope of this specification. 

	additionalInformation
	O(see note 3)
	
	This attribute when present allows the inclusion of a set of vendor specific alarm information in the alarm. Its semantics is outside the scope of this specification.

	ackTime
	M
	All values that indicate valid time that are later than that carried in alarmRaisedTime.
	It identifies the time when the alarm has been acknowledged or unacknowledged the last time, i.e. it registers the time when ackState changes.

	ackUserId
	M
	It can be used to identify the human operator such as "John Smith" or it can identify a group, such as "Team Six", or it can contain no information such as "".
	It identifies the last user who has changed the Acknowledgement State. 

	ackSystemId
	O
	It can be used to identify the system, such as "system 6" or it can contain no information such as "".
	It identifies the system (the authorized consumer) that last changed the ackState of an alarm, i.e. acknowledged or unacknowledged the alarm.

	ackState
	M
	Acknowledged: the alarm has been acknowledged.

Unacknowledged: the alarm has been unacknowledged or the alarm has never been acknowledged.
	It identifies the Acknowledgement State of the alarm. 

	clearUserId
	O (see note 1)
	It can be used to identify the human operator such as "John Smith" or it can identify a group, such as "Team Six", or it can contain no information such as "".
	It carries the identity of the user who invokes the clearAlarms operation.

	clearSystemId
	O (see note 1)
	It can be used to identify the system, such as "system 6" or it can contain no information such as "".
	It carries the identity of the authorized consumer. 

	securityServiceUser
	O (see note 2)
	This attribute may carry no information if the server user is not identifiable.
	It identifies the service-user whose request for service provided by the serviceProvider led to the generation of the security alarm.

	securityServiceProvider
	O (see note 2)
	
	It identifies the service-provider whose service is requested by the serviceUser and the service request provokes the generation of the security alarm. 

	securityAlarmDetector
	O (see note 2)
	This attribute may carry no information if the security alarm detector is not identifiable.
	It carries the identity of the detector of the security alarm.

	NOTE 1:
These attributes and qualifiers are applicable only if the service provider supports clearAlarms() (they are absent if clearAlarms() is not supported).

NOTE 2:
These attributes must be supported if the service provider emits notifyNewAlarm that carries security alarm information.

NOTE 3:
This attribute is optionally populated whenever vendor specific attributes are needed.


5.X.1.4
Exceptions and Constraints
	Exception Name
	Definition

	Operation_failed
	Condition: Operation is failed
Returned Information: The output parameter status

Exit state: Entry State


	2nd modified section


5.Y
NetworkSliceSubnetAlarmListReading
5.Y.1

getAlarmList

5.Y.1.1
Definition
The authorized consumer invokes this operation to request the service provider to provide either the complete list of AlarmInformation instances in the AlarmList or only a part of this list (partial alarm alignment).

This operation is same as the operation provided by NetworkSliceAlarmListReading service, see 5.X.1.1.
5.Y.1.2
Input Parameters
Same as 5.X.1.2

5.Y.1.3
Output Parameters
Same as 5.X.1.3
5.Y.1.4
Exceptions and Constraints
Same as 5.X.1.4
	3rd modified section


5.Z
NetworkFunctionAlarmListReading
5.Z.1

getAlarmList

5.Z.1.1
Definition
The authorized consumer invokes this operation to request the service provider to provide either the complete list of AlarmInformation instances in the AlarmList or only a part of this list (partial alarm alignment).

This operation is same as the operation provided by NetworkSliceAlarmListReading service, see 5.X.1.1.
5.Z.1.2
Input Parameters
Same as 5.X.1.2

5.Z.1.3
Output Parameters
Same as 5.X.1.3
5.Z.1.4
Exceptions and Constraints
Same as 5.X.1.4
	End of modified sections


