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1	Decision/action requested
The group is asked to discuss and agree on the proposal text.
2	References
[1]	3GPP TS 23.530: "Management of 5G networks and network slicing; Concepts, use cases and requirements v0.5.0". 
3	Rationale
In 3GPP TS 28.530 [1] Clause 4.1.8 indicates that some slice deliverable types require management capability exposure as shown below:
“or (c)  to meet certain network slice requirements (e.g. NFs) with the capability of certain management capabilities as agreed by the provider.
Although 5.4.11 provides UC for management data exposure, a business UC corresponding to the above part of Clause 4.1.8, and associated requirements are not provided yet. This proposal aims to fill that gap.
4	Detailed proposal
It is proposed to make the following changes to TS 28.530 [1].
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[bookmark: _Toc505758936][bookmark: _Toc505807248]5.4.X		Delegation of network slice management capability
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To expose limited network slice management capability to a Communication Service Provider (CSP) consuming Network Slice as a Service (NSaaS) based on mutual agreement.
	

	Actors and Roles
	CSP consuming NSaaS
	

	Telecom resources
	3GPP management system
NSI
	

	Assumptions
	Network slice management capability of 3GPP management system can be partially exposed to the CSP consuming NSaaS according to the pre-defined agreements. 
	

	Pre-conditions
	Level of management exposure has been agreed upon and the CSP offering the service is aware of it.
	

	Begins when 
	The CSP consuming the service wants to get management capability for the network slice instance, e.g., monitoring, PM, FM, CM.
	

	Step 1 (M)
	The CSP consuming the service sends requests to the 3GPP management system for the exposure of management capability of network slice instance.
	

	Step 2 (M)
	The 3GPP management system provides the CSP consuming the service with the requested capability via appropriate methods, e.g., providing interfaces to management entities.
	

	Ends when
	The network slice management capability is provided.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The CSP consuming the service is aware of the management data of the network slice instance.
	

	Traceability
	FFS
	





	End of changes




