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1	Decision/action requested
Discuss and approve the text proposal
2	References
[1]	3GPP TS 28.530: "Telecommunication management; Management of 5G networks and network slicing; Concepts, use cases and requirements v0.5.0".
[2]	Draft 3GPP TS 28.531: "Management of network slicing in mobile networks Concepts, use cases and requirements v0.2.0".
3	Rationale
Due to new services provided via network slicing, operators will need to extend the current service management offers into limited level of management exposures, which depend on mutual agreements. A typical for this use case can be the Enterprise communication market, since each company is represented as a tenant. Accordingly, in 3GPP TS 28.530 [1], Clauses 4.1.5 and 4.1.6 indicate management and data exposure to customer. For instance in the extract from 3GPP TS 28.530 [1], due to the association between MSNIs, NOP-B can request information and/or limited management capability exposure with the provisioned NSI. 
--------------------------Start Extract from TS28.530 [1] Section 4.1.6 -----------------------------------------------
[image: ]
Figure 4.1.6.1: Examples of Network Slice as a Service being utilized to deliver communication services to end customers.
------------------------  End Extract from TS28.530 [1] Section 4.1.6 -----------------------------------------------
Accordingly, Clause 5.4.11 in 3GPP TS 28.530 [1], and Clause 5.1.5 3GPP TS 28.531 [2] provide use cases for information exposure regarding MNSI and MNSSIs. Therefore, the aim of this proposal is to add management capability exposure to facilitate NSaaS and similar services by delegating limited management capability to the customer. 

4	Detailed proposal
It is proposed to make the following changes to TS 28.531 [2].
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[bookmark: _Toc496520470][bookmark: _Toc505538067]5.1.X Delegating Network slice subnet instance management capability 
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	Enable NSS management service consumer to obtain network slice subnet management capability (e.g. obtaining measurement, updating resource allocations). 
	

	Actors and Roles
	NSS management service consumer (e.g., the operator or NSMF)
	

	Telecom resources
	NSS management service provider (e.g., NSSMF)
Network slice subnet instance
NF(s)
	

	Assumptions
	NSS management service consumer is authorized to obtain the allowed management capability from NSS management service provider.
	

	Pre-conditions
	NSI is created.
	

	Begins when 
	NSS management service consumer wants to obtain the network slice subnet management capability.
	

	Step 1 (M)
	NSS management service consumer sends a request to NSS management service provider to obtain the network slice subnet instance management capability.
The information indicating which specific management capability need to be obtained may be included in the request.
	

	Step 2 (M)
	NSS management service provider processes this request.
	

	Step 3 (M)
	NSS management service provider provides the required exposure interfaces to NSS management service consumer.
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	NSS MS consumer obtained the allowed network slice subnet instance management capability.
	

	Traceability 
	REQ-NSM_NSSMSP-FUN-10
	



[bookmark: _Toc505538078]5.1.4	Requirements for interface provided by NSSMF
REQ-NSM_NSSMF-FUN-1	The NSSMF shall have the capability allowing its consumer to request a network slice subnet instance.
REQ-NSM_NSSMF-FUN-2	The NSSMF shall have the capability to send NSSI information to its consumer.
REQ-NSM_NSSMF-FUN-3	The NSSMF shall have the capability to send NS lifecycle management request to NFVO.
REQ-NSM_NSSMF-FUN-4	The NSSMF shall have the capability to receive network slice subnet related requirements from NSMF.
REQ-NSM_NSSMF-FUN-5	The NSSMF shall have the capability to decide to create a new NSSI or reuse an existing NSSI based on the network slice subnet related requirements.
REQ-NSM_NSSMF-FUN-6	The NSSMF shall have the capability to associate the NS instance with corresponding NSSI.
REQ-NSM_NSSMF-FUN-7	The NSSMF shall have the capability to provide the NSSI information.
REQ-NSM_NSSMF-FUN-8	The NSSMF shall have the capability to configure the RAN NSSI constituents with the RRM policy information for simultaneous support of multiple NSIs.
REQ-NSM_NSSMSP-FUN-9	The NSS management service provider shall have the capability allowing its consumer to obtain network slice subnet instance information.
REQ-NSM_NSSMSP-FUN-10	The NSS management service provider shall have the capability to delegate management capability to its consumer according to mutual agreement.
	End of changes
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