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Rationale

Clarification to the clause 4.1.6
Network Slice as a Service (NSaaS): network slice => network slice instance.
Historically, this category of services is known as “Network Slice as a Service”. However since then the terminology changed from “Network Slice” to “Network Slice Instance”. It seems not reasonable to change the name of the category of services, but the descriptions should be aligned to more recent and more precise terminology.
4
Detailed proposal

	1st modified section


4.1.6
Network Slice as a Service (NSaaS)
Network Slice as a Service (NSaaS) can be offered by a CSP to its CSC in the form of a communication service. The service allows to use and optionally manage the network slice instance. In turn, these CSC can play the role of CSP and offer their own services (e.g. communication services) on top of the network sliceinstance. The customer can also play the role of NOP and could build their own network containing the network slice offered by the operator. In this model, both CSP offering NSaaS and CSC consuming NSaaS have the knowledge of the existence of network slice instances. Depending on service offering, CSP offering NSaaS may impose limits on the network slice instance characteristics exposure to the CSC, and the CSC can manage the network slice instance according to network slice instance characteristics exposed and agreed upon limited level of management by the CSP.

The network slice services offered by the CSP could be characterized by certain network characteristics, e.g.

- radio access technology,
- bandwidth,

- end-to-end latency,

- reliability,

- guaranteed / non-guaranteed QoS,

- security level, etc.
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