3GPP TSG SA WG5 (Telecom Management) Meeting #117
S5-181225
29 January - 2 February 2018, Rome, Italy
revision of S5A-17xabc
Source:
Cisco Systems Inc.
Title:
DP on Configuration of the RAN NSSI constituents
Document for:
Discussion
Agenda Item:
6.4.2 Provisioning of 5G networks and network slicing
1
Decision/action requested

Approval
2
References

[1]

3GPP TS 28.531 V0.2.0 (2017-12) Provisioning of network slicing for 5G networks and services
3
Rationale

Problem statement

When Network Slice Instances (NSIs) are created in the mobile network, typically there is a need in RAN Network Slice Subnet Instances (NSSIs) that can be incorporated into the corresponding NSIs, according to the QoS properties assumed by the NSIs. These can be existing RAN NSSI(s) that may need reconfiguration or such RAN NSSI(s) are created as a part of the process.

In case when more than one RAN NSSI should be established, it is quite common that Base Stations (BSs) become a part of several RAN NSSIs. Then the BS should be configured to properly split its capacity between the NSSIs and to meet QoS requirements for every of them, according to the policy defined by the network operator.

This contribution outlines two step process for creation / modification of the NSSIs that includes configuration of the BSs that belongs to more than one NSSI. One key point is that the RRM policy effective in the NSSI is instance specific as different from the properties defined in the NSST which are identical in all instances. Another point is that the RRM policy may depend on the number of RAN NSSIs that 
In every of two cases, any Base Stations (BS) that becomes a part of several RAN NSSIs, should be configured to properly split its capacity between the NSSIs and to meet QoS requirements for every of them, according to the policy defined by the network operator. 
The concept for configuration of the cells (BSs) targeted in the process, is explained in the following Figure 1 where the RRM Policy in the cell may depend on 
· The vendor of the BS 

· The set of the RAN NSSIs that should be supported by the BS

In the Figure 1, dependencies of the RRM Policy are denoted as {Vendor-n, <List of NSSIs> }. For example, the Cell-1 and Cell-2 have same RRM policy that facilitates simultaneous support of NSSI-1 and NSSI-2.
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Figure 1
If the NSSI-2 is deleted, the modified configuration will be applied as in the following Figure 2.
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Figure 2
In the proposed process, the RRM Policy for the NSSI is an instance specific information, not a part of the NSST; so for particular NSSI it is configured at the time of NSSI instantiation or modification, not at the time of NSSI template (NSST) design. 
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Detailed proposal

Consider the pCR to 28.531 “Configuration of the RAN NSSI constituents”
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