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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

 [1]
3GPP TS 28.530: 3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Telecommunication management; Management of 5G networks and network slicing; Concepts, use cases and requirements (Release 15)
3
Rationale

In the use case in item 5.4.1 the communication service provider declares communication service requirements to the operator. The operator before entering the preparation phase must verify that the stated requirements are in alignment with the pre-existing contract. It is proposed to make the following changes to [1].
4
Detailed proposal

First Change
4.1.3
Communication services using network slice instances
As an example, a variety of communication services instances provided by multiple NSI(s) are illustrated in the figure 4.1.3.1. Figure 4.1.3.1 is only for illustrative purposes to highlight the combination and relationship of Communication Services to Network Slices without depicting any UE. An actual network slice deployment offering communication services to UEs will need to comply with the 5G system architecture defined in TS 23.501 [3] and TS 38.401 [4].
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Figure 4.1.3.1: A variety of communication services instances provided by multiple NSIs

Different NSIs (NSI A, NSI B and NSI C) contains NFs (e.g. belonging to NSSI AN-1, NSSI AN-2, NSSI CN-1, NSSI CN-2 and NSSI CN-3) as well as all information relevant to the interconnections between these NFs. Different Communication Service Instances are provided by CSP through using different NSIs. For example, Communication Service Instance 1 and Communication Service Instance 2 use NSI A which contains dedicated NSSIs (NSSI CN-1 and NSSI AN-1), Communication Service Instance 3 uses NSI C which contains a dedicated NSSI (NSSI CN-3) and a NSSI (NSSI AN-2) shared with NSI B.
Second Change
5.1
Requirements

5.1.1
General requirements

REQ-5GNS-CON-01 The network slicing management architecture shall allow any deployment options within the Network Operator’s domain.

REQ-5GNS-CON-02
 The set of network slicing management functions shall be generic to all kinds of network function and network function provider.

REQ-5GNS
-CON-03
 The interfaces in between the network slicing management function(s) composing the network slicing management function set shall be standardized.

Editor’s note: the set of network slicing management functions identified in TR 28.801 are: CSMF, NSMF, NSSMF.

REQ-5GNS-CON-04 The interfaces between the network slicing management function set and the network function, or its network function related management function, shall be standardized.

Editor’s note: the set of network slicing management functions identified in TR 28.801 are: CSMF, NSMF, NSSMF.

5.1.2
Network slicing management

REQ-3GPPMS-CON-01 The 3GPP management system shall have the capability to create a new or reuse a managed network slice instance according to the communication service requirements. 
REQ-3GPPMS-CON-02 The 3GPP management system shall have the capability to translate the communication service requirements to network slice related requirements.

REQ-3GPPMS-CON-03 The 3GPP management system shall have the capability to create a new or reuse a managed network slice instance according to the network slice related requirements.NOTE: The network slice related requirements include requirements such as: area traffic capacity, charging, coverage area, degree of isolation, end-to-end latency, mobility, overall user density, priority, service availability, service reliability, UE speed.

Editor's note: Whether to make a detailed scenario (network slice as a service, network slices as NOP internals) limitation on the CON-01 and CON-03 is FFS.

REQ-3GPPMS -CON-04 The 3GPP management system shall be able to satisfy a request to create a network slice instance. 

REQ-3GPPMS -CON-05 The 3GPP management system shall have the capability to monitor the network slice related data and provide the agreed data to an authorized consumer. 
REQ-3GPPMS -CON-06 The 3GPP management system shall be able to satisfy a request to create a network slice subnet instance. 

REQ-3GPPMS-CON-07 The 3GPP management system shall be able to evaluate the feasibility of providing a new NSI which does not impact with the existing NSI(s)
REQ-3GPPMS-CON-08 The 3GPP management system should have the capability of re-allocating the resources of NSIs according to the priority.
REQ-3GPPMS-CON-09 The 3GPP management system shall be able to manage the NSI lifecycle.

REQ-3GPPMS-CON-10 The 3GPP management system shall be able to provide link requirements related to the network slice (e.g. topology, QOS parameters) to the appropriate management system that handles the TN part related to the slice (e.g. via NFV MANO).
REQ-3GPPMS-CON-11: The 3GPP management system shall be able to report performance measurement data of a network slice instance to the NOP.  

REQ-3GPPMS-CON-12: The 3GPP management system shall be able to report performance measurement data of a network slice subnet instance to the NOP.
REQ-3GPPMS-CON-13 The 3GPP management system shall be able to report fault management data of a network slice instance.
REQ-3GPPMS-CON-14 The 3GPP management system shall be able to report fault management data of a network slice subnet instance.

REQ-3GPPMS-CON-15 The 3GPP management system shall be able to activate a network slice instance.

REQ-3GPPMS-CON-16 The 3GPP management system shall be able to de-activate a network slice instance.

REQ-3GPPMS-CON-17 The 3GPP management system shall be able to modify a network slice instance.

REQ-3GPPMS-CON-18 The 3GPP management system shall be able to terminate a network slice instance.

REQ-3GPPMS-CON-19 The 3GPP management system shall be able to activate a network slice subnet instance. 

REQ-3GPPMS-CON-20 The 3GPP management system shall be able to modify a network slice subnet instance. 

REQ-3GPPMS-CON-21 The 3GPP management system shall be able to de-activate a network slice subnet instance. 

REQ-3GPPMS-CON-22 The 3GPP management system shall be able to terminate a network slice subnet instance. 
REQ-3GPPMS-CON-X The 3GPP management system shall be able to validate communication service requirements against an existing communication service requirements contract with the requesting consumer.
Third Change
5.4
High-level use cases

5.4.1
Network slicing supporting communication services
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	A communication service provider (CSP) uses the network slicing service provided by operator to offer communication services to end users.
	

	Actors and Roles
	A communication service provider (CSP), who plays the role of consumer of network slicing service.
Operator, who plays also the role communication service provider, offers network slicing service(s).
	

	Telecom resources
	Managed network slice instances.
	

	Assumptions
	N/A
	

	Pre-conditions
	The CSP and the operator negotiate and sign the communication service requirements contract.
	

	Begins when 
	The CSP declares communication service requirements to the operator. The operator’s management system verifies that the CSP communication service requirements are in accordance with the said contract. The operator triggers the NSI preparation phase which includes the creation and verification of network slice template(s), the on boarding of these, preparing the necessary network environment, which are used to support the lifecycle of NSIs and any other preparations that are needed in the network.
	

	Step 1 (M)
	Based on the requirements (e.g. coverage area, number and distribution of users, traffic demand, mobility, latency, etc.) from the consumer of network slicing service, the operator prepares the corresponding NSI(s).
	

	Step 2 (M)
	After the NSI preparation phase, the operator triggers the deployment of the NSI.
1)
If the CSP plans to operate services crossing multiple operators' administrative domains, this may even require cross-country operations. The operator management system will perform cross-domain collaboration with the management systems from other administrative domains for NSI deployment.
2)
If customization of TN is required, the operator management system and TN management system will first cooperate on network planning of TN. 
3)
The operator management system performs overall mapping and coordination among different technical domains in order to provide the end-to-end services via the NSI.
	

	Ends when
	After the successful deployment of the NSI, the operator maintains the NSI during the lifecycle of the NSI. 
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The NSI(s) is provided by the operator to the CSP to support multiple communication services.
	

	Traceability
	 REQ-3GPPMS-CON-01, REQ-3GPPMS-CON-02, REQ-3GPPMS-CON-03, REQ-3GPPMS-CON-04, REQ-3GPPMS-CON-05, REQ-3GPPMS-CON-07, REQ-3GPPMS-CON-08, REQ-3GPPMS-CON-09, REQ-3GPPMS-CON-10, REQ-3GPPMS-CON-X
	


