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3
Rationale

Based on the network slice selection related description in TS 23.501[1] and TS 23.502 [2], this contribution proposes to discuss the management aspect to support network slice selection.
3.1 Firstly, in TS 23.501[1] the UE Registeration with AMF re-allocation is described as follows:
When an AMF receives a Registration request, the AMF may need to reroute the Registration request to another AMF, e.g. when network slicing is used and the initial AMF is not the appropriate AMF to serve the UE. The Registration with AMF re-allocation procedure, described in figure 4.2.2.2.3-1, is used to reroute the NAS message of the UE to the target AMF during a Registration procedure.
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Figure 4.2.2.2.3-1: Registration with AMF re-allocation procedure
The initial AMF and the target AMF register their capability at the NRF.

1.
Steps 1 and 2 of figure 4.2.2.2.2-1 have occurred, and the (R)AN sends the Registration request message within an Initial UE message to the initial AMF.wm de
2.
If the AMF needs the SUPI and/or UE's subscription information to decide whether to reroute the Registration Request or if the Registration Request was not sent integrity protected or integrity protection is indicated as failed, then AMF performs steps 4 to 9a of figure 4.2.2.2.2-1.

3a.
[Conditional] Initial AMF to UDM: Nudm_SDM_Get (SUPI, Slice selection data request).


If the initial AMF needs UE's subscription information to decide whether to reroute the Registration Request and UE's slice selection subscription information was not provided by old AMF, then initial AMF request UE's slice selection data from UDM by invoking the Nudm_SDM_Get (see clause 5.2.3.3.1) service operation. UDM may get this information from UDR by Nudr_UDM_Query(SUPI, Subscribed S-NSSAIs).
3b.
UDM to initial AMF: Response to Nudm_SDM_Get with (Subscribed S-NSSAIs).


UDM responds with slice selection data to initial AMF.

4a.
[Conditional] Initial AMF to NSSF: Slice Selection request (Requested NSSAI, Mapping Of Requested NSSAI, Subscribed S-NSSAIs, TAI, PLMN ID of the SUPI).

If there is a need for slice selection, (see clause 5.15.2.1 of TS 23.501 [2]), e.g. the initial AMF cannot serve all the S-NSSAI(s) from the Requested NSSAI permitted by the subscription information, the initial AMF sends a Slice Selection Request to the NSSF. It sends to NSSF Requested NSSAI, Mapping Of Requested NSSAI, Subscribed S-NSSAIs, PLMN ID of the SUPI and the TAI of the UE.

4b.
[Conditional] NSSF to Initial AMF: Slice Selection response (AMF Set or list of AMF addresses, Allowed NSSAI, [Mapping Of Allowed NSSAI], [NSI ID(s)], [NRF(s)], [List of rejected (S-NSSAI(s), cause value(s))]).

The NSSF performs the steps specified in point (B) in clause 5.15.2.1 of TS 23.501 [2]. The NSSF returns to initial AMF the Allowed NSSAI, optionally the Mapping Of Allowed NSSAI, and the target AMF Set or, based on configuration, the list of candidate AMF(s). The NSSF may return NSI ID(s) associated to the Network Slice instance(s) corresponding to certain S-NSSAI(s). The NSSF may return the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s). It may return also information regarding rejection causes for S-NSSAI(s) not included in the Allowed NSSAI.
NOTE:
The NRF(s) returned by the NSSF, if any, belong to any level of NRF (see clause 6.2.6 of TS 23.501 [2]) according to the deployment decision of the operator.

…….
[Discussion#1] As mentioned above, NSSF needs to be aware of relationship of NSI ID(s) and s-NSSAI(s).

OAM system is responsible for provisioning of 5G networks and network slicing, include generate the NSI Id for NSI. So this relationship can be configured by OAM system.

Issue#1: How OAM system obtains the s-NSSAI(s). One possibility, 3GPP management system receives the s-NSSAI which is assigned by NOP in the network slice request.
3.2 Secondly, Network Function and Network Function Service Registeration and de-registeration is described in Clause 7.1.5 in TS 23.501 [1] as follows:
7.1.5
Network Function and Network Function Service registration and de-registration

For the NRF to properly maintain the information of available NF instances and their supported services, each NF instance informs the NRF of the list of NF services that it supports.

NOTE:
The NF informs the appropriate NRF based on configuration.

The NF instance may make this information available to NRF when the NF instance becomes operative for the first time (registration operation) or upon individual NF service instance activation/de-activation within the NF instance (update operation) e.g. triggered after a scaling operation. The NF instance while registering the list of NF services it supports, for each NF service, may provide a notification endpoint information for each type of notification service that the NF service is prepared to consume, to the NRF during the NF instance registration. The NF instance may also update or delete the NF service related parameters (e.g. to delete the notification endpoint information). Alternatively, another authorised entity (such as an OA&M function) may inform the NRF on behalf of an NF instance triggered by an NF service instance lifecycle event (register or de-registration operation depending on instance instantiation, termination, activation, or de-activation). Registration with the NRF includes capacity and configuration information at time of instantiation.
The NF instance may also de-registers from the the NRF when it's about to gracefully shut down or disconnect from the network in a controlled way. If an NF instance become unavailable or unreachable due to unplanned errors (e.g. NF crashes or there are network issues), an authorised entity shall deregister the NF instance with the NRF.
The procedure of NF Service Registeration, NF service update and NF service deregistration are described in Clause 4.17.1, Clause 4.17.2 and Clause 4.17.3 in TS 23.502 [2] as follows:

4.17.1
NF service Registration
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Figure 4.17.1-1: Nnrf_NF Registration procedure
1.
NF service consumer e.g. AMF instance sends Nnrf_NFManagement_NFRegister Request message (the NF profile of NF service consumer) to NRF to inform the NRF of its NF profile when the NF service consumer becomes operative for the first time. According to clause 6.2.6 of TS 23.501 [2], the NF profile of NF service consumer includes NF type, FQDN or IP address of NF, Names of supported services, Endpoint information of instance(s) of each supported service and other service parameter.


In case of UDR, the request message may include Range(s) of SUPIs and/or the Data Set Identifier(s) served by the UDR instance.

NOTE 1:
The NF profile of NF service consumer interact with NRF are configured by OAM system.
2.
The NRF stores the NF profile of NF service consumer and marks the NF service consumer available.

NOTE 2:
Whether the NF profile sent by NF service consumer to NRF needs to be integrity protected by the NF service consumer and verified by the NRF is to be decided by SA3.

3.
The NRF acknowledge NF Registration is accepted via Nnrf_NFManagement_NF Register response.

4.17.2
NF service update
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Figure 4.17.2-1: Nnrf_NF Update procedure
1.
NF service consumer e.g. AMF instance sends Nnrf_NFManagement_NF Update_Request message (the updated NF profile of NF service consumer) to NRF to inform the NRF of its updated NF profile (e.g. with updated capacity) when e.g. triggered after a scaling operation.

NOTE:
The updated NF profile of NF instance are configured by OAM system.
2.
The NRF updates the NF profile of NF service consumer.
3.
The NRF acknowledge NF Update is accepted via Nnrf_NFManagement_NF Update response.

4.17.3
NF service deregistration
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Figure 4.17.3-1: Nnrf_NF Deregistration procedure
1.
NF service consumer e.g. AMF instance sends Nnrf_NFManagement_NFDeregister_Request message to NRF to inform the NRF of its unavailability when e.g. it's about to gracefully shut down or disconnect from the network.
2.
The NRF marks the NF service consumer unavailable. NRF may remove the NF profile of NF service consumer according to NF management policy.
3.
The NRF acknowledge NF Deregistration is accepted via Nnrf_NFManagement_NF Deregister response.

Thirdly, NRF is described in Clause 6.2.6 in TS 23.501[1] as follows:
6.2.6
NRF

The NF Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance, and provides the information of the discovered NF instances (be discovered) to the NF instance.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID
-
FQDN or IP address of NF
-
NF capacity information
-
NF Specific Service authorization information
-
Names of supported services
-
Endpoint information of instance(s) of each supported service
-
Identification of stored data/information
NOTE 1:
This is only applicable for a UDR profile. See applicable input parameters for Nnrf_NFManagement_NFRegister service operation in TS 23.502 [3] clause 5.2.7.2.2. This information applicability to other NF profiles is implementation specific.
-
Other service parameter, e.g., DNN, notification endpoint for each type of notification that the NF service is interested in receiving.
NOTE 2:
It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in case that e.g. an NF instance has an exceptional service authorization information.
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

NOTE 3:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.
In the context of roaming, multiple NRFs may be deployed in the different networks (see clause 4.2.4):

-
the NRF(s) in the Visited PLMN (known as the vNRF) configured with information for the visited PLMN.

-
the NRF(s) in the Home PLMN (known as the hNRF) configured with information for the home PLMN, referenced by the vNRF via the N27 interface,
[Discussion#2] As mentioned above, two options for Network Function and Network Function Service registration and de-registeration: 
Option 1: OAM system configures NF with its NF profile (including Network Slice related Identifier e.g. s-NSSAI, NSI ID), NF register and deregister NRF with its NF profile;

Option 2: OAM system register and deregister NRF with NF profie (Network Slice related Identifier e.g. s-NSSAI, NSI ID). 
This contribution proposes to add usecase and requirements for management support network slice selection.
4
Detailed proposal

It is proposed to make the following in TS 28.530 [3]
	Start


5.4.X
Management support network slice selection

	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	Configures the NSI to support network slice selection.
	

	Actors and Roles
	NOP
CSP
	

	Telecom resources
	3GPP management system
	

	Assumptions
	
	

	Pre-conditions
	NOP request the 3GPP management system to satisfy the network slice related requirements with the specified s-NSSAI(s) [3].
	

	Begins when 
	3GPP management system creates a new NSI or uses existing NSI to satisfy the network slice related requirements.
	

	Step 1 (M)
	3GPP management system associates the NSI with the specified s-NSSAI(s).
	

	Step 2 (M)
	3GPP management system triggers configuration request to configure NSSF with the relationship of NSI Id(s) and s-NSSAI(s).
	

	Step 3 (M)
	3GPP management system triggers configuration request to configure the NRF with Network Slice related Identifier (e.g. s-NSSAI, NSI ID) [3].

Or 3GPP management system triggers configuration request to configure the 5GC NF instances with Network Slice related Identifier (e.g. s-NSSAI, NSI ID), 5GC NF instance sends NF service registration or update request to NRF with Network Slice related Identifier (e.g. s-NSSAI, NSI ID).

Note: 5GC NF is defined in 3GPP TS 23.501 [3] expect NSSF and NRF.
	

	Ends when
	The NOP has confirmation that the created or reused NSI is configured with specified s-NSSAI.
	

	Exceptions
	All the steps identified above are successfully completed.
	

	Post-conditions
	The NOP can specify certain UEs with the s-NSSAI(s) to access the NSI.
	

	Traceability
	REQ-3GPPMS-CON-X, REQ-3GPPMS-CON-Y, REQ-3GPPMS-CON-Z
	


	Second


.1.2
Network slicing management

REQ-3GPPMS-CON-01 The 3GPP management system shall have the capability to create a new or reuse a managed network slice instance according to the communication service requirements. 
REQ-3GPPMS-CON-02 The 3GPP management system shall have the capability to translate the communication service requirements to network slice related requirements.
REQ-3GPPMS-CON-03 The 3GPP management system shall have the capability to create a new or reuse a managed network slice instance according to the network slice related requirements.NOTE: The network slice related requirements include requirements such as: area traffic capacity, charging, coverage area, degree of isolation, end-to-end latency, mobility, overall user density, priority, service availability, service reliability, UE speed.

Editor's note: Whether to make a detailed scenario (network slice as a service, network slices as NOP internals) limitation on the CON-01 and CON-03 is FFS.
REQ-3GPPMS -CON-04 The 3GPP management system shall be able to satisfy a request to create a network slice instance. 

REQ-3GPPMS -CON-05 The 3GPP management system shall have the capability to monitor the network slice related data and provide the agreed data to an authorized consumer. 
REQ-3GPPMS -CON-06 The 3GPP management system shall be able to satisfy a request to create a network slice subnet instance. 

REQ-3GPPMS-CON-07 The 3GPP management system shall be able to evaluate the feasibility of providing a new NSI which does not impact with the existing NSI(s)
REQ-3GPPMS-CON-08 The 3GPP management system should have the capability of re-allocating the resources of NSIs according to the priority.
REQ-3GPPMS-CON-09 The 3GPP management system shall be able to manage the NSI lifecycle.
REQ-3GPPMS-CON-10 The 3GPP management system shall be able to provide link requirements related to the network slice (e.g. topology, QOS parameters) to the appropriate management system that handles the TN part related to the slice (e.g. via NFV MANO).
REQ-3GPPMS-CON-11: The 3GPP management system shall be able to report performance measurement data of a network slice instance to the NOP.  

REQ-3GPPMS-CON-12: The 3GPP management system shall be able to report performance measurement data of a network slice subnet instance to the NOP.
REQ-3GPPMS-CON-13 The 3GPP management system shall be able to report fault management data of a network slice instance.
REQ-3GPPMS-CON-14 The 3GPP management system shall be able to report fault management data of a network slice subnet instance.

REQ-3GPPMS-CON-15 The 3GPP management system shall be able to activate a network slice instance.

REQ-3GPPMS-CON-16 The 3GPP management system shall be able to de-activate a network slice instance.

REQ-3GPPMS-CON-17 The 3GPP management system shall be able to modify a network slice instance.

REQ-3GPPMS-CON-18 The 3GPP management system shall be able to terminate a network slice instance.

REQ-3GPPMS-CON-19 The 3GPP management system shall be able to activate a network slice subnet instance. 

REQ-3GPPMS-CON-20 The 3GPP management system shall be able to modify a network slice subnet instance. 

REQ-3GPPMS-CON-21 The 3GPP management system shall be able to de-activate a network slice subnet instance. 

REQ-3GPPMS-CON-22 The 3GPP management system shall be able to terminate a network slice subnet instance.
REQ-3GPPMS-CON-X
The 3GPP management system shall be able to obtain s-NSSAI (s).

REQ-3GPPMS-CON-Y
The 3GPP management system shall be able to associate the NSI(s) with s-NSSAI(s).

REQ-3GPPMS-CON-Z
The 3GPP management system shall be able to configure 5GC NF instance with Network Slice related Identifier (e.g. s-NSSAI, NSI ID).
	End
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