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1
Discussion

This is a pCR to TS 32.254 addition of Northbound API charging specific parameters.
2
References

[1]
3GPP TS 32.254 "Northbound Application Program Interfaces (APIs) for exposure function interworking charging".     

3
Rationale

This pCR proposes to add Northbound API charging specific parameters in TS 32.254 "Northbound Application Program Interfaces (APIs) for exposure function interworking charging". 
4
Detailed proposal

Propose to incorporate the following change into the skeleton for TS 32.254[1].   

	First change


6.3
Northbound API charging specific parameters 

6.3.1
Definition of Northbound API charging information
6.3.1.1
Exposure Function API charging information assignment for Service Information

The components in the Service Information that are used for Exposure Function API charging can be found in table 6.3.1.1.1. 

Table 6.3.1.1.1: Service Information used for Exposure Function API charging

	Information Element
	Category
	Description

	Service Information
	OM
	This is a structured field and holds the 3GPP specific parameter as defined in TS 32.299 [50]. 

	Subscriber Identifier
	OM
	This field contains the identification of the user (i.e. IMSI, and MSISDN if any).

	IMS Information
	OM
	This is a structured field and holds IMS specific parameters. 
The complete structure is defined in TS 32.260 [20].

	PS Information
	OM
	This is a structured IE and hold PS specification parameters.
The complete structure is defined in TS 32.251 [11].

	API Invocation Information
	OM
	This is a structured field and holds the Exposure Function API specific parameters. 
The details are defined in clause 6.3.1.2.


6.3.1.2
Definition of the Exposure Function API Information 

Exposure Function API specific charging information is provided within the Exposure Function API Information. The fields of the Exposure Function API Information are indicated with the SCEF from which the information is sent.

The detailed structure of the Exposure Function API Information can be found in table 6.3.1.2.1.

Table 6.3.1.2.1: Structure of the Exposure Function API Information

	Information Element
	Category
	Description

	External Identifier
	OC
	This parameter holds the external Identifier identifying the served party associated to the IMSI or MSISDN or External Group ID, if available 

	SCEF ID
	OC
	This parameter holds the identity of the SCEF used for T8 transaction. 

	SCEF Address
	
	

	Application identifier
	OM
	This parameter holds the identity of application which 

	SCS/AS identifier
	OM
	This parameter holds the identity of SCS/AS which invoke the API via T8 interface 

	TTRI
	Oc
	This parameter holds T8 Transaction Reference ID which refers to transactions (e.g. Set Chargeable Party Request followed by Set Chargeable Party Response, NIDD Submit, etc.) between the SCEF and the SCS/AS when using T8 interface.

	TLTRI
	Oc
	This parameter holds T8 Long Term Transaction Reference ID is which refers to long term transaction (e.g. NIDD Configuration, Group Message Request, Monitoring Event configuration) between the SCEF and the SCS/AS when using T8 interface.

	API Invocation
	OC
	This parameter holds the API Invocation container associated to trigger conditions met. 

	Invocation Timestamp
	OC
	This parameter holds the time stamp when API Invocation was submitted to the SCEF.

	Sender
	OC
	This parameter holds the identifier of sender who send the invocation, e.g.SCS or Network function.

	Message Content
	OC
	This parameter holds the message content (e.g. PUT, POST, DELETE) used in the T8 interface for the the API invocation.if available。

	API Size
	OC
	This parameter holds size of API payload.

	Result Code
	OC
	This parameter holds the result of API Invocation.


6.3.2
Detailed message format for offline charging
The following clause specifies per Operation Type the charging data that are sent by SCEF for Exposure Function API offline charging. 

The Operation Types are listed in the following order: S (Start)/I (Interim)/S (Stop)/E (Event). Therefore, when all Operation Types are possible it is marked as SISE. If only some Operation Types are allowed for a node, only the appropriate letters are used (i.e. SIS or E) as indicated in the table heading. The omission of an Operation Type for a particular field is marked with "-" (i.e. SI-E). Also, when an entire field is not allowed in a node the entire cell is marked as "-". 

Table 6.3.2.1 illustrates the basic structure of the supported fields in the Charging Data Request message for Exposure Function API offline charging. 

Table 6.3.2.1: Supported fields in Charging Data Request message
	Information Element
	Node Type
	SCEF

	
	Supported Operation Types
	S/I/S/E

	Session Identifier
	SIS-

	Originator Host
	SIS-

	Originator Domain
	SIS-

	Destination Domain
	SIS-

	Operation Type
	SIS-

	Operation Number
	SIS-

	Operation Identifier
	SIS-

	User Name
	SIS-

	Destination Host
	SIS-

	Operation Interval
	SIS-

	Origination State
	SIS-

	Origination Timestamp
	SIS-

	Proxy Information
	SIS-

	Route Information
	SIS-

	Operation Token
	SIS-

	Subscriber Identifier
	SIS-

	External Identifier
	SIS-

	SCEF ID
	SIS-

	SCEF Address
	SIS-

	TTRI
	SIS-

	TLTRI
	SIS-

	Application Identifier
	SIS-

	SCS/AS Identifier
	SIS-

	List of API Invocation
	
SIS-


6.3.3
Detailed message format for online charging
The Operation types are listed in the following order: I [initial] /U [update]/ T [terminate]/E [event]. Therefore, when all Operation types are possible it is marked as IUTE. If only some Operation types are allowed for a node, only the appropriate letters are used (i.e. IT or E) as indicated in the table heading. The omission of an Operation type for a particular field is marked with "-" (i.e. I-E). Also, when an entire field is not allowed in a node the entire cell is marked as "-".

Table 6.3.3.1 illustrates the basic structure of the supported fields in the Debit / Reserve Units Request for exposure function API online charging. 
Table 6.3.3.1: Supported fields in Debit / Reserve Units Request message 
	Information Element
	Service Type
	SCEF

	
	Supported Operation Types
	I/U/T/E

	Session Identifier
	IUT-

	Originator Host
	IUTE

	Originator Domain
	IUTE

	Destination Domain
	IUTE

	Operation Identifier
	IUTE

	Operation Token
	IUTE

	Operation Type
	IUTE

	Operation Number
	IUTE

	Destination Host
	IUTE

	User Name
	IUTE

	Origination State
	IUTE

	Origination Timestamp
	IUTE

	Subscriber Identifier
	IUTE

	Termination Cause
	--T-

	Requested Action
	IUTE

	Multiple Operation
	IU-E

	Multiple Unit Operation
	IUTE

	Proxy Information
	IUTE

	Route Information
	IUTE

	Service Information
	IUTE

	Service Information with API Invocation Information

	SCEF Node
	IUTE

	SCEF Address
	IUTE

	SCS/AS Identifier 
	IUTE

	Appliction Identifier
	IUTE

	TTRI
	IUTE

	TLTRI
	IUTE

	API Invocation
	IUTE

	Invocation Timestamp
	IUTE

	Sender
	IUTE

	Message Content
	IUTE

	API Size
	IUTE

	Result Code
	IUTE

	External Identifier
	IUTE


	End of changes


