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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

 [2]
3GPP TS 28.531: 3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Telecommunication management; Provisioning of 5G networks and network slicing; Concepts, use cases and requirements (Release 15)
3
Rationale

In TS23.530 item 5.15.1 mentions:

“A Network Slice is defined within a PLMN and shall include:

-
the Core Network Control Plane and User Plane Network Functions, as described in clause 4.2,

and, in the serving PLMN, at least one of the following:

-
the NG Radio Access Network described in 3GPP TS 38.300 [27],

-
the N3IWF functions to the non-3GPP Access Network described in clause 4.2.7.2.”

This implies that an NSI can extend multiple PLMN: the PLMN with the core part and the serving PLMN. A use case corresponding addressing such a multi-PLMN NSI must be managed. 

4
Detailed proposal

First Change
5.1.5 Network slice instance creation across PLMN
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To create a new managed network slice instance across multiple operators
	

	Actors and Roles
	NSMF of NOP A manages the network slice instance
NSSMF of NOP A manages the network slice subnet instance corresponding to the core and NSSMF of the (serving) NOP B NG Radio  Access Network

	

	Telecom resources
	Managed network slice instance
Managed network slice subnet instance

	

	Assumptions
	N/A

	

	Pre-conditions
	NST has been already on-boarded and available in NSMF.
Contractual agreements between NOP A and NOP B exist to support the request of NSSI from NOP A to NOP B.
	

	Begins when 
	NSMF receives the network slice related requirements, the information indicating that the requested NSI must be hosted with core network in NOP A and the radio access network in NOP B.
	

	Step 1 (M)
	NSMF derives network slice subnet related requirements and transport network related requirements (e.g. latency, bandwidth) from network slice related requirements. 
	

	Step 2 (M)
	The NSMF requests over the interface between NOP A and NOP B management systems the NSSI corresponding to the radio access part.
	Network slice subnet creation use case

	Step 3 (M)
	The NSMF requests the NSSMF managing the core part in NOP A for the NSSI for the core network.
	Network slice subnet creation use case

	Step 4 (M)
	NSMF receives the information of MNSSI(s) (e.g. MNSSI Id, service access point information of NSSI, external connection point information of NSSI). For NOP B management system and the core network NSSMF in NOP A
	

	Step 5 (M)
	NSMF associates the NSSI(s) with the corresponding NSI and triggers to establish the relationship between service access points of NSSI(s). 
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	An NSI is ready to satisfy the network slice related requirements.
	

	Traceability 
	REQ-NSM_NSSMF-FUN-1, REQ-NSM_NSSMF-FUN-2, REQ-NSM_NSMF-FUN-3, REQ-NSM_NSMF-FUN-4. REQ-NSM_NSMF-FUN-X
	


Second Change
5.2 Requirements
5.2.1 Requirements for interface provided by NSMF
REQ-NSM_NSMF-FUN-1
The NSMF shall have the capability allowing its consumer to request a network slice instance.
REQ-NSM_NSMF-FUN-2
The NSMF shall have the capability to derive network slice subnet related requirements from network slice related requirements.

REQ-NSM_NSMF-FUN-3
The NSMF shall have the capability to provide network slice subnet related requirements.
REQ-NSM_NSMF-FUN-4
The NSMF shall have the capability allowing its consumer to  request the termination of a network slice instance.
5.2.2 Requirements for interface provided by NSSMF
REQ-NSM_NSSMF-FUN-1
The NSSMF shall have the capability allowing its consumer to request a network slice subnet instance.

REQ-NSM_NSSMF-FUN-2
The NSSMF shall have the capability to send NSSI information to its consumer.

REQ-NSM_NSSMF-FUN-3
The NSSMF shall have the capability to send NS lifecycle management request to NFVO.

REQ-NSM_NSSMF-FUN-4
The NSSMF shall have the capability to receive network slice subnet related requirements from NSMF.

REQ-NSM_NSSMF-FUN-5
The NSSMF shall have the capability to decide to create a new NSSI or reuse an existing NSSI based on the network slice subnet related requirements.
REQ-NSM_NSSMF-FUN-6
The NSSMF shall have the capability to associate the NS instance with corresponding NSSI.

REQ-NSM_NSSMF-FUN-7
The NSSMF shall have the capability to provide the NSSI information.
REQ-NSM_NSSMF-FUN-X   Based on operator policy, the NSSMF related management interface shall be exposed to a 3rd party (e.g. another operator). 
