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1
Decision/action requested

This document is submitted for discussion and endorsement.
2
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3
Rationale

3.1  Basic service requriements for network slice instance based subscription
3GPP SA1 service requirements in [1] TS 22.261 contains subclause 6.1 Network slicing, that specify the behavor of NOP to allow UE to access difference nework slice instance based on subscription.
· The 5G system shall allow the operator to create, modify, and delete a network slice.
· The 5G system shall allow the operator to configure the information which associates a UE to a network slice.
· The 5G system shall allow the operator to assign a UE to a network slice, to move a UE from one network slice to another, and to remove a UE from a network slice based on subscription, UE capabilities, the access technology being used by the UE, operator's policies and services provided by the network slice.

3GPP SA1 service requirements in [1] TS 22.261 contains subclause 6.10 Network capability exposure, that allow NOP to provide suitable APIs to trustred 3rd party
· Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted 3rd party to create, modify, and delete network slices used for the 3rd party.
· Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to monitor the network slice used for the 3rd party.
· Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to define and update the set of services and capabilities supported in a network slice used for the 3rd party.

· Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to configure the information which associates a UE to a network slice used for the 3rd party.

· Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to configure the information which associates a service to a network slice used for the 3rd party.

· Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to assign a UE to a network slice used for the 3rd party, to move a UE from one network slice used for the 3rd party to another network slice used for the 3rd party, and to remove a UE from a network slice used for the 3rd party based on subscription, UE capabilities, and services provided by the network slice.

· The 5G network shall provide a mechanism to expose broadcasting capabilities to trusted 3rd party broadcasters' management systems.

· Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted 3rd party to manage this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.
· Based on operator policy, the 5G network shall provide suitable APIs to allow a 3rd party to monitor this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.
· Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to scale a network slice used for the 3rd party, i.e., to adapt its capacity.

· Based on operator policy, a 5G network shall provide suitable APIs to allow one type of traffic (from trusted 3rd party owned applications in the operator's Service Hosting Environment) to/from a UE to be offloaded to a Service Hosting Environment close to the UE's location. 
· Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party application to request appropriate QoE from the network.
3.2 ETSI ISG NFV NaaS, IaaS aspect
 [4] ETSI ISG NFV IFA010 v2.1.1 definitions on resource user group concepts for virtual resource instances as following.
Infrastructure resource group: logical resource collection grouping virtual resource instances assigned to a tenant along with Software Images
multi-tenancy: feature where physical ,virtual or service resources are allocated in such a way that multiple tenants and their computations and data are isolated from and inaccessible by each another 

NOTE: This definition has been specialized from the term "multi-tenancy" as defined in Recommendation ITU-T Y.3500 [i.8].
Service resource group: logical resource collection that groups a subset of service resource instances assigned to a tenan
NOTE: A service resource group can include NS, VNF, PNF, VNFFG and NFP.
Tenant: one or more NFV MANO service users sharing access to a set of physical ,virtual or service resources
[4] specify virtual resource suer group concept in subclause 5.2 General functional requirements for Multi-Tenancy.
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Figure 5.2-1: Entities relevant to multi-tenancy in NFV ISG NFV IFA010 v2.1.1

3.3 Discussion on service use groups in network slice context

Case A: in Figure 3.3_A, network operator desgins a network slice type for a user group, and would create network slice instance for this user group. This user group should be identified by a particular subscription while UE registers to 5G system according to TS 23.501. 
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Figure 3.3_A: Case A, one user group per network slice instance

Case B: in Figure 3.3_B, network operator desgins a network slice type for multiple user groups, and would create network slice instance for this user group. For example, a MBB type network slice should be suitable for multiple service requirements that are derived from public comsumer and enterprise service users. Network operator might assigns those service user groups to this network slice type and this network slice instanc that meet required service needs. According to TS 23.501, 5G Core should be capable to help select network slice instance according to user subscription and network status. 
Since 3GPP system is to support 3rd party customers with a network slice instance.
NOTE:  It is FFS that 5G management system to distinguish the network slice object and user groups, for purposes of managmenet and charging. 
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Figure 3.3_B: Case B, multiple user groups per network slice instance

Case C: in Figure 3.3_C, network operator creates multiple network slice instances or network slice subnet instances for this user group. This case is also supported in subclause 5.15.2.1 General, that multiple Network Slice instances associated with the same S-NSSAI may be deployed in the same or in different Tracking Areas
For example, an enterprise user can assign a user group that consumes multiple network slice isntances for an assumed “e2e network service”. The typical scenario is the case that an enterprise application uses a dedicated networks for more determined connectivity service. 
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Figure 3.3_C: Case C, one user group served by multiple network slice instances
Discussion：

According to above discussions, the case A and case B are higly recommended to support in release 15. The case C is also valid scenario and may be also supported in release 15.

Network slice instance is a management objective in 5G management system, that may contain user group identifier to support user group charging, user group management data aggregation uses. According to service requriements in [1], SA5 is asked to discuss if and how the user group based management data is also management objective in release 15.
4
Detailed proposal

According to obove discussion, SA5 is asked to conclude agreements to take into account when specify 5G management system.

1. Resource use group in [4] is within virtual resource management domain, 5G management system should mantian user group for service with no considerations of concept in [4]. But, 5G management system should be capable to correlate slice base vritual resource management data in release 15 and might be capable to correlate service user group virtual resource comsumption in lrease 15.

2. 5G management system (per MF, NSMF and NSSMF) shall be able to identify service user group or tenant when handle network slice lifecycle management, performance, fault management. 

3. 5G management system shall be able to align subscription and service user group, and make requirements supported for network slice life cycle management.
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