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1
Decision/action requested

It is asked to discuss and approve this contribution.
2
References

[1]
3GPP TS 22.261: "Service requirements for the 5G system v15.1.0".
[2]
3GPP TS 28.530: "Management of 5G networks and network slicing; concepts, use cases and requirements v0.4.0".
3
Rationale

The SA5 group agreed that network slice as a service can be offered by a CSP to its CSC in the form of a communication service [2].
***********************************Extract from TS 28.530 start*************************************
4.1.6
Network Slice as a Service (NSaaS)
Network Slice as a Service (NSaaS) can be offered by a CSP to its CSC in the form of a communication service. In turn, these CSC can play the role of CSP and offer their own services (e.g. communication services) on top of the network slice. The customer can also play the role of NOP and could build their own network containing the network slice offered by the operator. In this model, both CSP offering NSaaS and CSC consuming NSaaS have the knowledge of the existence of network slices. Depending on service offering, CSP offering NSaaS may impose limits on the network slice characteristics exposure to the CSC, and the CSC can manage the network slice according to network slice characteristics exposed and agreed upon limited level of management by the CSP.

The network slice services offered by the CSP could be characterized by certain network characteristics, e.g.

- radio access technology,
- bandwidth,

- end-to-end latency,

- reliability,

- guaranteed / non-guaranteed QoS,

- security level, etc.

Figure 4.1.6.1 illustrates some examples on how network slices can be utilized to deliver communication services, including Network Slice as a Service:

a)
A Network Slice as a Service is provided to CSC-A by CSP-A. The communication service is the actual network slice.

b)
CSC-A can use the offered network slice by CSP-A to deliver Communication Services (becoming CSP-B) to end customers (CSC-B). CSC-A/CSP-B may connect additional network functions to the offered NSaaS in support of the delivered Communication Services.
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Figure 4.1.6.1: Examples of Network Slice as a Service being utilized to deliver communication services to end customers.

***********************************Extract from TS 28.530 end**************************************
The customer using one of those services may need to have certain management capability for its own management needs [1]. For this purpose, certain level of exposure of the management information may be provided by the 3GPP management system with the operator agreement. 

***********************************Extract from TS 28.530 start*************************************

6.10.2
Requirements

The following set of requirements complement the requirements listed in 3GPP TS 22.101 [6], clause 29.
Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted 3rd party to create, modify, and delete network slices used for the 3rd party.
Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to monitor the network slice used for the 3rd party.
Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to define and update the set of services and capabilities supported in a network slice used for the 3rd party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to configure the information which associates a UE to a network slice used for the 3rd party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to configure the information which associates a service to a network slice used for the 3rd party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to assign a UE to a network slice used for the 3rd party, to move a UE from one network slice used for the 3rd party to another network slice used for the 3rd party, and to remove a UE from a network slice used for the 3rd party based on subscription, UE capabilities, and services provided by the network slice.

……

***********************************Extract from TS 28.530 end**************************************
This contribution proposes to add the business level requirements and use case of the exposure of management information for the case “network slice as a service” to 3GPP TS 28.530 [2]. The contribution also proposes to resolve some useless punctuations in [2].
 4
Detailed proposal

It is proposed to make the following changes to TS 28.530 [2].
	1st change


5.1.2
Network slicing management

REQ-3GPPMS-CON-01 The 3GPP management system shall have the capability to create a new or reuse a managed network slice instance according to the communication service requirements. 
REQ-3GPPMS-CON-02 The 3GPP management system shall have the capability to translate the communication service requirements to network slice related requirements.
REQ-3GPPMS-CON-03 The 3GPP management system shall have the capability to create a new or reuse a managed network slice instance according to the network slice related requirements.NOTE: The network slice related requirements include requirements such as: area traffic capacity, charging, coverage area, degree of isolation, end-to-end latency, mobility, overall user density, priority, service availability, service reliability, UE speed.

Editor's note: Whether to make a detailed scenario (network slice as a service, network slices as NOP internals) limitation on the CON-01 and CON-03 is FFS.
REQ-3GPPMS -CON-04 The 3GPP management system shall be able to satisfy a request to create a network slice instance. 

REQ-3GPPMS -CON-05 The 3GPP management system shall have the capability to monitor the network slice related data and provide the agreed data to an authorized consumer. 
REQ-3GPPMS -CON-06 The 3GPP management system shall be able to satisfy a request to create a network slice subnet instance. 

REQ-3GPPMS-CON-07 The 3GPP management system shall be able to evaluate the feasibility of providing a new NSI which does not impact with the existing NSI(s)
REQ-3GPPMS-CON-08 The 3GPP management system should have the capability of re-allocating the resources of NSIs according to the priority.
REQ-3GPPMS-CON-09 The 3GPP management system shall be able to manage the NSI lifecycle.
REQ-3GPPMS-CON-10 The 3GPP management system shall be able to provide link requirements related to the network slice (e.g. topology, QOS parameters) to the appropriate management system that handles the TN part related to the slice (e.g. via NFV MANO).
REQ-3GPPMS-CON-11 The 3GPP management system shall be able to report performance measurement data of a network slice instance to the NOP.  

REQ-3GPPMS-CON-12 The 3GPP management system shall be able to report performance measurement data of a network slice subnet instance to the NOP.
REQ-3GPPMS-CON-13 The 3GPP management system shall be able to report fault management data of a network slice instance.
REQ-3GPPMS-CON-14 The 3GPP management system shall be able to report fault management data of a network slice subnet instance.

REQ-3GPPMS-CON-15 The 3GPP management system shall be able to activate a network slice instance.

REQ-3GPPMS-CON-16 The 3GPP management system shall be able to de-activate a network slice instance.

REQ-3GPPMS-CON-17 The 3GPP management system shall be able to modify a network slice instance.

REQ-3GPPMS-CON-18 The 3GPP management system shall be able to terminate a network slice instance.

REQ-3GPPMS-CON-19 The 3GPP management system shall be able to activate a network slice subnet instance. 

REQ-3GPPMS-CON-20 The 3GPP management system shall be able to modify a network slice subnet instance. 

REQ-3GPPMS-CON-21 The 3GPP management system shall be able to de-activate a network slice subnet instance. 

REQ-3GPPMS-CON-22 The 3GPP management system shall be able to terminate a network slice subnet instance.
REQ-3GPPMS-CON-X1 The 3GPP management system shall have the capability of exposing network slice management information for network slice as a service to the communication service provider.
	2nd change


5.4
High-level use cases
5.4.x 

Exposure of network slice management information for network slice as a service case
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To expose network slice management information to a Communication Service Provider (CSP) consuming Network Slice as a Service (NSaaS) based on mutual agreement.
	

	Actors and Roles
	CSP consuming NSaaS
	

	Telecom resources
	3GPP management system

NSI
	

	Assumptions
	Network slice management information of NSI can be exposed to the CSP consuming NSaaS according to the pre-defined agreements. 
	

	Pre-conditions
	1. NSaaS level exposure has been agreed upon and the CSP offering the NSaaS is aware of it.

2. An NSI used for NSaaS is created.
	

	Begins when 
	The CSP consuming NSaaS wants to get the management information of the network slice.
	

	Step 1 (M)
	The CSP consuming NSaaS sends requests to the 3GPP management system for the exposure management information of network slice.
	

	Step 2 (M)
	The 3GPP management system provides the CSP consuming NSaaS of exposed information for the NSaaS scenario.
	

	Ends when
	The network slice management information is provided.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The CSP consuming NSaaS is aware of the management information of the network slice.
	

	Traceability
	REQ-3GPPMS-CON-X1
	


	End of changes


