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Rationale

Add a use case for configuration of the RAN NSSI constituents. 
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Detailed proposal

	1st modified section


5.1
Use cases

5.1.1
Network Slice instance creation
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To create a new network slice instance or use existing network slice instance to satisfy the network slice related requirements.
	

	Actors and Roles
	NSMF manages the network slice instance
NSSMF manages the network slice subnet instance
TN Manager manages transport network
	

	Telecom resources
	Network slice instance
Network slice subnet instance
Transport network
	

	Assumptions
	N/A

	

	Pre-conditions
	NST has been already on-boarded and available in NSMF.
	

	Begins when 
	NSMF receives the network slice related requirements, the information indicating whether the requested NSI could be shared may be included in the network slice related requirements.
	

	Step 1 (M)
	If there is information indicating the requested NSI can be shared and if an existing available NSI can be used, NSMF decides to use the existing NSI.
Modification of the existing NSI may be needed to satisfy the network slice related requirements. Use case is completed go to “Ends when”.
Otherwise, NSMF trigger to create a new NSI, the following steps are needed to create a new NSI. 
	

	Step 2 (M)
	NSMF derives network slice subnet related requirements and transport network related requirements (e.g. latency, bandwidth) from network slice related requirements. 
	

	Step 3 (M)
	For each network slice subnet related requirements, NSMF sends network slice subnet related requirements to NSSMF to request a NSSI.
	Network slice subnet creation use case

	Step 4 (M)
	NSMF receives the information of NSSI(s) (e.g. NSSI Id, service access point information of NSSI, external connection point information of NSSI).
	

	Step 5 (M)
	NSMF sends the transport network related requirements (e.g. external connection point, latency and bandwidth) to TN Manager.
	

	Step 6 (M)
	NSMF receives the response from TN Manager.
	

	Step 7 (M)
	NSMF associates the NSSI(s) with the corresponding NSI and triggers to establish the relationship between service access points of NSSI(s). 
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	An NSI is ready to satisfy the network slice related requirements.
	

	Traceability 
	REQ-NSM_NSSMF-FUN-1, REQ-NSM_NSSMF-FUN-2, REQ-NSM_NSMF-FUN-3, REQ-NSM_NSMF-FUN-4.
	


Editor’s NOTE: NSMF or NSSMF interacts with TN manager is FFS, NSMF or NSSMF interacts with TN manager directly or through other management system is FFS, so the TN related description in this usecase needs revisiting according to the architecture discussion.
5.1.2
Network slice subnet instance creation
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	Create a new network slice subnet instance or use an existing network slice subnet instance to satisfy the network slice subnet related requirements.
	

	Actors and Roles
	NSSMF manages the network slice subnet instance.
NFVO manages the NS instance.
	

	Telecom resources
	Network Slice Subnet instance
Network Service instance
	

	Assumptions
	Network slice subnet instance includes the network function which is virtualized
	

	Pre-conditions
	NSST has been already on-boarded and available in NSSMF.
	

	Begins when 
	NSSMF receives network slice subnet related requirements, the NSST Id is included in the network slice subnet related requirements.
	

	Step 1 (M)
	Based on the network slice subnet related requirements received, NSSMF decides to create a new NSSI or reuse an existing NSSI.
	

	Step 2 (M)
	If reuses an existing network slice subnet instance, NSSMF may trigger to modify the existing network slice subnet instance to satisfy the network slice subnet related requirements. Use case is completed go to “Ends when”.
Otherwise, NSSMF triggers to create a new NSSI, the following steps are needed.
	

	Step 3 (O)
	If the required NSSI contains constituent NSSI(s) managed by another NSSMF, the first NSSMF derives the requirements for the constituent NSSI(s) and sends it to the second NSSMF which manages the constituent NSSI(s).

The first NSSMF receives the constituent NSSI information from the second NSSMF and associates the constituent NSSI(s) with the required NSSI.
	

	Step 4 (M)
	Based on the network slice subnet related requirements received and NSST, NSSMF determines the NS related requirements (i.e. information about the target NSD and additional parameterization for the specific NS to instantiate, see clause 7.3.3 in ETSI GS NFV-IFA013 [3]).
	

	Step 5 (M)
	Based on the NS related requirements, NSSMF triggers corresponding NS instance request to NFVO with Os-Ma-nfvo interface as described in clause 6.4.3 in TS 28.525 [2].
	TS 28.525 [2] Clause 6.4.3 NS instance use cases

	Step 6 (M)
	NSSMF associates the NS instance with corresponding network slice subnet instance.
	

	Step 7 (M)
	NSSMF triggers the network management system system to configure the NSSI constituents.
In case of RAN NSSI, the request for configuration contains RRM policy information for individual Radio cells. In the cells shared by multiple NSSIs such policy includes guidance for split of Radio resources between the NSSIs.

Editor’s NOTE: other aspects of how NSSMF configures the NSSI constituents is FFS.
	

	Step 8 (M)
	NSSMF notify the NSMF with the NSSI information (e.g. NSSI Id).
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	A NSSI is ready to satisfy the network slice subnet related requirements.
	

	Traceability 
	REQ-NSM_NSSMF-FUN-3, REQ-NSM_NSSMF-FUN-4, REQ-NSM_NSSMF-FUN-5, REQ-NSM_NSSMF-FUN-6, REQ-NSM_NSSMF-FUN-7, NSSMF-FUN-X.
	


	2nd modified section


5.2.2
Requirements for interface provided by NSSMF
REQ-NSM_NSSMF-FUN-1
The NSSMF shall have the capability allowing its consumer to request a network slice subnet instance.

REQ-NSM_NSSMF-FUN-2
The NSSMF shall have the capability to send NSSI information to its consumer.

REQ-NSM_NSSMF-FUN-3
The NSSMF shall have the capability to send NS lifecycle management request to NFVO.

REQ-NSM_NSSMF-FUN-4
The NSSMF shall have the capability to receive network slice subnet related requirements from NSMF.

REQ-NSM_NSSMF-FUN-5
The NSSMF shall have the capability to decide to create a new NSSI or reuse an existing NSSI based on the network slice subnet related requirements.
REQ-NSM_NSSMF-FUN-6
The NSSMF shall have the capability to associate the NS instance with corresponding NSSI.

REQ-NSM_NSSMF-FUN-7
The NSSMF shall have the capability to provide the NSSI information.
REQ-NSM_NSSMF-FUN-X
The NSSMF shall have the capability to provide the RRM policy information to the network management system to configure the RAN NSSI constituents for support of multiple NSIs
	End of modified sections


