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1
Decision/action requested

It is asked to discuss and approve this contribution.
2
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3GPP TR 28.801: "Study on management and orchestration of network slicing for next generation network v2.0.1".

3
Rationale

Network slice instance is a set of network functions and the resources for these network functions which are arranged and configured, forming a complete logical network to meet certain network characteristics. 5G system is expected to be able to provide optimized support for a variety of different services. The applications of 3rd party may use the communication services supported by network slice. 

In this case the following requirements metioned in clause 6.10.2 of TS 22.261 [1].

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to define and update the set of services and capabilities supported in a network slice used for the 3rd party.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to configure the information which associates a service to a network slice used for the 3rd party.

The 5G network shall provide a mechanism to expose broadcasting capabilities to trusted 3rd party broadcasters' management systems.

Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted 3rd party to manage this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.

Based on operator policy, the 5G network shall provide suitable APIs to allow a 3rd party to monitor this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party to scale a network slice used for the 3rd party, i.e., to adapt its capacity.

Based on operator policy, a 5G network shall provide suitable APIs to allow one type of traffic (from trusted 3rd party owned applications in the operator's Service Hosting Environment) to/from a UE to be offloaded to a Service Hosting Environment close to the UE's location. 

Based on operator policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party application to request appropriate QoE from the network.
For the communication services using network slicing, the services and network capabilities provided by 3GPP should be exposed to the external (e.g. 3rd party). The exposed services and network capabilities can be event exposure, subscription/notification of network exposure, external network exposure, triggered by Application and operator configuration.
Communication services instances provided by NSI(s) are illustrated in the following figure in 3GPP TS 28.530 [2].


[image: image1] In 3GPP TR 28.801 [3] network slice needs to have a set of attributes to specify different options and other service requirements, such as:

-
end user authentication method, 

-
physical or logical isolation requirements, 

-
congestion control mechanisms, 

-
resource specification, 

-
charging method,

-
dynamic policy change possibilities,

-
network exposure possibilities, 

-
traffic monitoring and controlling possibilities for customer, 

-
penalising methods for not meeting the SLA, etc.

Other service requirements may include performance requirements such as capacity, delay, number of users, geographical coverage, traffic profiles etc.
All the attributes above are capabilities can be provided to communication service by NSI which contains NSSIs as well as the information relevant to the interconnections between NSSIs. 
4
Detailed proposal

It is proposed to make the following changes to TS 28.530 [2].
	1st change


4.3
Communication services using network slicing
4.3.1
General

5G system is expected to be able to provide optimized support for a variety of different services, different traffic loads, and different end user communities, see clause 4 of TS 22.261 [2]. For example, the communication services using network slicing may include:
· V2X services
The 5G system aims to enhance its capability to meet KPIs that emerging V2X applications require. For these advanced applications, the requirements, such as data rate, reliability, latency, communication range and speed, are made more stringent, see clause 4 of TS 22.261 [2].
· 5G seamless eMBB service with FMC
As one of the key technologies to enable network slicing, fixed mobile convergence (FMC) which includes wireless-to-the-everything (WTTx) and fibre-to-the-everything (FTTx), is expected to provide native support for network slicing. For optimization and resource efficiency, the 5G system will select the most appropriate 3GPP or non-3GPP access technology for a service, potentially allowing multiple access technologies to be used simultaneously for one or more services active on a UE, see clause 6.3 of TS 22.261 [2].

· massive IoT connections
Support for massive Internet of Things (mIoT) brings many new requirements in addition to MBB enhancements, see clause 4 of TS 22.261 [2]. Communication services with massive IoT connections such as smart households, smart grid, smart agriculture and smart meter will require the support of a large number and high density IoT devices to be efficient and cost effective, see TS 23.501 [3]. Operators can use one or more network slice instances to provide these communication services, which require similar network characteristics, to different vertical industries.
4.3.x
Manageable Network Slice to provide communication service
Communication service is abstraction concept serving to CSP or 3rd party customers, which is a consumer of service exposed by a network slice instance. In network resource layer, the network slice instance is compsed of one more or multiple network slice subnet instances as illustrated in Figure 4.3.x. NSI and NSSI, fully or partially built on NFV environment, may be composed of physical nework function (PNF), virtual network function (VNF), network connectivites between NSSI, and connection point (CP) to a network function within a NSSI. Network slice management system shall be able to create, modify and terminate a network slice including setting up network connection between NSSIs. In service layer, Network Functions provide network capabilities to communication services through service access points. The 3GPP management system shall be able to create, activate, modify and terminate the topoloty between these service access points to support communication services.
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Figure 4.3.x: Providing Network Slice as a Service
	2nd change


5.1.2
Network slicing management

REQ-NSM -CON-01 The 3GPP management system shall have the capability to create a new or reuse a managed network slice instance according to the communication service requirements. 
REQ-NSM-CON-02
The 3GPP management system shall be able to satisfy a request to create a network slice instance. 

REQ-NSM -CON-03 The 3GPP management system shall have the capability to monitor the network slice related data and provide the agreed data to an authorized consumer. 
REQ-NSM-CON-04
The 3GPP management system shall be able to satisfy a request to create a network slice subnet instance. 

REQ-NSM-CON-05
The 3GPP management system shall be able to manage network slice as a service providing network capabilities to communication service.
	End of changes
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