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1
Decision/action requested

The group is asked to discuss and agree on this proposal.
2
References

[1]
3GPP TS 28.530 Management of network slicing in mobile networks; Concepts, use cases and requirements v0.3.0
3
Rationale

At SA5#115, there was some discussion about the relation of the different categories of communication services and the network slice related requirements derived from those communication services.

It is proposed to make further clarification of the corresponding text in the draft TS 28.530 [1].
4
Detailed proposal

It is proposed to make the following changes to TS 28.530 [1].
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4.4
Communication services requirements
eMBB service type aims at supporting high data rates and high traffic densities as outlined in TS 22.261 [2], Table 7.1-1 "Performance requirements for high data rate and traffic density scenarios". URLLC service type aims at supporting the requirements in TS 22.261 [2], Table 7.2.2-1 "Performance requirements for low-latency and high-reliability services." related to high reliability and low latency scenarios. mIoT service type aims at supporting a large number and high density of IoT devices efficiently and cost effectively, see TS 23.501 [3].

Depending on the service type (eMBB, URLLC, mIoT), different service types may include different network slice related requirements, for example:
- Area traffic capacity requirement

- Charging requirement

- Coverage area requirement

- Degree of isolation requirement
- End-to-end latency requirement

- Mobility requirement

- Overall user density requirement

- Priority requirement

- Service availability requirement

- Service reliability requirement

- UE speed requirement

4.5
Types of communication services

Communication services offered by Communication Service Providers (CSPs) to Communication Service Customers (CSCs) are of various categories, among which:

-
Business to consumer (B2C) services, e.g. mobile web browsing, 5G voice, Rich Communication Services, etc.

-
Business to business (B2B) services, e.g. Internet access, LAN interconnection, etc.
-
Business to household (B2H) services, e.g. Internet access, MBMS, VOIP, VPN, etc.

-
Business to business to everything (B2B2X) services: e.g. services offered to other CSPs (e.g. international roaming, RAN sharing, etc.) offering themselves communication services to their own customers. B2B2X service type includes B2B2 applied recursively, i.e. B2B2B, B2B2B2B, etc.
NOTE: How to derive different network slice related requirements from different categories of communication services is not in the scope of the present document.
A communication service offered by CSPs can include a bundle of specific B2C, B2B, B2H or B2B2X type of services. Taking as an example the B2C type of services, a bundle could include: data (for mobile web browsing), voice (through 5G voice), and messaging (via Rich Communication Services). In this case, each one of the individual B2C may be fulfilled by different PDU connectivity services provided via corresponding PDU sessions.
	Next modified section


5.1.2
Network slicing management

REQ-NSM -CON-01 The 3GPP management system shall have the capability to create a new or reuse a managed network slice instance according to the communication service requirements. 
REQ-NSM -CON-02
The 3GPP management system shall have the capability to translate the customer's communication service requirements to network slice related requirements.
REQ-NSM -CON-03
The 3GPP management system shall have the capability to create a new or reuse a managed network slice instance according to the network slice related requirements which include such as area traffic capacity requirement, charging requirement, coverage area requirement, degree of isolation requirement, end-to-end latency requirement, mobility requirement, overall user density requirement, priority requirement, service availability requirement, service reliability requirement, UE speed requirement.
REQ-NSM-CON-04
The 3GPP management system shall be able to satisfy a request to create a network slice instance. 

REQ-NSM -CON-05
The 3GPP management system shall have the capability to monitor the network slice related data and provide the agreed data to an authorized consumer. 
REQ-NSM-CON-06
The 3GPP management system shall be able to satisfy a request to create a network slice subnet instance. 

	Next modified section


5.4
High-level use cases

5.4.1
Network slicing supporting communication services
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	A communication service provider (CSP) uses the network slicing service provided by operator to offer communication services to end users.
	

	Actors and Roles
	A communication service provider (CSP), who plays the role of consumer of network slicing service.
Operator, who plays also the role communication service provider, offers network slicing service(s).
	

	Telecom resources
	Managed network slice instances.
	

	Assumptions
	N/A
	

	Pre-conditions
	The CSP and the operator negotiate and sign the communication service requirements contract.
	

	Begins when 
	The CSP declares communication service requirements to the operator. The operator triggers the NSI preparation phase which includes the creation and verification of network slice template(s), the on boarding of these, preparing the necessary network environment, which are used to support the lifecycle of NSIs and any other preparations that are needed in the network.
	

	Step 1 (M)
	Based on the requirements (e.g. coverage area, number and distribution of users, traffic demand, mobility, latency, etc.) from the consumer of network slicing service, the operator prepares the corresponding NSI(s).
	

	Step 2 (M)
	After the NSI preparation phase, the operator triggers the deployment of the NSI.
1)
If the CSP plans to operate services crossing multiple operators' administrative domains, this may even require cross-country operations. The operator management system will perform cross-domain collaboration with the management systems from other administrative domains for NSI deployment.
2)
If customization of TN is required, the operator management system and TN management system will first cooperate on network planning of TN. 
3)
The operator management system performs overall mapping and coordination among different technical domains in order to provide the end-to-end services via the NSI.
	

	Ends when
	After the successful deployment of the NSI, the operator maintains the NSI during the lifecycle of the NSI. 
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The NSI(s) is provided by the operator to the CSP to support multiple communication services.
	

	Traceability
	REQ-NSM -CON-01, REQ-NSM -CON-02, REQ-NSM -CON-03, REQ-NSM -CON-04.
	


5.4.2
To satisfy a request to create an NSI
	Use case stage
	Evolution/Specification

	<<Uses>>
Related use

	Goal 
	To satisfy a request to create a network slice instance
	

	Actors and Roles
	Network Operator (NOP)
	

	Telecom resources
	3GPP management system
	

	Assumptions
	None
	

	Pre-conditions
	The NOP is subscribed to the 3GPP management system to receive notifications. 
	

	Begins when 
	The NOP requests the 3GPP management system to create an NSI according to the specification in the request. The request contains any information elements that are specific to the request.
	

	Step 1 (M)
	The 3GPP management system validates the request and replies that the request is accepted. 
	

	Step 2 (M)
	The 3GPP management system checks the inventory and decides if the required NSSIs are available to satisfy the request. If satisfied the 3GPP management system sends a notification to the NOP to confirm that the request is completed, and sets the state of the created NSI to inactive. Use case is completed go to “Ends when”.
	

	Step 3 (M)
	The 3GPP management system decides that the request cannot be satisfied with the available NSSIs and creates a new NSSI or modifies an existing NSSI. 
	Create NSSI or modify NSSI

	Step 4 (M)
	The 3GPP management system informs the NOP accordingly.
	Create NSSI or modify NSSI

	Ends when
	The NOP has the confirmation that the NSI is created.
	

	Exceptions
	In case any of the mandatory steps fail the use case fails and the 3GPP management system rejects the request with the reason included in the reply.
	

	Post-conditions
	The NSI is created, the state of the NSI is inactive and the NOP has been informed.
	

	Traceability
	REQ-NSM-CON-04. 
	


5.4.3
To satisfy a request to create an NSSI 
	Use case stage
	Evolution/Specification

	<<Uses>>
Related use

	Goal 
	To satisfy a request to create a network slice subnet instance
	

	Actors and Roles
	Network Operator (NOP) 
	

	Telecom resources
	3GPP management system
	

	Assumptions
	None
	

	Pre-conditions
	The Network Operator is subscribed to the 3GPP management system to receive notifications. .
	

	Begins when 
	The NOP requests the 3GPP management system to create an NSSI, according to the specification in the request. The request contains all information elements that are specific to the request.
	

	Step 1 (M)
	The 3GPP management system validates the request and replies that the request is accepted. 
	

	Step 2 (M)
	The 3GPP management system checks the inventory and decides if the required subnetwork functions are available to satisfy the request. The 3GPP management system sends a notification to the NOP confirming that the request is completed, and sets the state of the created NSSI to inactive. Use case is completed, go to “Ends when”.
	

	Step 3 (M)
	The 3GPP management system decides that the request cannot be satisfied with the available functions and creates new subnetwork functions or modifies existing subnetwork functions
	Create or modify subnetwork functions

	Step 4 (M)
	The 3GPP management system informs the NOP accordingly. 
	

	Ends when
	The NOP has confirmation that the NSSI has been created. 
	

	Exceptions
	In case any of the mandatory steps fail the use case fails and the 3GPP management system rejects the request with the reason included in the reply.
	

	Post-conditions
	The NSSI is created, the state of the NSSI is inactive and the NOP has been informed.
	

	Traceability
	REQ-NSM-CON-06. 
	


Editor’s note: The use cases for create and modify subnetwork functions are FSS
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