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1
Decision/action requested

This is a pCR to TR 32.899 to bring conclusion on Network exposure capability
2
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3GPP TS 22.115: "Service aspects; Charging and billing".

[6] 
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3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched (PS) domain charging".
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3GPP TS 32.298: "Telecommunication management; Charging management; Charging Data Record (CDR) parameter description".
3
Rationale

This pCR proposes to bring conclusion on Network exposure capability.
4
Detailed proposal

The following changes are proposed to be incorporated into TR 32.899 [2]  
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References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles ".

[2] - [10]
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[11]
3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched (PS) domain charging".

[12] - [13]
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[14]
3GPP TS 32.254: "Northbound Application Program Interfaces (APIs) for exposure function interworking charging".
[15] - [53]
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[100]
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[101]
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[205]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".

[206] - [400]
Void.

[401]
IETF RFC 6733 (2012): "Diameter Base Protocol".

[402]
IETF RFC 4006 (2005): "Diameter Credit-Control Application". 

	Next change


5.5.1
Description and assumptions

The services and network capabilities provided by 3GPP can be exposed to the external (e.g. 3rd party) and internal network functions. NEF (Network Exposure Function) is responsible for the network capability exposure and information receiving from other network functions (based on exposed capabilities of other network functions). 

The functionalities of NEF are specified in TS 23.501 [201] clause 6.2.5:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions for e.g. 3rd party, internal exposure/re-exposure, Application Functions, Edge Computing. In addition, it provides a means for the Application Functions to securely provide information to 3GPP network, e.g. Mobility Pattern, communication pattern.
-
It translates between information exchanged with the AF and information exchanged with the internal network function. 

-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may implement a Front End (NEF FE) to store the received information as structured data using a standardized interface to a Unified Data Repository (UDR).

The detailed description for the external exposure is specified in TS 23.501 [201] clause 5.20 and TS 23.502 [202] clause 4.15.

The NEF can start the charging for Event exposure, subscription/notification of network exposure, and external network exposure, triggered by Application, operator configuration and other network functions.

For Event exposure, the AMF service operations information flow, UDM service operations information flow, NEF service operations information flow and Exposure with bulk subscription are specified in TS 23.502 [200] clause 4.15.3.2.4
For subscription/notification of network exposure for Analytics is specified in TS 23.502 [200] clause 4.15.5.
For external network exposure, the Monitoring capability, Provisioning capability, and Policy/Charging capability exposure are specified in TS 23.502[200] clause 4.15.3
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5.5.2
Potential requirements 

The following potential charging requirements should be supported for network capability exposure:

-
Online and offline charging.

-
Charging based on the network capability invocation or subscription for the network capabilities exposure. 

The following potential charging requirements should be supported for the exposure of charging system:

-
The external exposure of the charging system as the network capability.

-
The internal exposure of the charging system as the network capability.
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5.5.3
Key issues 

5.5.3.1 
Key issue #5.1: Charging for network capability exposure
This key issue is for study on how to support the external exposure charging for the 3rd parties. 
Solutions for this key issue will study:

-
Which entity/entities in the 5G architecture is suitable to host the CTF(s) for network capability exposure.

-
The suitable charging models, e.g. API based, event based or session based charging models, for external network exposure and network internal exposure.

-
The interaction with charging system including online charging and offline charging system.

5.5.3.2 
Key issue #5.2: Exposure of Charging System as network capability 

This key issue is for study on how to support the external exposure charging for the 3rd parties.

Solutions for this key issue will study:

-
The possible of exposure of charging system as the network capability.

-
The suitable charging models for the exposure of charging system as the network capability.
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5.5.4.1
Solution#5.1: Charging for network capability external exposure – Ro/Rf
5.5.4.1.1
Architecture description
The charging information for the network capability external exposure can be collected by NEF, interacting with the charging system, as described in Figure 5.5.4.1.1.1:
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Figure 5.5.4.1.1.1: Architecture of Charging System interfacing the NEF


5.5.4.1.2
Procedure description

The following figure 5.5.4.1.2.1 describes the charging procedure of "Application Trigger" Service, based on clause 5.2.6.2 TS 23.502 [202] description, for External exposure. 
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Figure 5.5.4.1.2.1: "Application Trigger" Service

1. The NEF (Network Exposure Function) receives an Application Trigger Request message and checks whether the Application is authorised to send the Application Trigger based on the requester Identifier.

A. The NEF requests the Online charging domain for checking whether the requester has enough quota or rate of trigger submission.

2. The NEF invokes the "Get Subscriber Serving NF (External Identifier or MSISDN, NF type)" service provided by the UDM.

3. The NEF acting as SCEF performs device triggering procedure


4. The NEF sends the Application Trigger Response to the Application Server.

B. The NEF reports the charging information for the Application trigger to charging domain.
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5.5.4.2
Solution#5.2: Exposure of Charging System as network capability

5.5.4.2.1
Architecture description

The charging information for the exposure of Charging System can be collected by NEF, interacting with the charging system by service interface Nch, as described in Figure 5.5.4.2.1.1: 
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Figure 5.5.4.2.1.1: Architecture of Exposure of Charging System

Editor's Note: The reference point between NEF and OCS/OFCS are still to be completed.
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5.5.4.3
Solution#5.3: Charging for internal network capability exposure
5.5.4.3.1
Architecture description

The same architecture as per clause 5.5.4.1.1 applies. 
5.5.4.3.2
Procedure description

As per the clause 5.3 TS 23.502[202], The NEF can subscribe the mobility statistics from AMF, session statistics from SMF and policy statistics from PCF for Analytics.
No charging for the internal Network Exposure for Analytics.
	Next change


5.5.4.4
Solution#5.4: Charging for Event Exposure with bulk subscription
5.5.4.4.1
Architecture description

The same architecture as per clause 5.5.4.1.1 applies. 
5.5.4.4.2
Procedure description
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Figure 5.5.4.4.2.1: Charging for Exposure with bulk subscription

1.
NEF registers with the NRF for any newly registered NF along with its NF services.

2.
When an NF instantiates, it registers itself along with the supported NF services with the NRF.

3.
NRF acknowledges the registration.

4.
NRF notifies the NEF with the newly registered NF along with the supported NF services.

5.
NEF evaluates the NF and NF services supported against the pre-configured events within NEF. Based on that, NEF subscribes with the corresponding NF either for a single UE, group of UE(s) (e.g. identifying a certain type of UEs such as IoT UEs), any UE. NF acknowledges the subscription with the NEF.

6 - 7.
When the event trigger happens, NF notifies the requested information towards NEF. NEF may store the information in the UDR.

8.
Application registers with the NEF for a certain event identified by event filters.

A. The NEF interacts with charging domain for the Nnef_EventExposure request from Application.

9 - 10. When the event trigger happens, NF notifies the requested information towards NEF. NEF may store the information in the UDR.

11a-b.
NEF reads from UDR and notifies the application for the corresponding subscribed events.

B. The NEF reports the charging information for the Nnef_notify, including the notification is step 4, 6,7,8,9 to charging domain.

In which step(s) of the scenario the NEF needs to interact with the charging domain will be determined during the normative phase.
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5.5.5 
Evaluation and conclusion
5.5.5.1 
Evaluation 

The key issue #5.1 related to " Charging based on the network capability invocation or subscription for the network capabilities exposure" potential requirements in clause 5.5.2, is addressed under:

-
 solution #5.1, and solution#5.x. for "Application Trigger" Service with alternative architectures;
-
solution #5.4 for "Event Exposure with bulk subscription".
In solution #5.1 the NEF is acting as a SCEF, therefore it can be expected a consistent approach with the TS 32.254 [14] specifying the charging for the "Application trigger" API.
In addition, there is an ongoing draft 3GPP SA6 specification TS 23.222 [205] on Common API Framework for 3GPP Northbound APIs with charging as a Core capability function, and a CAPIF-3 reference point supporting "Charging the service API invocations". It is needed to consider this framework together with solutions based on the NEF and SCEF, before any conclusion on charging architecture and solution for charging for external network capability exposure, and northbound APIs. Therefore it is premature to conclude on any of these NEF based solutions #5.1, #5.4 and #5.x.  
The key issue #5.2 related to "The external exposure of the charging system as the network capability" potential requirements in clause 5.5.2, is addressed under the unique solution #5.2 alternative, however the solution description is incomplete. 
Based on solution#5.3, no No charging for the internal Network Exposure for Analytics. 
5.5.5.2 
Conclusion 

Charging solution(s) to address the potential requirements in clause 5.5.2 for "Network Capability Exposure" needs further considerations.

	End of change
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