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1
Decision/action requested

It is asked to discuss and approve this contribution.
2
References

[1]
Draft TR 28.800: "Study on management and orchestration of network slicing for next generation network v0.9.1".
[2]
TR 28.801: " Study on management and orchestration of network slicing for next generation network v15.0.0".
3
Rationale

In TR 28,.800 [1] the high level management functions are provided with specific descriptions. This proposal include more functionality to these functions for completion. Some of these functionalities may be merged as a single function as required and added more details during the development of the TR38.800[1].. 
The following are the list of added functions the need for which is already discussed or identified in TR 28.801 [2]. Those reference pages or sections in TR28.801 are also indicated below. 

Communication service related functions:
· Service requirements management and analysis: Service requirements management and analysis: obtains service requirements from the customer, checks the feasibility, prepare network slice requirements and associates service requirements with the network slice related requirements. ( the need is discussed, for example, in Section 7.3.1, REQ-NSM-CON-09, P53 and P58  in TR 28.801 [2] which is also shown below).
· Communication service related polilcy management; provides communication service related policy management interfaces (policy mangement is discussed  in general in Section 5.1.5 of TR28.801 [2] ).
· Communication service capability exposure: exposes certain communication service capabilities to external manageement systems subject to the aggreement of the network operator. (the need is discussed, for example, in Section 7.1.2 and 7.1.4   in TR 28.801 [2] which is also shown below).
· Exposure of communication service related management functions:  exposes certain communication service related management functionalities to external management systems subject to the aggrement of the network operator (the need is discussed, for example, in Section 7.1.2 and 7.1.4   in TR 28.801 [2] which is also shown below).
· Expousre of communication service related data: exposes certain network slice related data to external management systems subject to the aggreement of the network operator (the need is discussed, for example, in Section 7.1.2 and 7.1.4   in TR 28.801 [2] which is also shown below).
Network slice related functions
· Network Resource Discovery and Management Function Network resource (e.g., NSSMF capability, non-3GPP part capability, network infrastructure, physical device, cloud) discovery and interaction with related management functions. The output of this function is consumed by internal functions. (the need is discussed, for example, in Section 7.3.1 and  P53 in TR 28.801 [2] which is also shown below).
· Network slice requirement manageement and analysys: obtains network slice requirements from the customer, check the feasibility and determine network slice subnet related requirements and non-3gpp part requirements. (the need is discussed, for example, in REQ-NSM -CON-01, Section 7.3.1, P53 and P58  in TR 28.801 [2] which is also shown below).
· Network slice service capability exposure: exposes certain network slice capabilities to external manageement systems subject to the aggreement of the network operator (the need is discussed, for example, in Section 7.1.2,  7.1.4  and REQ-NSM-CON-04  in TR 28.801 [2] which is also shown below).
· Exposure of network slice related management functions:  exposes certain network slice related management functionalities to external management systems subject to the aggrement of the network operator. (the need is discussed, for example, in Section 7.1.2 and 7.1.4   in TR 28.801 [2] which is also shown below).
· Expousre of Network slice related data: exposes certain network slice related data to external management systems subject to the aggreement of the network operator. (the need is discussed, for example, in Section 7.1.2 and 7.1.4   in TR 28.801 [2] which is also shown below).
·  Network Slice specific optimization: optimizes the network slice to improve performance and/or minimize resource usage (the need is discussed in section 7.1.5 and 7.1.6 of TR28.801 [2]).
· Network slice related policy management:  provides network slice related policy management interfaces (The need is discussed in Section 5.1.5 of TR28.801 [2])..
Network slice subnet related functions
· Network Resource Discovery and Management Function: Network resource (e.g., network infrastructure, physical device, cloud) discovery and interaction with related resource management functions ( the need is discussed, for example, in Section 7.3.1 and  P53 in TR 28.801 [2] which is also shown below).
· Network slice subnet requirement manageement and analysys: obtains network slice subnet requirements from the customer, check the feasibility and determine network slice subnet constituent related requirements and non-3gpp part requirements. (the need is discussed, for example, in Section 7.9.1.4  P 59, which is also shown below).
· Network slice subnet related policy management:  provides network slice subnet related policy management interfaces (The need is discussed in Section 5.1.5 of TR28.801 [2]).

· Exposure of network slice subnet related management functions:  exposes certain network slice subnet mangement functions to external manageement systems subject to the aggreement of the network operator (the need is discussed, for example, in Section 7.1.2 and 7.1.4   in TR 28.801 [2] which is also shown below).
· Network slice subnet repository management: provides the repository management interface of the network slice subnet  (the need is discussed, for example, in Section 7.3.1 and  P53 in TR 28.801 [2] which is also shown below.)
· Network slice subnet self-configuration, self-optimization, self-healing : provides the self-configuration, self-optimization and self-healing management interfaces of the network slice subnet (the need is discussed, for example, in Section 7.1.5 and 7.1.6 in TR 28.801 [2] which is also shown below).
------------------------ Extracts from TR28.801 [2] ----------------------------------------------

(REQ-NSM -CON-01 The NSMF shall be able to evaluate the feasibility of providing a new NSI without impacting other network slices in operation. )
(REQ-NSM-CON-04 The management system should have a functionality to relate the service requirements into network slice capabilities.)
(REQ-NSM-CON-09 The CSMF shall have the capability to translate the service related requirements into network slice related requirements.)

(7.3.1 The network management system also needs to see the feasibility of facilitating those service types considering the issues such as resource availability and capacity limits, and identify all the attributes related to each service classification and prepare the attributes according to the global categorization format.)

(P53: The network management system should have the capability to assess the types of services it can offer knowing the network infra-structure capabilities and make it available to the service management functionality. )
(5.1.5
Network Slice Instance(s) policy management)

(P58: NSMF may estimate the viability of the request and may reject the request if the service is estimated to be not viable.)

(P59: NSMF may estimate the viability of the request and may reject the request if the service is estimated to be not viable. If viable, the NSMF creates a new NSI.)

(7.12
Management data exposure and isolation when NSI is shared by multiple customers)

(7.13 Limited level of management exposure for NSI)
(7.14
NSI related management data exposure to customer)

(7.15 P63)  The NSMF triggers the automated healing for the NSI based on the automated healing policies for the NSI. For example, the NSMF may request the NSSMF to add a new NSSI to take over the fault-affected NSSI or request the NSSMF to modify the existing NSSI to compensate the fault part. If there are conflicts among different automated healing actions, the NSSMF solves conflicts according to automated healing policies.)

(7.9.1.4 P59)  NSSMF may estimate the viability of the request and may reject the request if the service is estimated to be not viable.)
 (7.15
Controlling of automated healing of Network Slice Instance)

(7.16
Controlling of automated optimization of Network Slice Instance )
---  ------------------------End  Extracts from TR28.801 [2] ----------------------------------------------

 4
Detailed proposal

It is proposed to make the following changes to TS 28.800 [1].
	Start


7.1
Management functions of next generation networks and services

7.1.1
General
The following management functions are to be considered for supporting the management of the next generation networks and services:
· Network slice related management functions:
Communication service management function: 
-
Feasibility check for communication service and preparation of network slic erequirements
-       Exposure of communication service related data, mangement functions and capabilities subject to the aggreement of the network operator
-

Lifecycle management (LCM) for communication service
-
Fault management(FM) for communication service
-
Performance management (PM) for communication service
-
Configuration management (CM) for communication service:
Network slice management functions
-      Network resource discovery function 
-      Feasibility check for the network slice and determine the network slice subnet related requirements 
-      Exposure of network slice capabilities subject to the aggreement of the network operator.
-      Exposure of network slice management functions and data subject to the aggreement of the network operator.
-      Network Slice self- optimization, self-configuration and self-healig.
-     Network slice related policy management 

-      Lifecycle management (LCM) for Network slice
-
Fault management (FM) for Network slice
-      Performance management (PM) for Network slice
-     Configuration management (CM) for Network slice
Network slice subnet management functions:

--    Network resource discovery function 
-     Feasibility check for the network slice  subnet and determine the network slice subnet related requirements 
-     Network slice subnet related policy management
 -    
Exposure of network slice subnet capabilities subject to the aggreement of the network operator. 
· 
· Exposure of network slice subnet mangement functions and data subject to the aggreement of the network operator.
-     Lifecycle management (LCM) for Network slice Subnet
-
Fault management( FM) for Network slice Subnet
-
Performance management (PM) for Network slice Subnet
 Configuration management (CM) for Network slice Subnet
·  Network  slice subnet self- optimization, self-configuration and self-healig 
· 
· 
·  
· 5G Network function related management functions:
-
Fault Management (FM) for 5G Network function
-
Performance Management (PM) for 5G Network function
-
Configuration Management (CM) for 5G Network function
-
Trace Management for 5G Network function
-
MDT for 5G Network function
-
SON(self-configuration/self-healing/ANR/MRO/ES/SWM) for 5G Network function
-
EntryPoint management function (EPM) for 5G Network function
Editor's Note 1: The list of network slice related management functions depends on the final output of TR 28.801 and needs revisiting later.

Editor's Note 2: Whether or not other management functions need to be added in the management and orchestration architecture is FFS.
Editor's Note 3: Whether the services of the mangement functions are consumed by external or internal functions is FFS.. 
There are four groups of objects which are necessary to be managed in the context of 5G network management:
-
5G services 
-
5G slice instances 
-
5G network functions 
-
Resources including virtual resources or non-virtual resources which support the 5G network 
7.1.2
Principles to be considered for 5G management architecture
The following principles should be taken into account for the 5G management architecture:
1)
The architecture should investigate the relation and interaction between slicing management functions (NSMF/NSSMF) and MANO.
2)
The architecture should consider the relation between slicing management functions (NSMF/NSSMF) and OSS/NM/EM.
3)
Separate the view from the functional aspects and deployment aspects.
4)
The architecture should show the interface with the Transport network manager.
	End of changes


