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1
Decision/action requested

This is a pCR to TR 32.870 for New solution and evaluation to key issue 6
2
References

[1]
SP-160608 Study on forward compatibility for 3GPP Diameter Charging Applications
[2]
TR 32.870 v0.3.0

[3]
TR 29.819 Study on Impacts of the Diameter Base Protocol Specification Update.

3
Rationale

This pCR proposes to introduce new solutions and evaluation to key issue 6 in the TR 32.870 [2].
4
Detailed proposal
The following changes are proposed to be incorporated into TR 32.870 [2]  

	First change


5.6 
Key issue #6: New functionality with new mandatory IEs. 

5.6.1
Description

Amongst the set of new functionalities introduced within a 3GPP Release (e.g. Rel-13, Rel-14…) only a set of them may be selected to be implemented by an Operator. It is needed in consequence, for the charging server to support these set of network functionalities accordingly, in addition to the support of the 3GPP Release in which they were introduced.

For these new functionalities, new IEs over Ro/Rf may have been created, with at least some of them mandatory to be supported by the receiver, when invoked by the Network elements.

The scenario for this key issue is new functionality invocation by a network element, initiating a request with new AVPs mandatory to be supported, towards a charging server not upgraded with the new functionality, although upgraded to the new 3GPP Release. 

This key issue is to investigate on how the charging server can react towards the Network element, based onunsupported functionality or unsupported new AVPs, in a way to help Operators in their deployments for new functionalities. 

5.6.2
Current status 

When a CTF initiates a Rf/Ro request towards a receiver for this new functionality, including the appropriate AVPs with M-bit set: 

-
any Diameter Proxy Agents in the middle, which has not been upgraded with this new functionality, may reject the request due to unsupported AVPs and M-bit set, preventing the request to reach the server. It will not be possible for the charging server to indicate the non supported AVPs.   

-
The charging server receiving the request, may apply the M-bit set rule for AVPs identified as not supported, and reject the request, in practice on the first AVP processing error encountered. This rejection may not be sufficient for the charging server to indicate the new functionality is not supported, as it may not indicate the appropriate AVP.
5.6.3
Solutions

5.6.3.1
Solutions #6.1: M-bit cleared
This solution is the same as the solution #3.1.

All new AVPs are ignored by Diameter Proxy Agents in the middle, when not supported.

In this solution the charging server receiving the request for a supported Release of a "service-context", which includes a new AVP associated to a new functionality, will ignore the AVP if not supported.  
5.6.3.2
Solutions #6.2: new Diameter application per 3GPP Release
This solution is the same as the solution #5.2.

In this solution, the M-bit rule will apply for the new functionality within the 3GPP Release.
The charging server receiving the request for a supported application, which includes any new AVP associated to new functionalities, which is not supported, will reject the request.
5.6.3.3
Solutions #6.3: new Diameter application per functionality
This solution is to create new Diameter applications for each functionality.


The concept of functionality here, is similar to the concept of "feature" described in TS 29.229 [204] clause 7.1.1. It has a meaning as a whole and corresponds to the network capability or functionality, the charging relates to (e.g. Trusted WLAN). 

When a new functionality is specified, which needs new IEs to be introduced over Ro/Rf, and these IEs are determined as "mandatory to be supported by the receiver" to ensure proper charging functionality, the corresponding new AVPs are created with M-bit set "MUST", and new applications are created:

-
New Auth-Application-Id value for Ro.
-
New Acct-Application-Id value for Rf. 

For IEs identified as "optional" (i.e. to be ignored if not supported by the receiver) for this new functionality, the corresponding new AVPs are created mandating the M-bit cleared.

Although introduction of a new functionality, is always in a context of a specific middle Tier TS (i.e. service-context) for a given application Ro or Rf, for corresponding new AVPs created with M-bit setting associated to this functionality, it is assumed this M-bit setting applies at application (Ro/Rf) level.

It is possible for this new functionality to re-use existing AVPs, and mandatory setting takes precedence as follows:

-
In case at least one of them needs the M-bit setting to be changed from optional to mandatory, new applications are created, if not already created from new AVPs. These AVPs become mandatory to be supported at application level. 

-
In case the M-bit setting needs to be changed from mandatory to optional, the M-bit setting remains as mandatory. 

In case none of the IEs are identified as "mandatory to be supported by the receiver" by the new functionality, the existing application can be used.









5.6.3.4
Solutions #6.4: Supported-feature mechanism
The supported feature mechanism is based on Supported-Features AVP which is specified in TS 29.229 [204] clause 6.3.29, and used by other 3GPP Diameter applications for non-charging interfaces. It allows a Diameter Application-level negotiation of supported features, so that Diameter application can be extended with features in a backward compatible manner. It also avoids the situation with M-bit cleared, when a receiver silently ignores an AVP whereas the sender assumes the AVP is processed.

When a new functionality is specified, the set of IEs introduced, associated to this functionality correspond to a set of AVPs which, for part of them are mandatory to be supported by the receiver, and others can be ignored by the receiver if not supported. 

All the new AVPs are created with the M-bit "MUST" to be cleared, except the "Supported-Features AVP".   

In offline/online charging, each request initiation (ACR [Start], CCR [Initial]) is sent with the new IEs (AVPs) associated to the new functionality. This request includes the "Supported-Features AVP" containing the "new Feature". 


In case the charging server (CDF/OCF) supports the "new Feature", this new feature is processed, and the charging server includes the Supported-Features AVP with the "new Feature" in the answer to indicate to the CTF this feature is supported. 

In case the charging server (CDF/OCF) does not support the "new Feature", two cases:

-
The "Supported-Features AVP" containing the "new Feature" was sent with M-bit set (i.e. required to be supported by the receiver):  the charging server rejects the request with DIAMETER_ERROR_FEATURE_UNSUPPORTED. 

-
The "Supported-Features AVP" containing the "new Feature" was sent with M-bit cleared (i.e. optionally to be supported by the receiver): the charging server accepts the request and answers by indicating the feature was ignored.
The supported feature mechanism as specified in TS 29.229 [204] is used. 




5.6.4
Solutions evaluation

In the solution #6.1, the request is successfully handled by the charging server, however the client is not aware AVPs (i.e. the functionality) are not supported and not processed by the charging server: in consequence the rating or subsequent billing will not be accurate. This solution #6.1 is not adequate.
In the solution #6.2: the M-bit setting rule is used for rejection by the charging server due to unsupported functionalities within the new Diameter application associated to the 3GPP Release. However, the request is rejected on the first AVP processing error encountered, which does not allow to identify which functionality is not supported, unless the combination of solutions #1.1, #2.1, #4.1 (i.e. M-bit setting per "Service-Context ", specific Node and specific message) is adopted, which is complex.
The solution #6.3 allows introduction of new functionalities in alignment with clause 4.2.3, through new Diameter application id creation (i.e. application Id =3 and Auth-Application-Id = 4 are not re-used) for extension with mandatory AVPs. Considering there are multiple middle Tier TSs (service/domains), and multiple functionalities per middle Tier TSs, it can be expected many Diameter applications to be created for a given Release (almost one per functionality): this is complex to specify and deploy.
The solution #6.4, in alignement with diameter extensibility rule per clause 4.2.3, is a flexible mechanism allowing the charging client to be aware of functionalities supported or not by the charging server, in order to be able to react appropriately, when the rating or subsequent billing cannot be accurate  
	End of change


