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1
Decision/action requested

This is a pCR to TR 32.870  
2
References
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TR 29.819 Study on Impacts of the Diameter Base Protocol Specification Update.

3
Rationale

This pCR proposes to relocate Diameter extensibility rule in new chapter in the TR 32.870 [2].
4
Detailed proposal
The following changes are proposed to be incorporated into TR 32.870 [2]  

	First change


4.2.2.3
M-bit setting     

The selected approach to reject the command with an AVP identified by the receiver as not supported by the 3GPP Diameter Charging application Rf/Ro whatever under which "Service-Context-Id" this AVP is received, is achieved by mandating the M-bit set for all AVPs used by 3GPP Diameter Charging applications.  

This approach does not address the expected behaviour per clause 4.1.3.3, where the receiver would need to differentiate per "Service-Context-Id", specific Node and specific message for ignoring or rejecting non-supported IEs. 
	Next change


4.2.3
Conformance to Diameter extensibility Rule
Rf and Ro have been specified since 3GPP Rel-6, by extending Acct-Application-Id (3) and Auth-Application-Id (4)  respectively, with AVPs having their M-bit set, and updated in Rel-14 to comply with the new IETF RFC 6733 [412] Diameter base protocol.
Rf and Ro Diameter Charging applications should conform to IETF RFC 6733 [412] Diameter extensibility rules: 

  "However, a new Diameter application MUST be created when one or more

   of the following criteria are met:

     M-bit Setting

      An AVP with the M-bit in the MUST column of the AVP flag table is

      added to an existing Command/Application. An AVP with the M-bit

      in the MAY column of the AVP flag table is added to an existing

      Command/Application."  
Although until Rel-14, IETF RFC 3588 [2] recommendations on extensibility rules were not followed by Rf and Ro Diameter Charging Applications, no related interoperability issues have been reported so far, either because AVPs are supported, either because workarounds to ignore such AVPs have been implemented.
Therefore, it can be considered there is no need to modify the existing specifications for the purpose of interoperability with the M-bit set of AVPs, and the basis for extensibility consideration by the solution, is the existing Rel-14 Rf and Ro. 
Therefore, it is not allowed to introduce new AVPs with M-bit set (MUST or MAY column):

-
 in Rf as it is defined up to Rel-14: Rf reuses IETF RFC 6733 [412] Diameter Base Protocol Accounting ACR/ACA commands and application (application Id =3).

-
 in Ro as it is defined up to Rel-14: Ro reuses IETF RFC 4006 [402] Diameter Credit-Control Application CCR/CCA commands and Authentication application (Auth-Application-Id = 4). 

	Next change
















	End of change


