3GPP TSG SA WG5 (Telecom Management) Meeting #115
S5-175422
16-20 October 2017, Busan, Korea
revision of S5-175108
Source:
Huawei, China Unicom, Telecom Italia
Title:
Add business level requirements and use case of the exposure of management functions and management data for network slice as a service case
Document for:
Approval

Agenda Item:
6.4.3
1
Decision/action requested

It is asked to discuss and approve this contribution.
2
References

[1]
3GPP TR 28.801: "Study on management and orchestration of network slicing for next generation network v2.0.1".

[2]
Draft TS 28.530: "Management of network slicing in mobile networks; concepts, use cases and requirements v0.1.0".
3
Rationale

There can be three types of telecommunication services by using the network slice.

a)
Network Slices as NSP internals: Providing NSI that can be used to provide communication service.

b)
Network slice instance as a service (NSaaS): providing NSI as a service that can be used to provide a communication service.
c)
Network slice subnet instance as a service (NSSaaS): providing NSSI as a service that can be used to support forming an NSI. 
The 3rd party who can be the customer using one of those services may need to have certain management capability for its own management needs. For this purpose, certain level of exposure of the management functions and management data may be provided by the 3GPP management system with the operator agreement. 

This contribution proposes to add the business level requirements and use case of the exposure of management functions and management data for the case “network slice as a service” to 3GPP TS 28.530 [2].

 4
Detailed proposal

It is proposed to make the following changes to TS 28.530 [2].
	1st change


5
Business level requirements

5.1
Requirements
REQ-NSM-CON-X1 The 3GPP management system should have the capability of exposing network slice management functions.

REQ-NSM-CON-X2 The 3GPP management system should have the capability of exposing network slice management data (e.g., performance data of a network slice instance).

	2nd change


5.4
High-level use cases
5.4.x 

Exposure of management functions and management data for network slice as a service case
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	To expose network slice management functions and management data of an NSI to a communication service provider based on mutual agreement.
	

	Actors and Roles
	1. Network Operator (NOP)
2. Communication service provider (CSP) 
	

	Telecom resources
	3GPP management system

NSI
	

	Assumptions
	1. Network slice management functions and management data of NSI can be exposed according to the agreement (e.g., negotiation results) between the NOP and the CSP. 

2. Interface is available to set up the management exposure. 
	

	Pre-conditions
	1. An NSI is to be managed by the 3GPP management system and it is ready to be provided to the CSP.
2. The NOP has received the management exposure request from the CSP.
	

	Begins when 
	The NOP determines that requested network slice management functions and the management data can be exposed to the CSP.
	

	Step 1 (M)
	According to the agreement, the NOP identifies the management functions and management data that should be exposed to the CSP using this NSI.  
	

	Step 2 (M)
	The interfaces between the NOP and the CSP for exposing identified management functions and management data are setup by the NOP.
	

	Step 3 (M)
	The NOP exposes the management functions and management data via interfaces set-up in step 2 to the CSP.
	

	Ends when
	The CSP receives notification from the NOP that the network slice as a service related management exposure set up is completed and the management data is ready to access.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The CSP is able to use certain management functions and access the management data associated with the requested NSI.
	

	Traceability
	
	


	End of changes


