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1
Decision/action requested

This is a pCR to TR 32.870 to elaborate solution 1
2
References
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[3]
TR 29.819 Study on Impacts of the Diameter Base Protocol Specification Update.

3
Rationale

This pCR proposes to elaborate solution 1 in the TR 32.899 
4
Detailed proposal

The following changes are proposed to be incorporated into TR 32.870 [2]  

	First change


6.1
General  

Any solutions should conform to IETF RFC 6733 [412] Diameter extensibility rules: 

  "However, a new Diameter application MUST be created when one or more

   of the following criteria are met:

     M-bit Setting

      An AVP with the M-bit in the MUST column of the AVP flag table is

      added to an existing Command/Application. An AVP with the M-bit

      in the MAY column of the AVP flag table is added to an existing

      Command/Application."
Rf and Ro have been specified since 3GPP Rel-6, by extending Acct-Application-Id (3) and Auth-Application-Id (4)  respectively, with AVPs having their M-bit set. No related interoperability issues have been reported so far, either because AVPs are supported, either because workarounds to ignore such AVPs have been implemented.

Therefore, it can be considered there is no need to modify the existing specifications for the purpose of interoperability with the M-bit set of AVPs, and the basis for extensibility consideration by the solution, is existing Rf and Ro. 
Therefore, it is not allowed to introduce new AVPs with M-bit set (MUST or MAY column):

-
 in Rf as it is defined up to Rel-14: Rf reuses IETF RFC 3588 [401] (and RFC 6733 [412]) Diameter Base Protocol Accounting ACR/ACA commands and application (application Id =3).

-
 in Ro as it is defined up to Rel-14: Ro reuses IETF RFC 4006 [402] Diameter Credit-Control Application CCR/CCA commands and Authentication application (Auth-Application-Id = 4). 

	Next change


6.2
Solution #1: M-bit set for new IEs and New Application 

6.2.1
Description

The concept of functionality here, is similar to the concept of "feature" described in TS 29.229 [204] clause 7.1.1. It has a meaning as a whole and corresponds to the network capability or functionality, the charging relates to (e.g. Trusted WLAN). 

When a new functionality is specified, which needs new IEs to be introduced over Ro/Rf, and these IEs are determined as "mandatory to be supported by the receiver" to ensure proper charging functionality, the corresponding new AVPs are created with M-bit set "MUST", and new applications are created:

-
New Auth-Application-Id value for Ro

-
New Acct-Application-Id value for Rf. 
For IEs identified as "optional" (i.e. to be ignored if not supported by the receiver) for this new functionality, the corresponding new AVPs are created mandating the M-bit cleared.
Although introduction of a new functionality, is always in a context of a specific middle Tier TS (i.e. service-context) for a given application Ro or Rf, for corresponding new AVPs created with M-bit setting associated to this functionality, it is assumed this M-bit setting applies at application (Ro/Rf) level.
It is possible for this new functionality to re-use existing AVPs, and mandatory setting takes precedence as follows:
-
In case at least one of them needs the M-bit setting to be changed from optional to mandatory, new applications are created, if not already created from new AVPs. These AVPs become mandatory to be supported at application level. 
-
In case the M-bit setting needs to be changed from mandatory to optional, the M-bit setting remains as mandatory. 
In case none of the IEs are identified as "mandatory to be supported by the receiver" by the new functionality, the existing application can be used. 
6.2.2
Key issues covered

6.2.3
Solution evaluation
This solution allows introduction of new functionality in alignement with clause 6.1, since new application id are created (i.e. application Id =3 and Auth-Application-Id = 4 are not re-used) for extension with mandatory AVPs. 
If a mandatory AVP is needed for a new functionality for a specific service/domain (middle Tier TS), and this AVP does not exist or exists but is not mandatory, a new application is created.
Considering there are multiple middle Tier TSs (service/domains), and multiple functionalities per middle Tier TSs, it can be expected more than one application to be created for a given Release.        
	End of change


