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1
Decision/action requested

The group is asked to discuss and approve this proposal.
2
References

[1]
3GPP TS 28.801 Study on management and orchestration of network slicing for next generation network (Release 15)
3
Rationale

Clause 5.1 of TR 28.801 includes a number of editor’s notes that are to be addressed. This pCR proposes text for addressing the editor’s note. The rational is organised as follows: 

· Reference to clause

· Editor’s note text

· Proposed handling

Reference: 7.4.1 Network Slice Instance performance alarms monitoring
Editor’s note text: Editor's note: In case of common NFs shared by multiple NSIs, it is FFS.
Rational:
 Common NF’s are grouped into an NSSI (paragraph 4.2). A shared NSSI can support multiple NSI’s (paragraph 4.3). It is proposed to remove the Editor’s note.
Reference: 7.9.3 Modifying a Network Slice Instance
Editor’s note text: Editor's note: How to protect other existing services from undesirable impacts is FFS.
Rational:  The shared network slice supports one or more services. The NSI is modified use case does not affect the services, the editor’s note is unclear what should be for further study. Proposed to remove the editor’s note.
Reference: 7.13 Limited level of management exposure for NSI
Editor’s note text: Editor’s note: It is FFS both: 1) whether the management function of the operator is capable of granting the permission; 2) which management function of the operator grants the permission.
Rational:  The provision of management data to the customer is topic for discussion in the architecture study TR 28.800. It is proposed to replace the editor’s note with a NOTE
Reference: 7.14 NSI related management data exposure to customer
Editor’s note text: Editor’s Note: whether the data are always requested and accessed through CSMF is FFS.
Rational: The provision of management data to the customer is topic for discussion in the architecture study TR 28.800. It is proposed to replace the editor’s note with a NOTE.
4
Detailed proposal

(For pseudo CR, include the complete clause(s) or subclause(s) of the latest draft TS/TR to be modified, with clear clause and sub-clause headings included and all modifications shown with revision marks, unambiguously showing where the changes shall be made or inserted in the draft TS/TR. It is not sufficient to just state, for example, “add the following text to the draft TS/TR…”.)

	1st proposed change


7
Use Cases
7.4
Network Slice (Subnet) Instance(s) fault management
7.4.1
Network Slice Instance performance alarms monitoring
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Figure 7.4.1.1: NSI performance alarms monitoring

Figure 7.4.1.1 shows a high-level solution of NSI performance alarms monitoring. More details are depicted as follows:
1)
The NSMF determines to monitor the performance alarms for PM parameters of an NSI. 

2)
The NSMF determines to create threshold monitoring jobs for monitoring PM parameters on non-shared NFs, shared NFs of the NSI.

· In case of non-shared NFs, threshold monitoring job information contains PM parameters and threshold values. 

3)
The NSMF receives performance alarm notifications specific to an NSI. 
	2nd proposed change


7.9.3
Modifying a Network Slice Instance

The potential solution for modifying an NSI is described as follows.

1.
The NSMF receives an NSI modification request or the NSMF decides to modify an NSI based on a pre-defined policy. For example, the modification of NSI may include changing the capacity of the NSI, changing the topology of the NSI, and associating/de-associating network functions with the NSI.

2.
The NSMF determines the set of NSSIs that need to be modified and sends a request to the respective NSSMF of each of the NSSI in the set with the network slice subnet related requirements for modification.

3.
The NSSMF determines whether the received request with related requirement could be performed.

4a.
If the request with the requirement can be performed, the NSSMF determines which of the NSSI constituents needs to be modified. The NSSMF then modifies the NSSIs in the following way:

-
If the target NSSI constituent is shared with other NSSIs, the NSSMF determines whether the modification of the NSSI may impact the constituents shared by the other NSSIs:
a.
If there is no negative impact, the NSSMF modifies the target NSSI constituents and configures them according to the requirements.

b.
If there is negative impact, the NSSMF decides not to modify the NSSI constituents, or the NSSMF creates new NSSI constituents only for this NSSI being modified to avoid the negative impact. The original NSSI constituents are reconfigured and will no longer be associated to the NSSI being modified. The newly created NSSI constituents are configured according to the requirements.

-
If the target NSSI constituent is not shared with other NSSI, the NSSMF modifies the target NSSI constituents and configures them according to the requirements.

4b.
If the request with the related requirement cannot be performed, the NSSMF rejects the request send the feedback to NSMF accordingly.


	3rd proposed change


7.13
Limited level of management exposure for NSI

The NSI is created according to customer’s service request, where the management exposure may be one of requirements. The potential solution for management exposure is to enforce management isolation as described below:

1.
The operator (or the operator’s management system) receives the management exposure request as a part of the customer’s request.

2.
The NSMF identifies the type of the management exposure as below:

a)
If the NSSI is shared by the other NSIs, the management isolation of the NSSI is configured to only allow the management data and management operations relates to the specific NSI to be exposed via the management system.

b)
If the NSSI is not shared by the other NSIs, no management isolation configuration is needed. 

3.
Based on the identified type of management exposure, the CSMF derives the valid management exposure.

4.
The operator (or the operator’s management system) grants the permission of the agreed management exposure (e.g. management data and management operation). An access to the appropriate management function is authorised.


NOTE: The provision of management data to the customer is topic for discussion in the architecture study TR 28.800.
5.
The NSI management request is sent to the appropriate management function via the authorised access.

6.
The management data and management operation result is feedback to both the requester and the operator.
	3rd proposed change


7.14
NSI related management data exposure to customer
When the NSI is offered as service to customer, the customer needs to access the management data (performance measurements, alarm information, etc.) related to NSI by the following way:

1.
Customer requests to collect the management data related to NSI from CSMF

2.
Per the request from customer, CSMF requests to collect the management data related to NSI from NSMF

3.
NSMF collects the management data related to NSI and informs the CSMF about the availability of the management data

4.
CSMF gets the management data from NSMF

5.
CSMF informs the customer about the availability of the management data

6.
Customer gets the management data from CSMF
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Figure 7.14.1 NSI related management data exposure to customer 

.
NOTE: The provision of management data to the customer is topic for discussion in the architecture study TR 28.800.
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