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1
Decision/action requested

The group is asked to discuss and approve this proposal.
2
References

 [1]
3GPP TS 28.801 Study on management and orchestration of network slicing for next generation network (Release 15)
3
Rationale

Clause 5.1 of TR 28.801 includes a number of editor’s notes that are to be addressed. This pCR proposes text for addressing the editor’s note. The rational is organised as follows: 

· Reference to clause

· Editor’s note text

· Rationale
Reference: 5.1.1.8 Change capacity of a Network Slice instance
Editor’s note text: Editor's note: the relation of this use case and the use case of modifying an NSI is FFS.
Rationale:
The modification of an NSI can include changing the capacity of an NSI. Effectively change capacity can be considered a sub-use case of modify. It is proposed to replace the editor’s note with a NOTE
Reference: 5.1.1.8 Change capacity of a Network Slice instance
Editor’s note text: Editor's note: the applicability of this use case to RAN network functions depends on the results of the RAN study of slicing.
Rationale:  The change capacity use cases of network slice instance in the study is generic and not referring to a specific technology for example RAN, CN, TN. It is proposed to remove the Editor's note.
Reference: 5.1.2.1.3 Network Slice Instance(s) fault management
Editor’s note text: Editor's note: Which function block the NSMF belongs to is FFS.
Rationale:  The mapping of the NSMF to the management architecture is addressed as part of the architecture discussion in TR 28.800. It is proposed to insert a note to state this.
Reference: 5.1.3.1.3 Post-conditions
Editor’s note text: Editor's note: Which function block the NSMF belongs to is FFS.
Rationale:  The mapping of the NSMF to to management architecture addressed as part of the architecture discussion in TR 28.800. It is proposed to insert a note to state this.

Reference: 5.1.4.2.2 RAN configuration management supporting network slice
Editor’s note text: Editor's note; There can be other information that needs to be configured related to the RAN part of the network slice, which is FFS.
Rationale:  The use case is a generic use case at this stage, details about the information that needs to be configured and is applicable to the RAN part of a network slice is not relevant and may be subject for discussion in the normative phase. It is proposed to insert a note to state this.
Reference: 5.1.4.3.1 Slice specific information configuration for CN
Editor’s note text: Editor's note: The detailed slice specific information is FFS, depending on the output of TS 23.501 [7].
Rationale:  The use case is a generic use case at this stage, details about the information that needs to be configured and is applicable to the CN part, TS 23.501 [7], of a network slice is not relevant and may be subject for discussion in the normative phase. It is proposed to insert a note to state this.
Reference: 5.1.4.3.2 Slice specific information configuration for CN
Editor’s note text: Editor's note 1: Which CN functions need to be configured is FFS, depending on the output of TS 23.501[7].
Rationale:  The use case is a generic use case at this stage, details about the information that needs to be configured and is applicable to the CN part, TS 23.501 [7], of a network slice is not relevant and may be subject for discussion in the normative phase. It is proposed to insert a note to state this.
Reference: 5.1.4.3.1 Slice specific information configuration for CN
Editor’s note text: Editor's note 2: Whether NSMF can configure the CN functions is FFS, depending on the discussion of network slice concept.
Rationale: The question whether the NSMF can configure CN functions will be addressed in the architecture study TR 28.800. It is proposed to insert a note to state this.   
Reference: 5.1.7.1.1 Management data isolation
Editor’s note text: Editor's note: having access to management data by customers, and the level of visibility of a network slice by a customer is FFS.
Rationale:  addressed in separate contribution with pCR 174271, “pCR 28.801 clarification on use case management data isolation in 5.1.7”.
4
Detailed proposal

	1st proposed change


5
Use Cases
5.1.1.8
Change capacity of a Network Slice Instance 
5.1.1.8.1
Pre-conditions

The operator wants to change the capacity of an NSI by changing the capacity of an identified network function. The identified network function can be shared between multiple NSIs or not shared.

5.1.1.8.2
Description

The operator determines whether the NSI capacity needs to be increased or decreased:
-
If the operator wants to increase the capacity of the NSI, the operator may decide that it is enough to increase the capacity of identified network functions. If it is not possible, then the operator may decide to create new identified network functions to the NSI.
-
If the operator wants to decrease the capacity of the NSI, the operator determines whether the capacity of shared or non-shared network functions of the NSI needs changing.
a)
The operator may decide that to decrease the capacity of the NSI, it is enough to change the capacity of identified non-shared network functions. If it is not applicable, then the operator may decide to remove some of the identical non-shared network functions from the NSI.
b)
If the network functions identified by the operator for the change of capacity are shared network functions between multiple NSIs, the operator checks if the desired capacity change may negatively impact other NSIs and takes appropriate actions as outlined below:
-
If there is no anticipated negative impact, then the operator changes the capacity of identified shared network functions. Alternatively, the operator may decide to remove some of the shared network functions.

-
If there is anticipated negative impact on other NSI, the operator may not change the capacity of the shared network functions.
-
In all cases as part of the capacity modification the operator may need to perform appropriate reconfiguration of the existing network functions.
5.1.1.8.3
Post-conditions

The capacity of NSI is changed by the operator.
NOTE: The modification of an NSI can include changing the capacity of an NSI. Effectively change capacity can be considered a sub-use case of modify.


	2nd proposed change


5.1.2
Network Slice Instance(s) fault management

5.1.2.1
Supervise a Network Slice Instance

5.1.2.1.1
Pre-conditions

The operator wants to supervise an instantiated network slice to be aware of and resolve problems or potential problems with an NSI based on the received alarm notifications. 
The NSI is composed of NSSIs consisting of network functions and resources. AN NSSI can be associated with only one NSI or with multiple NSIs.

The NSMF knows which NSSIs are associated with each NSI. 

5.1.2.1.2
Description

The NSI is configured so that appropriate alarm notifications are generated and sent to the NSMF. The NSMF receives alarm notifications for an NSI:

-
In case the NSMF receives alarm notifications related to the dedicated NSSI, all alarm notifications related to the dedicated NSSI are applicable to the associated NSI. The NSMF supervises the NSI based on the alarm notifications.
-
In case the NSMF receives alarm notifications related to the shared NSSI, the alarm notifications might be applicable to some specific associated NSI that is using that shared NSSI. The NSMF identifies to which NSI the alarm notification belongs, and supervises the NSI(s) based on the identified alarm notifications.

The NSMF may allow or suppress alarm notifications related to the NSSI to satisfy the fault management requirements of the associated NSI(s). 

5.1.2.1.3
Post-conditions

The NSMF provides alarm supervision of an NSI to the operator.



	3rd proposed change


5.1.3
Network Slice Instance(s) performance management

5.1.3.1
Monitor the performance of a Network Slice Instance

5.1.3.1.1
Pre-conditions

The operator wants to understand the performance of the network slice to ensure SLA compliance. The network slice is instantiated and configured by the NSMF so that the appropriate performance data is generated.

The NSMF knows which NSSIs are associated with each NSI. A NSSI can be associated with multiple NSIs.

5.1.3.1.2
Description

Network slice performance management is carried out at both NSI level and NSSI level. An example is shown in the following figure 5.1.3.1.2.1 NSI 1 is composed by network slice subnet instance 1 and network slice subnet instance 2. Firstly, performance data of network slice subnet instances is collected. Then performance data of an NSI can be generated based on all the performance data related to network slice subnet instances.
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Figure 5.1.3.1.2.1: Example of network slice performance management
· Performance data generation at NSI level 

In order to understand the performance of an NSI, some performance data at NSI level need to be obtained. For example, performance data at the NSI level may include traffic load data of the whole NSI, service performance data provided by the NSI. Traffic load data of an NSI indicates the level of both the total user traffic and the signalling traffic within an NSI. The service performance data includes the total user traffic, the signalling traffic and QoS data corresponding to a particular service instance. QoS data of services can indicate whether the NSI delivers services at expected QoS level.

In order to obtain NSI level performance data, the NSMF firstly collects performance data related to NSSIs associated with the NSI. The NSMF then generates NSI level performance data based on performance data related to NSSIs.
· Performance data collection at NSSI level 
The NSMF decides to create measurement jobs on network functions in NSSIs. Measurement jobs includes measurement parameters, scheduling information and an indication for pointing out the NSI for which performance data needs to be collected. The data is collected and provided to the NSMF by the NSSIs.

An NSSI can be dedicated to an NSI or can be shared by multiple NSIs:
a) In case of a dedicated NSSI all performance data from the network slice subnet is identified per NSI that is using that NSSI. The data may be collected for different QoS levels or for different service instances included in the NSI as per the request from the network management function. 

b) In case of a shared NSSI the performance data is segregated per NSI that is using that shared NSSI. The data may be collected for different QoS levels, for different service instances or for different slice instance level as per the request from the network management function.

5.1.3.1.3
Post-conditions

The NSMF has the performance data of all NSSIs that are associated with the NSI. 

The NSMF generates slice instance level performance data of an NSI based on the performance data of all NSSIs that are associated with the NSI.



	4th proposed change


5.1.4.2
RAN configuration management supporting network slice
5.1.4.2.1
Pre-conditions
The NSMF may have received the requirements for NSI, for example, latency, bandwidth, QoS.
The NSMF is configuring a network slice.

The NSMF has identified that a RAN part of a network slice needs to be configured.
The virtualized RAN part has not been deployed.
5.1.4.2.2
Description 

The 3GPP management system configures the RAN part of the network slice. including, for example one or more of the following.

· Configure the suitable air interface parameters to the RAN part (e.g. gNB/eLTE eNB), to satisfy the requirement of the specific radio link characteristics.

·  Determine to deploy the virtualized RAN part to a suitable location (e.g. closely to air interface), to satisfy the requirement of low user plane latency for RAN.
The NSMF configures the RAN part of the network slice with information about the related CN part of the network slice. 



5.1.4.2.3
Post-conditions
The RAN part of the network slice has been configured.

1)
The specific radio link characteristics are configured.
2)
The virtualized RAN part has been deployed in a suitable location.
5.1.4.3
 Slice specific information configuration for CN
5.1.4.3.1
Pre-conditions
A network slice instance has been created. The operator determines the slice specific information for the network slice instance.


NOTE: The use case is a generic use case at this stage, details about the information that needs to be configured and is applicable to the CN part, TS 23.502 [x], of a network slice is not relevant and may be subject for discussion in the normative phase. 
5.1.4.3.2
Description 
The operator requests network slice management function to configure CN functions with slice specific information. The NSMF may send a request to NSSMF to configure corresponding CN functions with the slice specific information. The NSMF and the NSSMF configure the corresponding CN functions with the slice specific information. 




5.1.4.3.3
Post-conditions 
The CN function is configured with the slice specific information.
	5th proposed change


5.1.11.2
Coordination of NSI management actions 

5.1.11.2.1
Pre-conditions
The NSI is activated.

Two or more of the following NSI management actions are requested concurrently:

-
automated reconfiguration of NSI to support the updated network slice requirements received from CSMF;

-
If NSI is shared to multiple communication services, NSMF may receive updated network slice requirements for each communication service respectively 
· automated optimization of NSI;

-
automated healing of NSI;

-
manual modifications of NSI.
5.1.11.2.2
Description
There may be conflicts when two or more of the management actions mentioned in the pre-conditions are requested concurrently. For example, for a component NF which is shared between multiple NSIs, when one NSI is requesting optimization/reconfiguration by changing the parameter of this NF (e.g., coverage related parameters of a cell), and another NSI is concurrently requesting to compensate a faulty NF using this NF by the changing the same/relevant parameter with a conflicting or opposite value. Since the actual modifications on the component NSSI and NF are delegated to NSSMF, NSMF coordinates these management actions with NSSMF to prevent if possible, or to resolve the conflicts to minimize the negative impact to the NSI(s). A policy, with consideration of the assigned priority of the NSIs, may be pre-configured to NSMF for coordination of management actions of NSI.

5.1.11.2.3
Post-conditions
The conflicts between the management actions of NSI are prevented, or resolved.
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