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1
Decision/action requested

Discuss and approve the text proposal.
2
References

[1] 3GPP TR 28.801 V1.1.0 Study on management and orchestration of network slicing for next generation network
3
Rationale

Based on the discussion of S5-171827, this contribution proposes some further update of network slicing concept.
4
Detailed proposal

It is proposed to make the following changes to the TR 28.801 [1].
	1st modified section


3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

logical resource isolation: FFS.
network slice instance: a set of network functions and the resources for these network functions which are arranged and configured, forming a complete logical network to meet certain network characteristics. 

NOTE: the concepts related to a network slice instance are described in clause 4.2.
Editor’s note 1: the meaning of “complete” in the definition is FFS

network slice subnet descriptor: description of the structure (and contained components) and configuration of the network slice subnet instance 
network slice subnet instance: a set of network functions and the resources for these network functions which are arranged and configured to form a logical network. 
physical resource isolation: physical resource allocated for one network slice cannot be used by other network slices in order to avoid negative effect between multiple network slice instances.
	Next modified section


4.2
Network slice concepts

4.2.1
General

Network slice concept includes the following aspects: 

· 
1) Components of NSI
The NSI contains NFs (e.g. belonging to AN and CN) as well as all information relevant to the interconnections between these NFs like topology of connections, individual link requirements (e.g. QOS attributes), etc. The management of TN is out of scope of 3GPP and takes into account topology of required connections and individual requirements specified in 3GPP NSI. 
2) Resources used by the NSI
The resources comprise of physical and logical resources. 

3) Network Slice Template

The NSI is defined by a Network Slice Template. 

Editor’s note: the relation between NST and NSI is FFS. 

4) NSI policies and configurations

Instance-specific policies and configurations are required when creating an NSI. 

Network characteristics examples are ultra-low-latency, ultra-reliability etc.

NSI contains Core Network part and Access Network part.

5) Isolation of NSIs
An NSI may be fully or partly, logically and/or physically, isolated from another NSI. 




4.2.2
Information model attached to network slices
Assumption No. 1: an NSI may support zero or more communication services

Assumption No. 2: a communication service may be served by one or more (e.g. in case of service bundle) NSIs, possibly of different network slice types.

Assumption No. 3: An NSI may be composed of network slice subnets of Physical Network Functions and/or Virtualized Network Functions.

Assumption No. 4: Physical Network Functions and Virtualized Network Functions may belong to one or more network slice subnet(s).

Assumption No. 5: Virtualized Network Functions are deployed on top of virtualized resources.
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Figure 4.2.2: Network Slice related information model.

NOTE 1: Figure 4.2.1 is not a Network Resource Model IRP IS class diagram.

Editor’s note 1: Mapping the concepts of Figure 4.2.1 on ETSI ISG NFV concepts is FFS.

Editor’s note 2: it is FFS both: a/ whether a Network Function can have a direct participation in a Network Slice, and/or b/ whether a Network Function can have a participation in a Network Slice as part of a Network Slice Subnet (refer to: Description of Network Slicing Concept by NGMN Alliance - Figure 1).

Editor’s note 3: It is FFS whether there is an inheritance relationship between Network Slice and Network Slice Subnet.
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4.8
Services using the Network Slice concept

4.8.1
Network Slices as NOP internals

Types of services listed in 4.7 are offered by CSPs to their customers, relying on Network Operator(s) network services. Depending on CSP requirements and/or Network Operator own policies, the Network Operator can decide to provide required network services using network slices. In such a case, only the Network Operator has knowledge of the existence of network slices; the CSP and its customers haven’t.
4.8.2
Network Slice as a Service

Network slice as a Service can be offered by CSPs to their customers, leaving the latter ones the possibility to offer their own services on top on network slice services (B2B2X). Such network slice services could be characterized by e.g.

· radio access technology,

· bandwidth,

· end-to-end latency,

· guaranteed / non-guaranteed QoS,

· security level, etc.

Depending on service offering, CSP imposes limits on the network slice characteristics that will be exposed to the CSC, and CSP imposes limits on the network slice management capabilities that will be exposed to the CSC.

A CSP offering Network Slices as a Service relies on network services offered by one or more network Operators. 

4.8.X
Services using network slice instances
As an example, services using NSI(s) are illustrated in the figure 4.8.1.

[image: image3]
Figure 4.8.1: End to End services provided by NSI(s)
Different NSIs (NSI A, NSI B and NSI C) contains NFs (e.g. belonging to AN NSSI and CN NSSI) as well as all information relevant to the interconnections between these NFs. Different communication services are provided by service provider through using different NSIs. For example, Service 1 and Service 2 use NSI A which contains dedicated NSSIs (CN NSSI 1 and AN NSSI 1), Service 3 uses NSI C which contains a dedicated NSSI (CN NSSI 3) and a shared NSSI (AN NSSI 2) with NSI B. 
Note: The dashed lines in above figure mean connectivity supported by TN.
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