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1
Decision/action requested

The group is asked to discuss and approve the contribution.
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3
Rationale

The use cases in our study describe lifecycle management for network slice and network slice subnet. The lifecycle management of a network slice is dependent on the availability of network slice blueprints. Network slice blueprints are designed or composed in the preparation phase and based on the capabilities exposed by the network. The network exposes its capabilities through the NSSMF. At the network slice blueprint design phase network capability information is added to the network slice blueprint so that the NSMF (after the blueprint is on-boarded) can create and modify NSI(s) using capability supported by the NSSI(s).
4
Detailed proposal

It is proposed to make the following changes to TR 28.801[1].
	1st proposed change


4 
Concepts and Background

4.1
Network Slice Instance (NSI) lifecycle

A Network Slice Instance (NSI) is a managed entity in the operator’s network with a lifecycle independent of the lifecycle of the service instance(s). In particular, the service instances are not necessarily active through the whole duration of the run-time phase. The NSI lifecycle typically includes an instantiation, configuration and activation phase, a run-time phase and a decommissioning phase. During the NSI lifecycle the operator needs to manage the NSI.

The lifecycle of a network slice is described by the following phases:

· Preparation phase

· Instantiation, Configuration and Activation phase

· Run-time phase

· Decommissioning phase
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Figure 4.1-1: Lifecycle phases of a NSI
Each phase defines high level tasks and should include appropriate verification of the output of each task in the phase.  

Preparation phase

In the preparation phase the NSI does not exist. The preparation phase includes the creation and verification of network slice blueprint(s) [5], the onboarding of these, preparing the necessary network environment which are used to support the lifecycle of NSIs and any other preparations that are needed in the network. Some of the input information to the preparation phase are the existing network capabilities, the network  topology and functionality.
Instantiation, Configuration and Activation phase 

During instantiation/configuration all resources shared/dedicated to the NSI have been created and are configured, i.e. to a state where the NSI is ready for operation. The activation step includes any actions that makes the NSI active, e.g. diverting traffic to it, provisioning databases (if dedicated to the network slice, otherwise this takes place in the preparation phase) etc. Network slice instantiation, configuration and activation can include instantiation, configuration and activation of other common and/or specific network function(s).

Run-time phase 

In the run-time phase the NSI is capable of traffic handling to support communication services of certain type(s). The run-time phase includes supervision/reporting (e.g. for KPI monitoring), as well as activities related to upgrade and reconfiguration. Reconfiguration could map to several workflows related to runtime tasks, e.g. scaling up capacity and moving network functions.

Decommissioning phase 

The decommissioning phase includes deactivation (taking the NSI out of active duty) as well as the termination of dedicated resources and removal of configuration of shared/dependent resources. After decommissioning the NSI does not exist anymore.

	2nd proposed change


5
Use cases
5.x
Network capability exposure
5.x.1
Pre-condition

The operator has to create a new NST (prepration phase) containing a new or modified network slice design to support an end-user service. As input to the network slice design the operator needs to know the capabilities of the existing network.

The NSMF and the NSSMF are operational. The capabilities of the network are exposed by the sub-networks NSSMF.

5.x.1
Description

All capabilities required by the NSMF to support the NST design are exposed by the NSSMF(s). 

· In case of a shared NSSI the NSSMF exposes the capability of the deployed network

· In case of a dedicated NSSI the NSSMF exposes the capability of the not yet deployed network

The operator includes a representation of the NSSD information to the NST. An example of this information is the NSSD-name. 

Editor’s note: other parameters from the NSSD that need to be exposed to the NSMF are FFS
5.x.1
Post-condition

The operator can create a new NST considering the exposed network capabilities.
	3rd proposed change


6
Potential Requirements

REQ_NSSM-CON-x The NSSM shall be able to expose a defined subset of parameters from the NSSD to the operator using a standardized model, protocol and procedure. 
NOTE: The NSSD subset is defined by what is required by the NSMF to support NST design.  
. 
	End
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