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1
Decision/action requested

The group is asked to discuss and approve the contribution.
2
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3
Rationale

The study report has identified use case and requirements for support of netowkr slicing. The contribution proposes conclusions and recommendations.

4
Detailed proposal

It is proposed to make the following changes to TR 28.801[1].
	1st proposed change


8
Conclusions

8.1
General

The present document has investigated management and orchestration of network slices from the moment an operator receives a request to support an end-user service by means of a network slice until the network slice is phased out. The study identified and named the following potential new management functions:
1) SMF,
2) NSMF,
3) NSSMF,
and potential new interfaces between the management functions:

1) Itf-smf-nsmf
2) Itf-nsmf-nsmf
3) Itf-nsmf-nssmf

4) Itf-nssmf-nssmf

FFS
8.2
Potential use cases

8.2.1
NSI management and orchestration

The following potential use cases for management and orchestration of network slices have been identified. The NSMF is the function that handles these use cases. 
1)
Management support to the network slicing


2) Management support to provide a customer’s service request using a NSI


3) Creation of two new NSIs for different end user services with shared AN and no common CN NFs


4) Creation of a NSI with common and slice specific CN network functions and shared AN


5) Network slice creation


6) Creating an end-to-end NSI across multiple operators


7) Creation of NSI with shared NSSIs

8) Activation of a NSI


9) Instantiation, configuration and activation of NSI in the network with virtualized NFs


10) Supervise a NSI


11) Monitor the performance of a NSI


12) Management data isolation when NSI is shared by multiple customers


13) Network slice performance threshold monitoring


14) Modifying a NSI with common and slice specific CN network functions and shared AN


15) Changing capacity of a NSI


16) Use case for deactivation of a NSI


17) Terminating a NSI with common and slice specific CN network functions and shared AN


18) Management support for policy configuration


19) Management support for RAN configuration


20) Use case for management support to facilitate UE roaming between NSIs in different administrative domains


21) Configuration for RRM policy for NSIs


22) Limited level of management exposure for multiple NSIs


8.2.2
NSSI management and orchestration

The following potential use cases for management and orchestration of network slice subnets have been identified. The NSSMF is the function that handles these use cases. 
1) Creation of a NSSI

2) Activation of a NSSI


3) Monitor performance of a NSSI


4) Supervision of a NSSI

5) Modification of a NSSI

6) Changing capacity of a NSSI


7) De-activation of a NSSI


8) Termination of a NSSI

8.3
Potential requirements

FFS
8.4
Potential solutions

FFS
	2nd proposed change


9
Recommendations

Based on the outcome of the study, normative work for the management and orchestration of network slicing for next stage is recommended. 
Potential areas for future normative work: 

1) Concept, reference model and requirements for the management and orchestration of network slicng.

2)
FFS
SA5 work should be based on ETSI ISG NFV Group Specifications where applicable. SA5 will coordinate with ETSI ISG NFV as necessary.

If SA5 identifies issues in ETSI ISG NFV Group Specifications, SA5 should indicate that to ETSI ISG NFV.
	End


