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1
Decision/action requested

The group is asked to discuss and agree on this proposal.
2
References

[1]
Draft TR 28.801: "Study on management and orchestration of network slicing for next generation network v1.0.0".
3
Rationale

In SA5#111bis, the group agreed the high-level functional model of business roles in the context of next generation networks. High-level business roles include (see clause 4.6 of [1]):

· Communication Service Customer (CSC): Uses communication services.

· Communication Service Provider (CSP): Provides communication services (see 4.7). Designs, builds and operates its communication services.

· Network Operator (NOP): Provides network services. Designs, builds and operates its networks to offer such services.

…

Typical CSC could be end user, small/medium/large entreprise, vertical, etc.

In clause 7.1 Network slice management functions [1], some network slice management functions are identified as below.
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Figure 7.1-1 Network slice management functions

The different functions at different network levels may have different requirements for the corresponding fault information.

It is proposed to add the network slicing related alarm data aggregation solution into TR 28.801 [1].
4
Detailed proposal

It is proposed to make the following changes to TR 28.801 [1].
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7.X
Network slicing related alarm data aggregation
7.X.1
General

The different functions at different network levels may have different requirements for the corresponding fault information. For network slicing related fault management, there are two categories of alarm data:

· Network related alarm data;

· Communiation service related alarm data.

7.X.2
Network related alarm data

Network related alarm data include three levels of alarm data further:

1) NF alarm data

a. In order to know the fault information of a NF, alarm data at NF level need to be obtained.

b. The NF alarm data is also needed by other network management entities except the network slicing management, for example, Network Manager (NM) needs the NF alarm data also for the network management.

2) NSSI alarm data
a. In order to understand the fault information of a NSSI, some alarm data at NSSI level need to be obtained.

b. In order to obtain NSSI alarm data, the NSSMF firstly collects alarm data related to NF(s) associated with the NSSI. Then the NSSMF generates NSSI alarm data based on the received alarm data related to the corresponding NF(s).

3) NSI alarm data
a. In order to understand the fault information of a NSI, some alarm data at NSI level need to be obtained.

b. In order to obtain NSI alarm data, the NSMF firstly collects alarm data related to NSSI(s) associated with the NSI. Then the NSMF generates NSI alarm data based on the received alarm data related to the corresponding NSSI(s) and/or the received alarm data related to the corresponding NF(s).
7.X.3
Communication service related alarm data

Communication service related alarm data:
1) In order to understand the fault information of a communication service which is supported by NSI, some alarm data at service level need to be obtained.

2) In order to obtain the slice related service alarm data, the NSMF firstly collects alarm data related to NSI associated with the service and then generates the slice related alarm data of service supported by the corresponding NSI.

3) The CSMF generates the communication service alarm data based on the received slice related service alarm data from NSMF and other information may owned by CSMF, and then sends the service alarm data to CSC. Since the service alarm data is also needed by other network management entities except the network slicing management, for example, NM may need the service alarm data also for the network management, therefore CSMF is also needed in 5G non-slicing network management.

4) Customer, i.e., the CSCs of the NSI, will have a service level agreement with the operator (as CSP) of the network slice that states that the operator provides Fault Management (FM) data that pertains to network slice resources used by the CSCs. 

5) In some cases, the operator, who plays the role of CSP, may provide a shared NSI to some CSCs (for example, the entreprises of an industry segment), each CSC may have own management function, i.e. Customer Management Function (CMF) which is out of scope of 3GPP, which will be interested to get the service alarm data based on filter conditions relevant to that CSC. Therefore, CSCs may subscribe to CSMF as service alarm data receiver to obtain the alarm data related to the corresponding service from CSMF.
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