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Decision/action requested

The group is asked to discuss and approve the contribution.
2
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3
Rationale

The use cases, requirements and procedures related to VNF instantiation and VNF instance termination triggered by the EM on the Ve-Vnfm-em ref. point make use of the ETSI GS NFV-IFA 008 VNF lifecycle management interface and corresponding operations.

In the discussions with ETSI ISG NFV IFA working group, it has been confirmed that the support of VNF instantiation through the IFA008 is not determined to have the same behaviour as with the VNF instantiation supported on the IFA013, in particular to what concerns to having the VNF instance as part of the NS. There is a NOTE in the clause 7.2.3.4 of ETSI GS NFV-IFA 008 providing clarification about the behaviour when using the VNF instantiation operation.

/*** Start extract from ETSI GS NFV-IFA 008 ****/

NOTE:
In the present document, the operation result of the VNF instantiation request by EM cannot be determined to have the same result as VNF instantiation request as part of the NS LCM update operation performed through the NFVO (see clauses 7.3.5 and 8.3.4.10 in ETSI GS NFV-IFA 013 [i.5]), in particular in what concerns re-using the newly VNF instance at the NFVO level and associating it to a corresponding NS. 
/*** End xtract from ETSI GS NFV-IFA 008 ****/

In order to ensure that we are not in the 3GPP SA5 specifications it is needed to add a clarification about this in the specifications.
4
Detailed proposal

It is proposed to make the following changes to TS 28.525 [REF-A].
	1st modified section


5.4.5.3
Managing EM IP address provided to instantiated VNF by VNFM
5.4.5.3.1
Managing EM IP address provided to VNFM by EM as VNF configuration data

	Use Case
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	Enable connection of newly instantiated VNF to the managing EM 
	

	Actors and Roles
	EM
	

	Telecom resources
	VNFM

VNF

Managing EM
	

	Assumptions
	The vendor of 3GPP NE implemented as a VNF prefers to utilize the ETSI NFV standardized mechanisms for initial VNF configuration.
	

	Pre-conditions
	The pre-conditions applicable to VNF instantiation requested by EM have been satisfied.
	

	Begins when 
	Operator decides to instantiate new VNF implementing 3GPP NE
	

	Step 1 (M)
	EM requests VNFM to create a new VNF identifier (according to [8] clause 7.2.2)
	

	Step 2 (M)
	VNFM creates a new VnfInfo object and returns the VNF instance identifier to the EM (according to [8] clause 7.2.2.4)
	

	Step 3 (M)
	EM provides the managing EM IP address to the VNFM as a parameter of modify VNF configuration operation (according to [8] clause 7.6.2) together with VNF instance identifier received in step 2
	

	Step 4 (M)
	VNFM updates the VnfInfo object with configuration data (managing EM IP address) received from EM and returns the operation result to EM (according to [8] clause 7.6.2.4)
	

	Step 5 (M)
	EM request VNFM to instantiate a new VNF and provides specific VNF instance identifier received in step 2 (according to [8] clause 7.2.3)
	

	Step 6 (M)
	VNFM initiates the VNF instantiation and returns the operation result to EM (according to [8] clause 7.2.3.4). The VNF instance is not associated to any NS, (see NOTE in clause 7.2.3.4 in [8])
	

	Step 7 (M)
	VNFM provides the newly instantiated VNF with the managing EM IP address using set initial configuration operation (according to [8] clause 6.2.2)
	

	Step 8 (O)
	If EM is subscribed to the VNF LCM notifications (according to [8] clause 7.3.2), VNFM notifies EM about the progress of VNF instantiation (according to [8] clause 7.3.3)
	

	Step 9 (M)
	Newly instantiated VNF connects to the managing EM
	

	Ends when
	Managing EM is able to manage the 3GPP NE (VNF instance)
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The 3GPP NE (VNF instance which is not associate to any NS) is being managed by EM
	

	Traceability
	
	


5.4.5.3.2
Managing EM IP address provided to VNFM by EM as VNF instantiation parameter
	Use Case
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	Enable connection of newly instantiated VNF to the managing EM 
	

	Actors and Roles
	EM
	

	Telecom resources
	VNFM

VNF

Managing EM
	

	Assumptions
	The vendor of 3GPP NE implemented as a VNF prefers to utilize the ETSI NFV standardized mechanisms for initial VNF configuration.
	

	Pre-conditions
	The pre-conditions applicable to VNF instantiation requested by EM have been satisfied.
	

	Begins when 
	Operator decides to instantiate new VNF implementing 3GPP NE
	

	Step 1 (M)
	EM requests VNFM to create a new VNF identifier (according to [8] clause 7.2.2)
	

	Step 2 (M)
	VNFM creates a new VnfInfo object and returns the VNF instance identifier to the EM (according to [8] clause 7.2.2.4)
	

	Step 3 (M)
	EM request VNFM to instantiate a new VNF and provides specific VNF instance identifier received in step 2 and provides the managing EM IP address to the VNFM as additional paremeter of instantiation (according to [8] clause 7.2.3)
	

	Step 4 (M)
	VNFM maps the managing EM IP address value received as additional parameter of instantiation to the VNF configuration data.

Editor’s Note: the specific mechanism for this mapping (e.g. vendor specific LCM script or specific VNFM) is FFS
	

	Step 5 (M)
	VNFM updates the VnfInfo object with configuration data (managing EM IP address) received from EM, initiates the VNF instantiation and returns the operation result to EM (according to [8] clause 7.2.3.4)
	

	Step 6 (M)
	VNFM provides the newly instantiated VNF with the managing EM IP address using set initial configuration operation (according to [8] clause 6.2.2)
	

	Step 7 (O)
	If EM is subscribed to the VNF LCM notifications (according to [8] clause 7.3.2), VNFM notifies EM about the progress of VNF instantiation (according to [8] clause 7.3.3)
	

	Step 8 (M)
	Newly instantiated VNF (but not associated to any NS, see NOTE in clause 7.2.3.4 in [8]) connects to the managing EM.
	

	Ends when
	Managing EM is able to manage the 3GPP NE (VNF instance)
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The 3GPP NE (VNF instance which is not associate to any NS) is being managed by EM
	

	Traceability
	
	


	2nd modified section


6.4.1.2.1
VNF instantiation initiated through Itf-N

	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal
	Create a VNF instance. 
	

	Actors and Roles
	IRPManager as user
	

	Telecom resources
	VNFM, EM (IRPAgent)
	

	Assumptions
	The association of the new VNF instance to a NS instance must be known to the NFVO in order to enable the VNF LCM granting operations and VR management in indirect mode.
	

	Pre-conditions
	The VNF Package for the VNF instantiation is enabled.
EM is subscribed to the VNF LCM notifications (see clause 7.3.2 [8]).
	

	Begins when 
	IRPManager decides to instantiate a VNF instance.
	

	Step 1 (M)
	IRPManager initiates the VNF instantiation by communicating to IRPAgent an intention to instantiate a VNF instance.
Editor’s Note: the specific IRP to be used by IRPManager to communicate the intention to instantiate a VNF to IRPAgent is FFS.
	

	Step 2 (M)
	EM requests VNFM to create a new VNF Identifier (see clause 7.2.2 [8]) using the VNFD Id to identify the related VNF Package.
	

	Step 3 (M)
	VNFM responds to EM with new VNF instance ID
	

	Step 4 (M)
	EM (IRPAgent) informs NM (IRPManager) about new VNF Id as attribute value change
	

	Step 5 (M)
	NM requests NFVO to update the NS to be associated with the new VNF instance 

Editor's note: whether an existing UpdateNS operation ("as-is") may be used to associate known VNF instance ID of non-instantiated VNF to an existing NS instance or an extension of UpdateNS operation is needed in IFA013 is to be confirmed with ETSI NFV IFA WG.
	

	Step 6 (M)
	NFVO responds to NM with update NS result
	

	Step 7 (M)
	NM (IRPManager) communicates to the EM (IRPAgent) that it may continue the VNF instantiation

Editor’s Note: the specific IRP to be used by IRPManager to communicate to IRPAgent that it's OK to continue the VNF instantiation is FFS
	

	Step 8 (M)
	EM requests VNFM to instantiate a new VNF (see clause 7.2.3 [8]).
	

	Step 9 (M)
	VNFM responds to EM with the operation result containing the lifecycle operation occurrence Id
	

	Step 10 (M)
	VNFM sends the VNF lifecycle change notification to EM indicating the start of VNF instantiation procedure (see clause 7.3.3 [8]).
	

	Step 11 (M)
	VNFM sends the VNF lifecycle change notification to EM indicating the success or failure of the VNF instantiation, when the VNF instantiation procedure is completed (see clause 7.3.3 [8]).
	

	Step 12 (M)
	EM (IRPAgent) notifies NM (IRPManager) about new VNF instantiation as attribute value change.
	

	Ends when
	Ends when all mandatory steps identified above are successfully completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	A new VNF instance is instantiated but not associated to any NS (see NOTE in clause 7.2.3.4 in [8])
	

	Traceability 
	REQ-NFV_LCM_Itf-N-FUN-1, REQ-NFV_LCM_Itf-N-FUN-2, REQ-NFV_LCM_Ve-Vnfm-em-FUN-1, REQ-NFV_LCM_Ve-Vnfm-em-FUN-2.
	


	3rd modified section


6.4.1.4.1
VNF instance termination initiated through Itf-N
	Use Case Stage
	Evolution / Specification
	<<Uses>>

Related use 

	Goal
	Enable NM to terminate a VNF instance which is not going to be retained for any other new assignment of managed object(s). 
	Delete the MOI(s) corresponding to a VNF instance (application part)

	Actors and Roles
	IRPManager as user
	

	Telecom resources
	VNFM, EM (IRPAgent)
	

	Assumptions
	N/A
	

	Pre-conditions
	The VNF instance to be terminated is no longer needed, all managed object(s) for the VNF instance has/have been deleted. The VNF instance has been instantiated (see NOTE in clause 7.2.3.4 in [8]) by the EM.
	

	Begins when 
	IRPManager decides to terminate a VNF instance.
	

	Step 1 (M)
	IRPManager sends the request to IRPAgent to terminate a VNF instance.
	

	Step 2 (M)
	EM sends the request (see clause 5.2.1.1 [8]), to VNFM via Ve-Vnfm-em reference point to terminate the identified VNF instance.
	

	Step 3 (M)
	VNFM sends the VNF lifecycle change notification to EM indicating the start of VNF termination procedure (see clause 5.2.1.2 [8]).
	

	Step 4 (M)
	VNFM sends the VNF lifecycle change notification to EM indicating the result (e.g. success or failure) of VNF termination, when the VNF termination procedure is completed (see clause 5.2.1.2 [8]).
	

	Step 5 (M)
	IRPAgent returns the VNF instance termination result to IRPManager.
	

	Ends when
	Ends when all mandatory steps identified above are successfully completed or when an exception occurs.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	The VNF instance is terminated.
	

	Traceability 
	REQ-NFV_LCM_Itf-N-FUN-3, REQ-NFV_LCM_Itf-N-FUN-4, REQ-NFV_LCM_Ve-Vnfm-em-FUN-6, REQ-NFV_LCM_Ve-Vnfm-em-FUN-7
	


	4th modified section


6.1.3
Requirements for Ve-Vnfm-em

REQ-NFV_LCM_Ve-Vnfm-em-FUN-1
The Ve-Vnfm-em reference point shall support a capability allowing EM to send VNF instantiation request (see requirement Ve-Vnfm-em.VnfLcm.002 in [8]).
NOTE: According to [8], the new VNF instance is instantiated but not associated to any NS (see note in clause 7.2.3.4 in [8]). The note in clause 7.2.3.4 in [8] reads: “In the present document, the operation result of the VNF instantiation request by EM cannot be determined to have the same result as VNF instantiation request as part of the NS LCM update operation performed through the NFVO (see clauses 7.3.5 and 8.3.4.10 in ETSI GS NFV-IFA 013 [i.5]), in particular in what concerns re-using the newly VNF instance at the NFVO level and associating it to a corresponding NS.” 
REQ-NFV_LCM_Ve-Vnfm-em-FUN-2
The Ve-Vnfm-em reference point shall support a capability allowing VNFM to inform EM the result of VNF instantiation (see requirement Ve-Vnfm-em.VnfLcn.001 in [8]).REQ-NFV_LCM_Ve-Vnfm-em-FUN-3
The Ve-Vnfm-em reference point shall support a capability allowing EM to request the scaling of a VNF instance indicating the type of VNFC to scale and the number of scaling steps (see requirement Ve-Vnfm-em.VnfLcm.001 and clause 7.2.7.2 in [8]).

REQ-NFV_LCM_Ve-Vnfm-em-FUN-4
The Ve-Vnfm-em reference point shall support a capability allowing VNFM to notify about VNF instance lifecycle changes indicating the type of lifecycle procedure, whether it is the start or the end of the procedure, and the results of lifecycle procedure with indication of errors if the procedure is not successful (see requirement Ve-Vnfm-em.VnfLcn.002 in [8]).

REQ-NFV_LCM_Ve-Vnfm-em-FUN-5
The Ve-Vnfm-em reference point shall support a capability allowing EM to subscribe/un-subscribe to VNF instance lifecycle change notifications (see clause 7.5 in [8]).

REQ-NFV_LCM_Ve-Vnfm-em-FUN-6
The Ve-Vnfm-em reference point shall support a capability allowing EM to send VNF termination request (see requirement Ve-Vnfm-em.VnfLcm.003 in [8]).

REQ-NFV_LCM_Ve-Vnfm-em-FUN-7
The Ve-Vnfm-em reference point shall support a capability allowing VNFM to inform EM the result of VNF termination (see requirement Ve-Vnfm-em.VnfLcn.002 in [8]).

REQ-NFV_LCM_Ve-Vnfm-em-FUN-8
The Ve-Vnfm-em reference point shall support a capability allowing EM to request VNFM to enable/disable the auto-scaling of a specific VNF instance(s) (see requirement Ve-Vnfm-em.VnfCm.001 in [8] and clause 7.1.12 in [9]).

REQ-NFV_LCM_Ve-Vnfm-em-FUN-9
The Ve-Vnfm-em reference point shall support a capability allowing EM to request VNFM to create the VNF identifier (see requirement Ve-Vnfm-em.VnfLcm.001 in [8]).
	End of modified sections


