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	First change


6.2.2
Accounting-Request message

The ACR messages, indicated by the Command-Code field set to 271 is sent by the CTF to the CDF in order to send charging information for the requested bearer / subsystem /service. 

The ACR message format is defined according to the Diameter Base Protocol in RFC 3588 [401] as follows:

      <ACR> ::= < Diameter Header: 271, REQ, PXY >

                < Session-Id >

                { Origin-Host }

                { Origin-Realm }

                { Destination-Realm }

                { Accounting-Record-Type }

                { Accounting-Record-Number }

                [ Acct-Application-Id ]

                [ Vendor-Specific-Application-Id ]
                [ User-Name ]





[ Destination-Host ]

                [ Accounting-Sub-Session-Id ]

                [ Acct-Session-Id ]
                [ Acct-Multi-Session-Id ]
                [ Acct-Interim-Interval ]

                [ Accounting-Realtime-Required ]
                [ Origin-State-Id ]

                [ Event-Timestamp ]              

              * [ Proxy-Info ]

              * [ Route-Record ]

                [ Service-Context-Id ]

                [ Service-Information ]

              * [ AVP ]

NOTE:
Similar information as in subscription_id should be added as 3GPP parameter, IMEI.

Table 6.2.2.1 illustrates the basic structure of a 3GPP Diameter Accounting-Request message as used for 3GPP offline charging.

Table 6.2.2.1: 3GPP Accounting-Request message contents

	AVP
	Category
	Description

	Session-Id
	M
	This field identifies the operation session.

	Origin-Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Origin-Realm
	M
	This field contains the realm of the operation originator.

	Destination-Realm
	M
	This field contains the realm of the operator domain. The realm will be addressed with the domain address of the corresponding public URI.

	Accounting-Record-Type
	M
	This field defines the transfer type: event for event based charging and start, interim, stop for session based charging.

	Accounting-Record-Number
	M
	This field contains the sequence number of the transferred messages.

	Acct-Application-Id
	OM
	The field corresponds to the application ID of the Diameter Accounting Application and is defined with the value 3.

	Vendor-Specific-Application-Id
	-
	Not used in 3GPP.

	
Vendor-Id
	-
	Not used in 3GPP.

	
Auth-Application-Id
	-
	Not used in 3GPP.

	
Acct-Application-Id
	-
	Not used in 3GPP.

	User-Name
	OC
	Contains the user name determined by the domain: bearer, sub-system or service as described in middle tier TS.

	Destination-Host
	OC
	This field contains the destination address of the CDF.

	Accounting-Sub-Session-Id
	-
	Not used in 3GPP.

	Accounting-Session-Id
	-
	Not used in 3GPP.

	Acct-Multi-Session-Id
	-
	Not used in 3GPP.

	Acct-Interim-Interval
	OC
	This field contains the proposal for instructions to produce records continuously during a session.

	Accounting-Realtime-Required
	-
	Not used in 3GPP.

	Origin-State-Id
	OC
	This field contains the state associated to the CTF.

	Event-Timestamp
	OC
	This field corresponds to the exact time the accounting is requested.

	Proxy-Info
	OC
	This field contains information of the host.

	
Proxy-Host
	M
	This field contains the identity of the host that added the Proxy-Info field.

	
Proxy-State
	M
	This field contains state local information.

	Route-Record
	Oc
	This field contains an identifier inserted by a relaying or proxying node to identify the node it received the message from.

	Service-Context-Id
	OM 
	This field indicates the service and the corresponding 'middle tier' TS.

	Service-Information
	OM
	This parameter holds the individual service specific parameters as defined in the corresponding 'middle tier' TS.

	AVP
	Oc
	This field contains extended Information.


NOTE:
A detailed description of the AVPs is provided in clause 7.
	Next change


6.2.3
Accounting-Answer (ACA) message

The ACA messages, indicated by the Command-Code field set to 271 is sent by the CDF to the CTF in order to reply to the ACR. 

The ACA message format is defined according to the Diameter Base Protocol in RFC 3588 [401] as follows:

      <ACA> ::= < Diameter Header: 271, PXY >


            < Session-Id >

                { Result-Code }

                { Origin-Host }

                { Origin-Realm }

                { Accounting-Record-Type }

                { Accounting-Record-Number }

                [ Acct-Application-Id ]

                [ Vendor-Specific-Application-Id ]
                [ User-Name ]

                [ Accounting-Sub-Session-Id ]
                [ Acct-Session-Id ]
                [ Acct-Multi-Session-Id ]
                [ Error-Message ]

                [ Error-Reporting-Host ]

                [ Acct-Interim-Interval ]




[ Failed-AVP ]
                [ Accounting-Realtime-Required ]
                [ Origin-State-Id ]

                [ Event-Timestamp ]

              * [ Proxy-Info ]

              * [ AVP ]

Table 6.2.3.1 illustrates the basic structure of a 3GPP Diameter Accounting-Answer message as used for offline charging. This message is always used by the CDF as specified below, regardless of the CTF it is received from and the ACR record type that is being replied to.

Table 6.2.3.1: 3GPP Accounting-Answer (ACA) message content

	AVP
	Category
	Description

	Session-Id
	M
	This field identifies the operation session.

	Result-Code
	M
	This field contains the result of the specific query.

	Origin-Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Origin-Realm
	M
	This field contains the realm of the operation originator.

	Accounting-Record-Type
	M
	This field defines the transfer type: event for event based charging and start, interim, stop for session based charging.

	Accounting-Record-Number
	M
	This field contains the sequence number of the transferred messages.

	Acct-Application-Id
	OM
	The field corresponds to the application ID of the Diameter Accounting Application and is defined with the value 3.

	Vendor-Specific-Application-Id
	-
	Not used in 3GPP

	
Vendor-Id
	-
	Not used in 3GPP

	
Auth-Application-Id
	-
	Not used in 3GPP

	
Acct-Application-Id
	-
	Not used in 3GPP

	User-Name
	OC
	Contains the user name determined by the domain: bearer, sub-system or service as described in middle tier TS.

	Accounting-Sub-Session-Id
	-
	Not used in 3GPP

	Accounting-RADIUS-Session-Id
	-
	Not used in 3GPP

	Acct-Multi-Session-Id
	-
	Not used in 3GPP

	Error-Message
	OC
	This field contains a human readable error message.

	Error-Reporting-Host
	OC
	This field contains the identity of the Diameter host that sent the Result-Code AVP to a value other than 2001 (Success) if the host setting the Result-Code is different from the one encoded in the Origin-Host AVP.

	Acct-Interim-Interval
	OC
	This field contains the instructions to produce records continuously during a session.

	Accounting-Realtime-Required
	-
	Not used in 3GPP

	Failed-AVP
	OC
	This field contains the AVP that could not be processed sucessfully. This field can occur only once.  

	Origin-State-Id
	OC
	This field contains the state associated to the source point of the operation.

	Event-Timestamp
	OC
	This field contains the time when the operation is requested.

	Proxy-Info
	OC
	This field contains information of the host.

	
Proxy-Host
	M
	This field contains the identity of the host that added the Proxy-Info field.

	
Proxy-State
	M
	This field contains state local information.

	AVP
	OC
	This field contains extended Information.


	Next change


6.4.3
Credit-Control-Answer message

The CCA messages, indicated by the Command-Code field set to 272 is sent by the OCF to the CTF in order to reply to the CCR. 

The CCA message format is defined according to RFC 4006 [402] as follows:

      <CCA> ::=  < Diameter Header: 272, PXY >

                 < Session-Id > 

                 { Result-Code } 

                 { Origin-Host } 

                 { Origin-Realm } 

                 { Auth-Application-Id } 

                 { CC-Request-Type } 

                 { CC-Request-Number } 

                 [ User-Name ] 

                 [ CC-Session-Failover ] 

                 [ CC-Sub-Session-Id ] 

                 [ Acct-Multi-Session-Id ] 

                 [ Origin-State-Id ] 

                 [ Event-Timestamp ] 

                 [ Granted-Service-Unit ] 

                *[ Multiple-Services-Credit-Control ]  

                 [ Cost-Information]  

                 [ Low-Balance-Indication ]  

                 [ Remaining-Balance ]  

                 [ Final-Unit-Indication ]  

                 [ Check-Balance-Result ]  

                 [ Credit-Control-Failure-Handling ] 

                 [ Direct-Debiting-Failure-Handling ] 

                 [ Validity-Time] 

                *[ Redirect-Host] 

                 [ Redirect-Host-Usage ] 

                 [ Redirect-Max-Cache-Time ] 

                *[ Proxy-Info ] 

                *[ Route-Record ] 

                 [ Failed-AVP ]

                 [ Service-Information ]

                *[ AVP ]

Table 6.4.3.1 illustrates the basic structure of a 3GPP Diameter CCA message as used for online charging. This message is always used by the OCF as specified below, independent of the receiving CTF and the CCR record type that is being replied to.

Table 6.4.3.1: 3GPP CCA message content

	AVP
	Category
	Description

	Session-Id
	M
	This field identifies the operation session.

	Result-Code
	M
	This field contains the result of the specific query. 

	Origin-Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Origin-Realm
	M
	This field contains the realm of the operation originator.

	Auth-Application-Id
	M
	The field corresponds to the application ID of the Diameter Credit-Control Application and is defined with the value 4.

	CC-Request-Type
	M
	This field defines the transfer type: initial, update, terminate for session based charging and event for event based charging.

	CC-Request-Number
	M
	This field contains the sequence number of the transferred messages.

	User-Name
	-
	Not used in 3GPP.

	CC-Session Failover
	OC
	This field contains an indication to the CTF whether or not a failover handling is to be used when necessary.

	CC-Sub-session-Id
	-
	Not used in 3GPP.

	Acct-Multi-Session-Id
	-
	Not used in 3GPP.

	Origin-State-Id
	-
	Not used in 3GPP.

	Event-Timestamp
	-
	Not used in 3GPP.

	Granted-Service-Unit
	 -
	Not used in 3GPP, see Multiple-Services-Credit-Control.

	
Tariff-Time-Change
	 - 
	Not used in 3GPP.

	
CC-Time
	 -
	Not used in 3GPP.

	
CC-Money
	-
	Not used in 3GPP.

	

Unit-Value
	-
	Not used in 3GPP.

	


Value-Digits
	-
	Not used in 3GPP.

	


Exponent
	-
	Not used in 3GPP.

	

Currency-Code
	-
	Not used in 3GPP.

	
CC-Total-Octets
	 -
	Not used in 3GPP.

	
CC-Input-Octets
	 -
	Not used in 3GPP.

	
CC-Output-Octets
	- 
	Not used in 3GPP.

	
CC-Service-Specific-Units
	 -
	Not used in 3GPP.

	
AVP
	-
	Not used in 3GPP.

	Multiple-Services-Credit-Control
	OC
	This field contains all parameters for the CTF quota management and defines the quotas to allow traffic to flow.

	
Granted-Service-Unit
	OC
	This field contains the amount of granted service units for a particular category.

	

Tariff-Time-Change
	OC
	This field contains the switch time when the tariff will be changed.



	

CC-Time
	OC
	This field contains the amount of granted time.

	

CC-Money
	-
	Not used in 3GPP.

	


Unit-Value
	-
	Not used in 3GPP.

	



Value-Digits
	-
	Not used in 3GPP.

	



Exponent
	-
	Not used in 3GPP.

	


Currency-Code
	-
	Not used in 3GPP.

	

CC-Total-Octets
	OC
	This field contains the amount for sent and received octets.

	

CC-Input-Octets
	OC
	This field contains the amount for received octets.

	

CC-Output-Octets
	OC
	This field contains the amount for sent octets.

	

CC-Service-Specific-Units
	OC
	This field contains the amount for service specific units, e.g. number of events.

	

AVP
	-
	Not used in 3GPP.

	
Requested-Service-Unit
	-
	Not used in CCA.

	

CC-Time
	-
	Not used in CCA.

	

CC-Money
	-
	Not used in 3GPP.

	


Unit-Value
	-
	Not used in 3GPP.

	



Value-Digits
	-
	Not used in 3GPP.

	



Exponent
	-
	Not used in 3GPP.

	


Currency-Code
	-
	Not used in 3GPP.

	

CC-Total-Octets
	-
	Not used in CCA.

	

CC-Input-Octets
	-
	Not used in CCA.

	

CC-Output-Octets
	-
	Not used in CCA.

	

CC-Service-Specific-Units
	-
	Not used in CCA.

	

AVP
	-
	Not used in 3GPP.

	
Used-Service-Unit
	-
	Not used in CCA.

	

Reporting-Reason
	-
	Not used in CCA.

	
      Tariff-Change-Usage
	-
	Not used in CCA.

	

CC-Time
	-
	Not used in CCA.

	

CC-Money
	-
	Not used in 3GPP.

	


Unit-Value
	-
	Not used in 3GPP.

	



Value-Digits
	-
	Not used in 3GPP.

	



Exponent
	-
	Not used in 3GPP.

	


Currency-Code
	-
	Not used in 3GPP.

	

CC-Total-Octets
	-
	Not used in CCA.

	

CC-Input-Octets
	-
	Not used in CCA.

	

CC-Output-Octets
	-
	Not used in CCA.

	

CC-Service-Specific-Units
	-
	Not used in CCA.

	

Event-Charging-TimeStamp
	-
	Not used in CCA.

	

AVP
	-
	Not used in 3GPP.

	
Tariff-Change-Usage
	-
	Not used in 3GPP.

	
Service-Identifier
	OC
	 This field contains identity of the used service. This ID with the Service-Context-ID together forms an unique identification of the service.

	
Rating-Group
	OC
	This field contains the identifier of a rating group.

	
G-S-U-Pool-Reference
	OC
	 Only used in ECUR and SCUR.

	

G-S-U-Pool-Identifier
	M
	Used as defined in DCCA  [402].

	

CC-Unit-Type
	M
	Used as defined in DCCA  [402].

	

Unit-Value
	M
	Used as defined in DCCA  [402].

	


Value-Digits
	M
	Used as defined in DCCA  [402].

	


Exponent
	OC
	Used as defined in DCCA  [402].

	
Validity-Time
	OC
	This field defines the time in order to limit the validity of the granted quota for a given category instance.

	
Result-Code
	OC
	This field contains the result of the query.

	
Final-Unit-Indication
	OC
	This field indicates that the Granted-Service-Unit AVP containing the final units for the service.

	

Final-Unit-Action
	M
	Used as defined in DCCA  [402].

	

Restriction-Filter-Rule
	OC
	Used as defined in DCCA  [402].

	

Filter-Id
	OC
	Used as defined in DCCA  [402].

	

Redirect-Server
	OC
	Used as defined in DCCA  [402].

	


Redirect-Address-Type
	M
	Used as defined in DCCA  [402].

	


Redirect-Server-Address
	M
	Used as defined in DCCA  [402].

	
Time-Quota-Threshold
	OC
	Used as defined in clause 7.2.

	
Volume-Quota-Threshold
	OC
	Used as defined in clause 7.2.

	
Unit-Quota-Threshold
	OC
	Used as defined in clause 7.2.

	
Quota-Holding-Time
	OC
	Used as defined in clause 7.2.

	
Quota-Consumption-Time
	OC
	Used as defined in clause 7.2.

	
Reporting-Reason
	-
	Not used in CCA.

	
Trigger
	Oc
	Used as defined in clause 7.2.

	

Trigger-Type
	OC
	Used as defined in clause 7.2.

	
PS-Furnish-Charging-Information
	OC
	Used as defined in clause 7.2.

	
Refund-Information
	OC
	Used as defined in clause 7.2.

	
AF-Correlation-Information
	-
	Not used in CCA.

	
	
	

	
Envelope-Reporting
	OC
	Used as defined in clause 7.2.

	
Time-Quota-Mechanism
	OC
	Used as defined in clause 7.2.

	

Time-Quota-Type
	M
	Used as defined in clause 7.2.

	

Base-Time-Interval
	M
	Used as defined in clause 7.2.

	
AF-Correlation-Information
	-
	Not used in CCA.

	
Service-Specific-Info
	-
	Not used in CCA.

	
QoS-Information
	-
	Not used in CCA.

	
Announcement-Information
	OC
	This field contains the Announcement service parameters. Each instance specifies a single announcement to be played to the specified user.

	

Announcement-Identifier
	M
	This field contains a code identifying an announcement to be played.

	

Variable-Part
	OC
	This field contains the parameters necessary to define playback of a variable within the announcement.

	


Variable-Part-Order
	OC
	This field identifies the order of the variable to be played back.

	


Variable-Part-Type
	M
	This field identifies the type of the variable to be played back.

	


Variable-Part-Value
	M
	This field identifies the value of the variable to be played back.

	

Time-Indicator
	OC
	This field instructs the announcement to be connected at the specified time before granted quota is exhausted.

	

Quota-Indicator
	OC
	This field indicates whether granted quota is to be used during announcement setup and playback.

	

Announcement-Order
	OC
	This field contains the order in which announcements should be connected for playback when there are multiple announcements provided in a single message with the same timing indicator.

	

Play-Alternative
	OC
	This field indicates the call party toward whom an announcement is directed.

	           Privacy-Indicator
	OC
	This field indicates whether the announcement is considered private and is only to be played to the requested party.

	

Language
	OC
	This field contains a code indicating the language of the announcement that should be played.

	      3GPP-RAT-Type
	-
	Not used in CCA.

	      Related-Trigger
	-
	Not used in CCA

	
AVP
	-
	Not used in 3GPP.

	Cost-Information
	OC
	Used as defined in DCCA  [402].

	
Unit-Value
	M
	Used as defined in DCCA  [402].

	

Value-Digits
	M
	Used as defined in DCCA  [402].

	

Exponent
	OC
	Used as defined in DCCA  [402].

	
Currency-Code
	M
	Used as defined in DCCA  [402].

	
Cost-Unit
	OC
	Used as defined in DCCA  [402].

	Low-Balance-Indication
	Oc
	This field indicates whether the subscriber account balance went below a designated threshold set by his account.

	Remaining-Balance
	OC
	This field contains the remaining balance of the subscriber.

	
Unit-Value
	M
	Used as defined in DCCA  [402].

	

Value-Digits
	M
	Used as defined in DCCA  [402].

	

Exponent
	OC
	Used as defined in DCCA  [402].

	
Currency-Code
	M
	Used as defined in DCCA  [402].

	Final-Unit-Indication
	-
	Not used in 3GPP, see Multiple-Services-Credit-Control.

	
Final-Unit-Action
	-
	Not used in 3GPP.

	
Restriction-Filter-Rule
	-
	Not used in 3GPP.

	
Filter-Id
	-
	Not used in 3GPP.

	
Redirect-Server
	-
	Not used in 3GPP.

	

Redirect-Address-Type
	-
	Not used in 3GPP.

	

Redirect-Server-Address
	-
	Not used in 3GPP.

	Check-Balance-Result
	-
	Not used in 3GPP.

	Credit-Control-Failure-Handling
	OC
	Used as defined in DCCA [402].

	Direct-Debiting-Failure-Handling
	OC
	Used as defined in DCCA [402].

	Validity-Time
	-
	Not used in 3GPP.

	Redirect-Host
	OC
	Used by redirect agent function as specified in [401]. Contains the host the request should be forwarded to.

	Redirect-Host-Usage
	OC
	Used by redirect agent function as specified in [401]. Dictates how the routing entry resulting from the Redirect-Host is to be used.

	Redirect-Max-Cache-Time
	OC
	Used by redirect agent function as specified in [401]. Contains the maximum number of seconds the peer and route table entries, created as a result of the Redirect-Host, will be cached.

	Proxy-Info
	OC
	This field contains information of the host.

	
Proxy-Host
	M
	This field contains the identity of the host that added the Proxy-Info field.

	
Proxy-State
	M
	This field contains state local information.

	Route-Record
	OC
	This field contains an identifier inserted by a relaying or proxying node to identify the node it received the message from.  

	Failed-AVP
	OC
	This field contains the AVP that could not be processed sucessfully. This field can occur only once.  

	Service-Information
	OC
	This parameter holds the individual service specific parameters as defined in the corresponding 'middle tier' TS.

	AVP
	OC
	This field contains extended Information.


	Next change


6.4.5
Re-Auth-Answer message

The DCCA RAA message format is defined according to the Diameter Base Protocol in RFC 3588 [401] and DCCA specification in RFC 4006 [402]: 
<RAA> ::= < Diameter Header: 258, PXY >

< Session-Id >

{ Result-Code }

{ Origin-Host }

{ Origin-Realm }

[ User-Name ]

[ Origin-State-Id ]

[ Error-Message ]

[ Error-Reporting-Host ]

   [ Failed-AVP ]

  *[ Redirect-Host ]

[ Redirect-Host-Usage ]

[ Redirect-Host-Cache-Time ]

  *[ Proxy-Info ]

[ CC-Sub-Session-Id ]

[ G-S-U-Pool-Identifier ]

[ Service-Identifier ]

[ Rating-Group ]

  *[ AVP ]

Table 6.4.5.1 illustrates the basic structure of a Diameter Credit-Control Re-Auth-Answer message as used for online charging.

Table 6.4.5.1: RAA message contents for online charging

	AVP
	Category
	Description

	Session-Id
	M
	This field identifies the operation session.

	Result-Code
	M
	This field contains the result of the specific query.

	Origin-Host
	M
	This field contains the identification of the source point of the operation and the realm of the operation originator.

	Origin-Realm
	M
	This field contains the realm of the operation originator.

	User-Name
	OC
	This field contains the username.

	Origin-State-Id
	OC
	This field contains the state associated to the source point of the operation.

	Error-Message
	OC
	This field contains a human readable error message.

	Error-Reporting-Host
	OC
	This field contains the identity of the Diameter host that sent the Result-Code AVP to a value other than 2001 (Success) if the host setting the Result-Code is different from the one encoded in the Origin-Host AVP.

	Failed-AVP
	OC
	This field contains the AVP that could not be processed sucessfully. This field can occur only once.  

	Redirect-Host
	OC
	Used by redirect agent function as specified in [401]. Contains the host the request should be forwarded to.

	Redirect-Host-Usage
	OC
	Used by redirect agent function as specified in [401]. Dictates how the routing entry resulting from the Redirect-Host is to be used.

	Redirect-Max-Cache-Time
	OC
	Used by redirect agent function as specified in [401]. Contains the maximum number of seconds the peer and route table entries, created as a result of the Redirect-Host, will be cached.

	Proxy-Info
	OC
	This field contains information of the host.

	
Proxy-Host
	M
	This field contains the identity of the host that added the Proxy-Info field.

	
Proxy-State
	M
	This field contains state local information.

	CC-Sub-Session-Id
	-
	Not used in 3GPP.

	G-S-U-Pool-Identifier
	-
	Not used in 3GPP.

	Service-Identifier
	-
	Not used in 3GPP.

	Rating-Group
	-
	Not used in 3GPP.

	AVP
	OC
	This field contains extended Information.


	End of changes


