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1
Decision/action requested

We will discuss policy configuration by the management system.
2
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3
Rationale

In the EPC system, network functions are configurable via operator policies and this trend is expected to continue into the Next Generation system. Network functions are configured with operator’s policies in order to shape the behaviour of network related to QoS enforcement, gating, traffic routing, congestion management, mobility, roaming, etc [1].
In the presence of network slicing, policies may be used to shape the behaviour of network slices such that services supported by one slice instance are not negatively affected by services supported by other network slice instances. A policy can be slice specific, i. e., the policy is applicable to the traffic of a given network slice instance; or non-slice specific. An example for slice-specific policy could be traffic routing policy where routing of traffic for different slices are perfumed according to different policies. Some UE-related policies, e.g., mobility management policy or policy for network selection are non-slice specific.  
In this document, the management function in charge of determining and managing policies is called “policy management function” (PMF). The placement of this function is FFS. This contribution proposes the use case and requirements for management support for policy configuration. Relevant core network functions, e.g., policy control function (PCF) [1], can be configured with slice-specific/non-slice-specific policies to achieve desirable operation of network slice instances.

4
Detailed proposal

It is proposed to make the following changes to TR 28.801.
	Start


5
Use Cases
5.X
Management support for policy configuration
5.X.1
Pre-conditions
The network management system has decided to create a new network slice instance to facilitate a service.

The network management system has identified the new network functions that need to be configured to create this network slice instance.

The network management system has identified the common network functions that need to be re-configured to create this network slice instance.  
5.X.2
Description

The policy management function (PMF) derives appropriate policies related to core network functions for network slice operation according to service requirements and total available network slice resources. 

Editor’s note:  The placement of policy management function is FFS.

The PMF configures the PCF with slice-specific/non-slice specific policies which could be used by certain other core network control plane functions which have interface to PCF, e.g., SMF and access and mobility management function (AMF), to obtain the corresponding policies.

A slice-specific policy example intended for SMF is as follows:
- Total traffic belonging to a specified slice entering/exiting a network node < x bits per second

The above policy may be accompanied by a list of network nodes/time of day where such rate limit applies. Furthermore, the above policy may be accompanied by the information on what needs to be done if the rate limit is exceeded.

A network function, e.g., SMF or AMF, operates under the constraints described in the corresponding policy set by PMF in order to shape proper network behaviour.
5.X.3
Post-conditions
Appropriate policies are configured and enforced at core network control plane functions to ensure the proper operation of the network slice instances.
	Next change


6.X
Requirements for network slice policy management
REQ-NSM_SPM-CON-X
The 3GPP management system shall be capable of configuring slice-specific or non-slice-specific policies in the network functions.
	End of changes


