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1
Decision/action requested

Add this use case to TR 28.800
2
References
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TR 23.799: "Study on Architecture for Next Generation System" v14.0.0
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TS 22.261: "Service requirements for next generation new services and markets" v1.0.0
3
Rationale

Support for edge computing is one of the features specified in SA2 Phase 1 TR 23.799 [2] for a deployable 5G architecture. 
For the efficient delivery of certain operator/3rd party content related services, as well as for the provision of services over long distances in a cost-effective way, there is a need to deploy services in the operator trust domain close to the UE's access point of attachment to reduce latency and reduce the load on the transport network. The design of NextGen System should enable access to services deployed close to the UE's point of attachment from the very beginning, so that this functionality could be deployed in a flexible manner, leveraging also Network Function Virtualization (NFV), see Annex H in TR 23.799 [2].
User plane should be more efficient for 5G to support differentiated requirements. A Service Hosting Environment located inside of operator’s network can offer Hosted Services closer to the end user to meet localization requirement like low latency, low bandwidth pressure. These Hosted Services contain applications provided by operators and/or trusted 3rd parties, see clause 6.5 in TS 22.261 [3].

For the efficient delivery of certain operator/3rd party content related services, not only the efficient user plane, the network capability exposure is also a very important mechanism. New network capabilities need to be exposed to the 3rd party (e.g., to allow the 3rd party to customize a dedicated network slice for diverse use cases; to allow the 3rd party to manage trusted 3rd party application in hosting service environment to improve user experience, efficient utilize backhaul and/or application resources), see clause 6.10 in TS 22.261 [3].
From SA5 network management point of view, the management supporting for edge computing should be investigated in the work of SI Management and Orchestration Architecture of Next Generation Network and Service.
The edge computing management mainly includes:

-
Edge computing service hosting environment management

-
Edge computing service management

-
Edge computing application management
Therefore, it is proposed to add the related use cases into TR 28.800.
4
Detailed proposal

It is proposed to add the following use case to the TR 28.800 [1].
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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Hosted Service: Defined in 3GPP TS 22.261 [X].
Infrastructure Resource: network components that built up the environment for 3GPP NFs. 

Note: example of Infrastructure Resource can be Physical Resource, Logical Resource, Network Functions Virtualization Infrastructure. 
Physical Resource: A physical asset for computation, storage or transport including radio access. Defined in NGMN Description of Network Slicing Concept[5].  
Service Hosting Environment: Defined in 3GPP TS 22.261 [X].
Logical Resource: Partition of a physical resource, or grouping of multiple physical resources dedicated to a Network Function or shared between a set of Network Functions. Defined in NGMN Description of Network Slicing Concept[5].

Network Functions Virtualisation Infrastructure (NFVI): totality of all hardware and software components which build up the environment in which VNFs are deployed. Defined in ETSI GS NFV 003 [3]. 

Network Function: Network function is a 3GPP adopted or 3GPP defined processing function in a network, which has defined functional behaviour and 3GPP defined interfaces. Defined in 3GPP TR 23.799 [2].

Virtualized Network Function: implementation of an NF that can be deployed on a Network Function

Virtualisation Infrastructure (NFVI). Defined in ETSI GS NFV 003 [3].
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5.X
Edge computing management
5.X.1
Introduction

Operator wants to manage edge computing in which the edge computing services are deployed in the operator trust domain close to the UE's access point to reduce latency and reduce the load on the transport network. The edge computing services hosted in the operator's Service Hosting Environment can offer Hosted Services which are closer to the end users to meet a number of edge computing requirements, in terms of computing, storage and network resources.

The edge computing management mainly includes the following use cases:

-
Edge computing service hosting environment management

-
Edge computing service management

-
Edge computing application management
5.X.2
Edge computing service hosting environment management
5.X.2.1
Pre-conditions
Operator wants to deploy Service Hosting Environment inside 3GPP network (e.g., access network, core network) and have a fully control on the Service Hosting Environment from where Hosted Services for edge computing are offered.
5.X.2.2
Description
The operator creates Service Hosting Environment in a flexible manner to enable access to mobile edge services easily, for example leveraging NFV to create a Service Hosting Environment at the edge of network for edge computing services.

By using network management system, the operator configures a Service Hosting Environment which provides application access close to a UE to support routing of data traffic between a UE attached to the mobile network and the application in the Service Hosting Environment for specific services, modifying the path as needed when a UE changes location during an active communication.

If needed, the network management system initiates applications for a UE in a Service Hosting Environment close to the UE’s location based on operator policy.

Based on operator policy, a 5G network provides suitable APIs to allow a trusted 3rd party to manage this trusted 3rd party owned application(s) hosted in the operator's edge computing Service Hosting Environment.
The network management system monitors the fault and performance of the Service Hosting Environment and provides the corresponding fault management and performance management.

5.X.2.3
Post-conditions
Service Hosting Environment for edge computing is deployed and under management in the operator’s network.

5.X.3
Edge computing service management

FFS
5.X.4
Edge computing application management
FFS
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