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1
Decision/action requested

Add this use case to TR 28.800.
2
References

3
Rationale

Network slicing and virtualization technology provide the ability to create virtual networks (VNs) running on a common physical set of network resources. Each VN may be customized to a particular type of service with unique QoS requirements. As all VNs share a common physical resource pool, there emerges the crucial problem of how to allocate the network resources to network slices such that services supported by a slice are not negatively affected by services supported by other network slices.

In order to avoid negative effect of one slice on the other slices, network resource isolation among network slices may be enforced. Isolation among network slices can be achieved through proper resource allocation among network slices by configuration management. 

This contribution proposes the use case for potential management support to network slice resource isolation in order to achieve independent, scalable, modularized operation of different network slices; and to reduce operational complexity.
4
Detailed proposal

It is proposed to make the following changes to TR 28.801.
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X
Use cases for management and orchestration of network slicing

X.X
Management support of network resource isolation among network slices
X.X.1
Pre-conditions
Operator wants to deploy network slices with network resource isolation among the slices in order to avoid negative effect of one slice on the other slices.
X.X.2
Description 
As part of network slice creation process, the management system allocates network resources for each network slice according to service-level agreements (SLAs) and total available network resources; and configures network resources for network slices accordingly.

Isolation among network slices can be achieved through proper network resource allocation. If strict isolation is required for a slice, e. g., for reasons such as strict QoS requirement for services supported by the slice, the network resources that are allocated for the slice cannot be used by other slices. Such level of isolation can be achieved through "physical isolation" of network resources among slices. For example, the computation and storage resources for different network slices may be deployed (allocated) at different network nodes. A less strict level of resource isolation is "logical isolation", where the computation and storage resources at a network node can be shared by different slices; however, the amount of provisioned network resources at the node is sufficiently large such that the performances of network slices can still be deemed as independent.
For network resource usage efficiency, the management system may update the allocation of network resources for each slice according to changes in service demands, etc., and reconfigure network resources for each slice accordingly.

X.X.3
Post-conditions
Network resource isolation is achieved for different network slices.
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